SA WG2 Temporary Document

Page 1

SA WG2 Meeting #103
S2-141586
19 - 23 May 2014, Phoenix, Arizona, USA
(revision of S2-14xxxx)
Source:
Alcatel-Lucent
Title:
Sample MCPTT Architecture
Document for:
 Discussion
Agenda Item:
7.4
Work Item / Release:
MCPTT
Abstract of the contribution: A sample public safety architecture using MCPTT and GCSE_LTE is provided for discussion.

Introduction

The work in SA2 on MCPTT will require a common understanding of public safety architectural needs. The sample architecture provided in this discussion paper provides a view of how public safety communication services (PSCS) can take advantage of the MCPTT and GCSE_LTE work in 3GPP. This sample architecture is offered as a beginning point to create an MCPTT architecture for the MCPTT TR for release 13. 

Note that this sample architecture includes video and data services. They are presented in a way that they can fit into the architecture, but do not have to be implemented in release 13.
Architectural Model

The following figure describes the architecture of public safety communications services (PSCS).
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Figure 1  Public Safety Communications Services Architecture

Functional Entities

The functional entities shown in the architectural model in Figure 1 are described in the following sections.

 Services Interface Layer

The Services Interface Layer (SIL) provides a unified set of capabilities to the PSCS application functions. It provides a level of insulation between the capabilities of the broadband networks that support PSCS, in order that each PSCS function need not know or be aware of all of the details of the broadband networks used for transport of signaling and bearers. It constitutes a GCSE Application Server (GCS AS) defined by 3GPP [ref. TS 23.468].

The SIL controls distribution to group members and communicates with the Group Management function. The SIL is also the network endpoint for unicast and broadcast bearers, with the exception of point-to-point data bearers as required by subscriber functions. Application signalling from the UE is received by the SIL and distributed, as appropriate, to the various services that constitute the PSCS. For example, notification from the UE of “Responder Emergency” is propagated by the SIL to the PTT Service, the Video Service, etc. as well as to other members of the group to which the UE belongs.

The SIL includes a Media Resource Function (MRF) and a Media Resource Function Controller (MRF-C) to manage duplication, transcoding, and distribution of content. The SIL also contains the capability to use the Rx interface, and the capability to use the MB2 interface. The SIL may be connected to IMS as an IMS AS.

PTT Service

The PTT Service (PTT-SRV) uses the functions of the SIL. It provides group push-to-talk functions over the underlying broadband networks. 

NOTE: Interfaces to charging, presence, location, group management, subscription management, and device management are TBD.

NOTE: Interfaces to interworking functions toward other systems are TBD.
Media Resource Function

The Media Resource Function (MRF) provides distribution of input bearers to zero or more output bearers, including transcoding functions as necessary. The MRF has direct bearer interfaces (SGi) to the Packet Data Network Gateway (PGW) and to the BM-SC (MB2-U). The MRF is controlled by the Media Resource Function Controller (MRF-C) that is part of the SIL. Requests are sent to the MRF-C by the PTT Service, the Video Service, and the Data Service to manage the functions of the MRF.
Video Service

The Video Service (VID-SRV) provides real-time video distribution functions over the underlying broadband transport networks. (Non-real-time video distribution is considered a file transfer/messaging function.) It takes advantage of the capabilities provided by the SIL. In particular, the VID-SRV uses the bearer services of the SIL to distribute video to a group. It has signalling interfaces to the SIL and the SEC. 

NOTE: Interfaces to charging, presence, location, group management, subscription management, and device management are TBD.

NOTE: Interfaces to interworking functions toward other systems are TBD.
Data Service

The Data Service (DAT-SRV) provides push-to-message and file distribution functions over the underlying broadband transport networks. It takes advantage of the capabilities provided by the SIL. It has a signalling interface to the SIL. It has direct bearer interfaces to the MRF within the SIL.

File Transfer Service

The File Transfer Service (FIL-SRV) provides file distribution functions over the underlying broadband networks. It takes advantage of the capabilities provided by the DAT-SRV. It has signalling and bearer interfaces to the DAT-SRV.

Message Service

The Message Service (MSG-SRV) provides push-to-message functions over the underlying broadband networks. It takes advantage of the capabilities provided by the DAT-SRV. It has signalling and bearer interfaces to the DAT-SRV. 

Security Function

The Security Function (SEC) is responsible for authentication of the user of the device. Authentication of the device registration is performed by the broadband network. The SEC provides authorization for use of specific services based on policies associated with the authenticated user. The SEC has signalling interfaces to the PTT-SRV, VID-SRV, File Transfer Service (FIL-SRV), and the Message Service (MSG-SRV), and to the SIL.

NOTE: Interfaces to charging, presence, location, group management, subscription management, and device management are TBD.

NOTE: Interfaces to interworking functions toward other systems are TBD.
Group Management

The Group Management (GRP-MNG) function is responsible for the membership of PSCS groups of users, including creation, modification, and deletion of permanent and temporary groups. 

The GRP-MNG function communicates with the SIL to inform the SIL of current membership of groups and to authorize participation of a UE in a group.

<We will need to decide on the partitioning of responsibility for group management, and how to manage interworking with groups in other systems. Help needed.>

Subscription Management

The Subscription Management (SUB-MNG) function is responsible for the creation, modification, and deletion of users’ subscriptions for group services. 

<Further text is needed here on signalling interfaces to the PTT-SRV, SEC, VID-SRV, DAT-SRV, etc. We will need to decide on the partitioning of responsibility for subscription management. Help needed.>

Device Management

The Device Management (DEV-MNG) function is responsible for the creation, modification, and deletion of information about devices that are authorized to operate on the PSCS broadband networks. This includes management of device characteristics, initialization parameters, etc. DEV-MNG may make use of over-the-air (OTA) management techniques for devices on wireless broadband networks, e.g., LTE.

<We will need to decide on the partitioning of responsibility for device management. Help needed.>

PSTN Interworking Function

The PSTN Interworking Function is not shown in the diagram. It is assumed to be the Telephony Server component of IMS.

PSAP Interworking Function

The PSAP (Public Safety Access Point) Interworking Function (PSAP-IWF) is responsible for interfacing the PSCS functions to the capabilities of the PSAPs that support emergency calls from the general public.

<Further text is needed here on exactly how the PSAP-IWF is used, and by which PSCS functions. Help needed.>

P25/TETRA/LMR Interworking Function

The P25/TETRA/LMR Interworking Function (Legacy-IWF) is responsible for interfacing the PSCS functions to the capabilities of P25/TETRA/LMR legacy systems.

<Further text is needed here on exactly how the Legacy-IWF is interfaced to PSCS functions. Help needed.>

Commercial PTT Interworking Function

The Commercial PTT Interworking Function (ComPTT-IWF) is responsible for interfacing the PSCS functions to the capabilities of commercial PTT systems, e.g., commercial OMA PoC systems.

<Further text is needed here on exactly how the ComPTT-IWF is interface to the PTT-SRV in particular, and to other PSCS functions. Help needed.>

<The motivation for the ComPTT-IWF is the need to allow first responders to interface to PTT users on commercial systems. A jurisdiction may choose to use commercial PTT for non-critical functions (e.g., garbage collection, street maintenance) and use MCPTT for police, fire, emergency medical, etc.>

Charging Function

The Charging Function (CHG) is responsible for the collection of charging records from the various PSCS functions and sending them to back office billing systems. The CHG has signalling interfaces to all PSCS functions.

<Further text is needed here on the signalling interfaces to other PSCS functions. Help needed.>

Presence Function

The Presence Function (PRES) is responsible for maintaining knowledge of the availability of all users, including priority levels and the ability of some users, e.g., dispatchers, to override presence settings of users. 

<Further text is needed here on the signalling interfaces of PRES. Help needed.>

MCPTT Location Function

The MCPTT Location Function (LOC) is responsible for maintaining knowledge of the geographic location of all PSCS users registered to the PSCS, including priority levels and the ability of some users, e.g., dispatchers, to override location privacy settings of users. The LOC has signaling interfaces to …???.

<Further text is needed here on the signalling interfaces of LOC. Help needed.>

Conclusion
The sample architecture provided for discussion here requires input from SA2 delegates. It is offered as a beginning point to create an architecture for the MCPTT TR for release 13.
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