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Start of Changes
U.1.5
Media plane protocol architecture

U.1.5.0
General

The IMS AGW enhanced for WebRTC (eIMS-AGW) is the media plane interworking element with the functions described in clause U.1.3.4.

Note: In this section, the figures describe the end to end scenario where “the peer” corresponds to a remote IMS terminal. In this case when e2ae security is needed, TS 33.228 shall govern the interaction between “the peer” and the IMS-AGW that serves it. Other scenarios with other kind of peers (e.g. the peer is another webRTC terminal) are possible but not represented

U.1.5.1
Protocol architecture for MSRP

Figure U.1.5.1-1 shows the protocol architecture for support of MSRP from a WebRTC IMS client (WIC).

The eIMS-AGW shall provide an MSRP B2BUA to allow interoperation with existing MSRP peer endpoints.
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Figure U.1.5.1-1: Protocol architecture for MSRP

U.1.5.2
Protocol architecture for BFCP

Figure U.1.5.2-1 shows the protocol architecture for support of BFCP from a WebRTC IMS client (WIC).

The eIMS-AGW shall provide a transport relay function from DataChannel to TCP to allow interoperation with existing BFCP peer endpoints.
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Figure U.1.5.2-1: Protocol architecture for BFCP

U.1.5.3
Protocol architecture for T.140

Figure U.1.5.3-1 shows the protocol architecture for support of T.140 from a WebRTC IMS client (WIC).

The eIMS-AGW shall provide a transport relay function from DataChannel to RTP to allow interoperation with existing T.140 peer endpoints.
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Figure U.1.5.3-1: Protocol architecture for T.140

U.1.5.4
Protocol architecture for Voice and Video

Figure U.1.5.4-1 shows the protocol architecture for support of Voice and Video from a WebRTC IMS client (WIC). Transcoding (i.e. allowing codec1 to be different from codec2) is optional. SRTP between the UE and the eIMS-AGW relies on keying material negotiated via DTLS.

NOTE:
Transcoding at the eIMS-AGW may apply to none, one or both of the voice and video components
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Figure U.1.5.4-1: Protocol architecture for Voice and Video
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