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Abstract of the contribution: This paper discusses the aspects a Service Capability Exposure Framework includes, which of the aspects are relevant for MTC and other 3GPP work items and what other implications are relevant. A way forward is proposed.
Introduction
During discussions on proposed MTC work items for Rel-13 it was identified that any newly offered MTC capabilities are preferably exposed in the context of already well established 3rd party capable APIs and not via new 3GPP specified APIs. Reasons for that are the experience outside 3GPP and the existence of already rich sets of PLMN capabilities exposed via such APIs, e.g. via OMA APIs. Any newly offered capabilities within the same scope do further enrich the existing service offers, thereby providing more attractive service offers to developers than any separate and not harmonised service offers could do. 3rd party capable APIs are assumed as any such exposed capabilities shall also qualify as a business offer. Similar considerations are part of the SEES work item ongoing in SA1. Therein also capabilities are identified that should become service offers and also a similar way of exposing to 3rd parties is considered. The similarities are between (parts of) MTC and SEES with regard to exposing PLMN capabilities within the scope of a Service Capabilities Exposure Framework (SCEF). This paper aims at identifying the content of the SCEF and at clarifying the different responsibilities or roles within that SCEF.
What is an SCEF?

There are existing definitions (TR 21.905) on what services and service capabilities are. So there is probably less confusion on those terms. Some SCEF described by 3GPP is the Open Service Access (OSA) (TS 23.198), which includes the definition of Application Interfaces (API) via which applications can access the service capabilities offered by the PLMN. In addition to the basic functions of an API (listed under OMA API considerations below) the OSA API includes also Discovery of Service Capabilities, Establishment of service agreements and Registering of Service Capabilities. It should be noted that the OSA TS uses the term “framework” mainly for the “API framework”, i.e. for the set of common functions that are used for every offer/exposure via that API(s). During the discussions on MTC and SEES features/WIDs the term “framework” was used to denote the overall model of providing capabilities by the PLMN and exposing those via APIs, i.e. here it is the “exposure framework” including the API ( framework) and considerations on providing the capabilities.
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OSA TS 23.198 - Figure 5.1.1: Overview of Open Service Access

Another set of APIs was developed by OMA by complementing already existing access interfaces to 3GPP service capabilities with the functionality listed below, or by defining the complete access interface to a 3GPP service capability where 3GPP had not standardised an own access interface. OMA has defined APIs for 3GPP offered service capabilities, by describing how an application can access the offered service including the basic functionality (API framework) that makes the API offer suitable for accessing it by 3rd parties, i.e. by parties using the offered capabilities under a business contract. These basic API functions (API framework) include:

· Description and Identification of the offered service

· Identification, Authentication and Authorisation of the Service Requester

· Enabling secure access to the offered service and possibly identity privacy
· Charging for the consumed service

The current work split for OMA provided APIs considers the listed API functions (the API framework) as “outside 3GPP” and defined by OMA. The “inside 3GPP” part is on defining capabilities and services that are exposed via the “outside 3GPP” API functionality. For services and capabilities that 3GPP specified for the PLMN’s own users the functionality listed above is integral part of the PLMN’s internal service or capability offers and partly not needed because all is within the same business domain. OMA defined the API functions for PLMN external offering or exposure of the PLMN’s services/capabilities.

Discussion

The OMA related SCEF model is less complex than the OSA one and well introduced. It is proposed to consider it as the SCEF model for offering MTC monitoring capabilities to PLMN external service users and also later for SEES identified capabilities and any other capabilities that may fall under this model.

It is obvious that the individual API procedures for exposing a capability via an API depend on the characteristics of the exposed capability. For example, is a call control API as shown in the OSA figure above rather connection-oriented as the 3rd party using it will likely be charged for the duration of the call and may want to know tightly the call status. For MTC monitoring the offered capabilities are rather some kind of: subscribing to be notified when an event occurs. For such characteristics of capabilities connection-less API procedures are well suited and result in less complex APIs.

The overall approach described here, including the API functionalities/farmework and the work split with another SDO, can be considered as the SCEF that is proposed for offering PLMN externally the capabilities of the 3GPP system as identified by MTC monitoring, by SEES and any other identified PLMN capabilities. An implementation of that SCEF may look like in the figure below.
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A Capability Exposure Function (CEF) represents a logical function that exposes a specific service capability. It accesses the 3GPP internal interfaces/functions and provides the 3rd party enabling API functions as listed above, which is also considered as the API framework. In that common SCEF model there is a logical CEF per offered capability. A specific offered/defined API may comprise one or multiple offered capabilities. Any system internal interfaces are shown in that figure for illustration only. What internal information, functionality and interfaces are used is to be determined separately per individual exposed capability.

Conclusion
It is proposed to endorse this model of a SCEF as described above for OMA APIs also for work on MTC and other work items that aim at exposing PLMN provided services and capabilities for PLMN external usage. As the term SCEF can be understood in different ways it may be clearer to endorse the relevant components of the discussed SCEF:
· 3GPP/SA2 works on making PLMN internal capabilities available for accessing via APIs
· Actual exposure via APIs is defined in the scope of well established API frameworks of other SDO(s) and not by 3GPP, e.g. by OMA
· The actual procedure model of an API is decided by the SDO defining the API

· 3GPP/SA2 preferably define any related 3GPP internal functionality for supporting exposure via connection-less API procedures as far as suitable for the specific service capability

· This includes further that any interworking functionality needed for making a service capability available for access via an API works preferably state-less

· 3GPP/SA2 defines service capabilities that support the API(s), like access to charging or mapping between API used identities and PLMN internal identities, which might be already available
For the MTC and other WIDs that include SCEF or API framework considerations it is proposed to establish an umbrella WID that outlines the framework(s) assumptions and have the individual activities providing service capabilities under this framework as building blocks, e.g. MTC monitoring.
3GPP

SA WG2 TD


_1162908455.doc


framework







User Location







Call control







HSS







CSE







S-CSCF







Servers







E.g. Location server







       MExE server







       







SAT server







Service capability server(s)







Interface







 class







OSA API







Open







Service







     Access







discovery







Application







Application







server







OSA












_1456660038.doc














HSS



































Application



Server



(AS)







Application



Server



(AS)







hPCRF







vPCRF



























Application



Server



(AS)















































RAN







MSC







UE







OMA-API(s)















SGSN



















serving PLMN



(vPLMN or hPLMN)







hPLMN







MME







Application







SGW



















































S9







S6m















Rf/Ga







4







T



















SMS-SC



GMSC



IWMSC











API



frame



work







inside



3GPP







outside



3GPP







Rx







3rd party domain















Capability



Exposure



Function



















CDF/



CGF







PGW/



GGSN



















User plane







Control plane







Um/



Uu/



LTE-Uu















Gi/SGi



























Services



Capability



Server



(SCS)







PGW/



GGSN




















