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Abstract of the contribution: In SA2#101, S2-140140 introduces ICS I2 for CSFB. This paper discusses an issue with ICS I2 and proposes a way forward.
1. Introduction

ICS I2 IMS registration has been added as one possible use case for CSFB in SA2#101. When examining a bit further, there is an issue with MTRR/MTRF as the currently defined specification in T-ADS does not take into account of MTRR/MTRF. 
2. Discussion

The following figure depicts a general issue with ICS I2 in MTRR/MTRF case; therefore, it is not CSFB specific per-se.
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The main issue is that S-CSCF will release the on-going session for both case #1 and #2 above. Hence, the ongoing MT-terminating procedure will be released.

Release of the terminating session establishment procedure is due to the following specifications:

	Ref: TS 24.229, section 5.4.1.2.2 E “Protected REGISTER – Authentication already performed “
The S-CSCF shall not perform authentication of the user for any REGISTER request with the "integrity-protected" header field parameter in the Authorization header set to "auth-done".

In this release of this document, when the registration procedure as specified in this subclause is performed, i.e., the REGISTER request contains the "integrity-protected" header field parameter in the Authorization header set to "auth-done", the S-CSCF shall not employ outbound registration as described in RFC 5626 [92].

Upon receipt of a REGISTER request with the "integrity-protected" header field parameter in the Authorization header set to "auth-done", the S-CSCF shall identify the user by the public user identity as received in the To header field and the private user identity as received in the Authorization header field of the REGISTER request.

In addition the S-CSCF shall check whether a registration expiration interval value is included in the REGISTER request and its value. If the registration expiration interval value indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in subclause 5.4.1.4. If the registration expiration interval value does not indicate zero, the S-CSCF shall:

1)   if the REGISTER request contains the "reg-id" header field parameter in the Contact header field, respond with a 403 (Forbidden) response to the REGISTER request; and

2)   if there are public user identities (including the public user identity being registered, if previously registered) that belong to this user that have been previously registered with the same private user identity, and with an old contact address different from the one received in the REGISTER request and if the previous registrations have not expired:

a)   terminate all dialogs, associated with the previously registered public user identities (including the public user identity being registered, if previously registered), with a status code 480 (Temporarily Unavailable) in the Reason header field of the BYE request, as specified in subclause 5.4.5.1.2;


3. Proposal

The current IMS terminating flow towards an ICS MSC is based on the ICS MSC registration status and the logic in T-ADS. When taken the MTRR/MTRF into account, we also have to assume that the new MSC may not be an ICS I2 MSC so re-routing may also need to be based on CSRN fetching.
The following figure shows the steps leading to T-ADS and how T-ADS can be enhanced to solve this problem.
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as shown in the above figure, T-ADS does not know how to reroute the call to new MSC (could be ICS or not). Hence, the T-ADS can be enhanced as follow to allow re-delivery of the call to new MSC.
· T-ADS starts a timer when the existing session is being released by S-CSCF. This timer wait for possible IMS Registration from new MSC.

· If IMS registration from new MSC is received before the timer expired then routing to new MSC using I2 can be performed.

· If timer expires then T-ADS invokes fetching of CSRN (i.e., existing procedure) to route the terminating call to CS domain because new MSC may not be ICS capable.

· MTRF is not executed on the Old MSC because re-routing is done using T-ADS.

See S2-141129/CR for the actual changes to TS 23.292. 
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