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1
Proposal

According to [1] [2], there are two use cases for out of coverage discovery:
1) Determination is needed regarding within the D2D ProSe Communication which user(s) are in-D2D ProSe Communication-coverage at any given time.

2) Maintaining concurrent D2D ProSe Communication (off-network) and LTE connectivity to EPC is required regardless of whether UEs are in network coverage or out-of-network-coverage (see [10]). The LTE connectivity to EPC for out-of-network-coverage UEs are provided via UE-to-Network Relays.

While the second use case is related to Relay discovery, the first use case is generic. Currently public safety discovery being described as part of the Relay clause, it seems logical to move the description of Relay discovery in a more generic clause on public safety discovery under the general Direct Discovery clause.

Model A and Model B discovery are described in more detail, taking into account the requests for two types of public safety discovery ([1], [2]), as well as the information that was sent to the RAN groups in [3].
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[1] R1-140426 “Out of network coverage discovery for public safety in Release 12”, U.S. Department of Commerce

[2] R2-140506 “Out of network coverage discovery for public safety in Release 12”, U.S. Department of Commerce

[3] S2-140568 “LS Reply on discovery message size”

######################### TEXT PROPOSAL FOR TS 23.303 #########################
4.6.5
Identifiers for operator controlled Open discovery

4.6.5.1
ProSe Application ID

The ProSe Application ID is an identity used for direct discovery, identifying application related information for the ProSe enabled UE. Each ProSe Application ID is globally unique and unambiguously identifies a service across the 3GPP PLMNs. 

For open discovery, the ProSe Application ID is called Public ProSe Application ID.  The Public ProSe Application ID can be PLMN-specific or country specific or global. 
Each Public ProSe Application ID is composed of the following parts:

a. ProSe Application ID Name is described in its entirety by a data structure that could be a tree data structure characterized by different levels e.g., broad-level business category (Level0) / business sub-category (Level1) / business name (Level2) / shop ID (Level3). For the purpose of presentation, a ProSe Application ID Name is usually displayed as a string of labels in which the labels represent hierarchical levels. 
b. ProSe Application ID Operator Identifier that corresponds to the PLMN id that assigned the ProSe Application ID Name 

NOTE 1: If the public ProSe Application ID is country specific then the Mobile Network Code (MNC) of the ProSe Application ID Operator Identifier is wild carded. If global, both the MCC and MNC are wild carded.

In case of open discovery: 

-
when the "announcing" UE wants to indicate to the ProSe Function what is interested to announce, in order to be assigned a ProSe Application Code it contains in the discovery request a Public ProSe Application ID that indicates its interest

-
when the "monitoring" UE wants to indicate to the ProSe Function what to monitor, it contains in the discovery request the full or a subset of the public ProSe Application ID e.g. it can contain 2 out of the n levels of the full Public ProSe Application ID 

NOTE 2: The ProSe Application ID Name tree data structure is not expected to change often. 

4.6.5.2
ProSe Application Code

The ProSe Application Code is contained in the message that is actually transmitted "over the air" (on PC5) by a UE engaged in the ProSe direct discovery procedure. 

Each ProSe Application Code is composed of the following parts:

a. A temporary identity that corresponds to the ProSe Application ID Name. Given the tree structure associated with public ProSe Application ID, each is associated with a different temporary identity that is built appending a new piece of identifier (specific to that node) to the identifier inherited by the predecessor node: this allows partial matching at the UE side using a mask, making more effective and flexible the filtering of the received temporary identity in a monitoring UE.

b. The PLMN id that assigned the ProSe Code, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC)

c. The ProSe Function Identifier of the Prose Function that has assigned the ProSe Code.

Editor's Note: The need for ProSe Function Identifier as part of the ProSe Application Code is FFS.
NOTE: In this release of the specification the ProSe Application Code is always assigned by a ProSe Function in HPLMN.

A ProSe Application Code is allocated per "announcing" UE and per application and has an associated validity timer that runs both in the ProSe Function and in the UE. 

The ProSe Function may decide at any time to replace a previously allocated ProSe Application Code providing the UE with a new ProSe Application Code, where the temporary UE specific identifier is changed. Replacing a ProSe Code resets the corresponding validity timer both in the ProSe Function and in the UE.

4.6.x
Identifiers for public safety discovery

4.6.x.1
Identifiers for ProSe UE-to-Network Relay selection

The following information may be used for ProSe UE-to-Network Relay selection:

· Message type identifier (Announcement, Solicitation, Solicitation Response)
· Source Layer-2 ID: link layer identifier that is used to identify the UE transmitting the discovery message. It is used to enable subsequent communication with the Relay UE (Model A) or sending a solicitation response message to the Relay UE (Model B). It may be associated with the PDN connection the ProSe UE-to-Network Relay has established

· Destination Layer-2 ID: link layer identifier that is used to identify the intended recipients (Model A) or the Relay UE (in solicitation responses for Model B)

· PLMN ID: identifies the PLMN to which the relay is connected

· ProSe Application Identity: parameter identifying connectivity the ProSe UE-to-Network Relay provides. (e.g. including APN information)
· Whether the UE can act as a relay 

· Status/maintenance flags (e.g. indicating whether the relay is temporarily without connectivity or battery running low so the Remote UEs can seek/reselect another Relay)



4.6.x.2
Identifiers for group member discovery
The following information may be used for ProSe UE-to-Network Relay selection:

· Message type identifier (Announcement, Solicitation, Solicitation Response)
· Source Layer-2 ID: link layer identifier that is used to identify the UE transmitting the discovery message. It is used to enable subsequent communication  with the announcing UE (Model A) or sending a solicitation response message to the discoverer UE (Model B)

· Destination Layer-2 ID: link layer identifier that is used to identify the intended recipients (Model A) or the discoverer UE (in solicitation responses for Model B)

· ProSe Application Identity: parameter indicating that the discovery messages are related to group member discovery.

· Status flags/attributes (e.g. the UE is incoverage or not to enable specific resource allocations or other PtP communication optimization )
######################### NEXT CHANGE #########################

5.3
Direct discovery
5.3.1
General

ProSe discovery is defined as the process that identifies another UE in proximity using E-UTRA direct radio signals. 

There are two types of discovery: open and restricted. Open is the case where there is no explicit permission that is needed from the UE being discovered, whereas restricted discovery only takes place with explicit permission from the UE that is being discovered. 

ProSe direct discovery can be a standalone service enabler that could for example use information from the discovered UE for certain applications in the UE that are permitted to use this information e.g. "find a taxi nearby", "find me a coffee shop". Additionally depending on the information obtained ProSe discovery can be used for subsequent actions e.g. to initiate direct communication. 

The UE can act as "announcing UE" only in the band designated by the serving PLMN but act as a "monitoring" UE also in the resources of other PLMN(s) in the same area if authorised. These PLMNs are called local PLMNs. 

ProSe-enabled non-Public Safety UEs which have obtained authorization to participate in discovery procedures shall not continue in participating in discovery procedures as soon as they detect loss of E-UTRA coverage in the serving PLMN. 

5.3.1.1
Direct discovery models

The following models for direct discovery exist:

Model A ("I am here")

This model defines two roles for the UEs that are participating in direct discovery.

-
Announcing UE: The UE announces certain information that could be used from UEs in proximity that have permission to discover.

-
Monitoring UE: The UE that receives certain information that is interested in from other UEs in proximity.

In this model the announcing UE broadcasts the discovery messages at pre-defined discovery intervals and the UEs that are interested in these messages read them and process them.

It is equivalent to "I am here" since the announcing UE would broadcast info about itself e.g. its ProSe Application Identities or ProSe UE Identities in the discovery message.
Model B ("who is there"/"are you there")

This model defines two roles for the UEs that are participating in direct discovery.

-
Discoverer UE: The UE transmits a request containing certain information about what is interested to discover.

-
Discoveree UE: The UE that receives the request message can respond with some information related to the discoverer's request

It is equivalent to " who is there/are you there" since the discoverer UE sends info about other UEs that would like to receive responses from, e.g. the information can be about a ProSe Application Identity corresponding to a group and the members of the group can respond.

5.3.2
 Operator controlled Open discovery
5.3.2.1
Overall procedure
Operator controlled Open discovery uses Model A.
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Figure 5.3.2.1-1: Overall procedure for operator controlled Open discovery

1. Service authorisation for ProSe direct services is performed for direct discovery as defined in clause 5.2, and 4.5.1.

If the UE is authorised to announce: 

2a. When the UE is triggered to announce then it sends a discovery request for announcing to the ProSe Function in HPLMN as defined in clauses 5.3.3.1 and  5.3.3.2.

3a. If the request is successful and is provided with ProSe Application Code then it starts announcing on PC5 interface. 

NOTE: More details on the Access Stratum protocol of this step are provided in RAN specifications.

If the UE is authorised to monitor: 

2b. When the UE is triggered to monitor, it sends a discovery request for monitoring to the ProSe Function as defined in clauses 5.3.3.3 and 5.3.3.4.

3b. If the request is successful and the UE is provided with a Discovery Filter consisting of ProSe Application Code(s) or mask(s) starts monitoring for ProSe Application Codes on PC5 interface.

NOTE: More details on the Access Stratum protocol of this step are provided in RAN specifications.

4b. When the UE detects that one or more ProSe Application Code(s) that match the filter, it reports the ProSe Application Code(s) to the ProSe Function as defined in clause 5.3.4.

In the following sections non roaming direct discovery procedures cover the case where both the HPLMN of "announcing UE" and "monitoring UE" are from the same country. Roaming direct discovery procedures cover the cases that either the "announcing UE" or "roaming UE" or both are roaming in a different country.

5.3.2.2
Discovery request 

The discovery request is sent by the "announcing UE" or "monitoring UE" in order to be authorised to access the discovery resources and perform discovery. 

5.3.2.2.1
Announce request (non-roaming)
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Figure 5.3.2.2.1-1: Announce request procedure (non-roaming)

0. The UE is configured with offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to HPLMN. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to announce in HPLMN and is triggered to announce, it shall establish a secure connection and it shall send a Discovery Request (ProSe Application ID, UE Identity, announce command, application identity) message for announcing. The ProSe Application ID indicates what the UE is interested to announce. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the UE application that has triggered the Discovery Request. This request is always sent to the ProSe Function in HPLMN. 

NOTE: The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 

Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.
Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. 

3.  If the Discovery Request is authorised, then the ProSe Function shall respond with a Discovery Response (ProSe Application Code, validity timer) message. ProSe Application Code is provided by the ProSe Function and corresponds to the ProSe Application ID that was contained in the Discovery Request. The validity timer indicates for how long this ProSe Application Code is going to be valid. The UE will be authorised to announce this ProSe Application Code for the duration of validity timer and if it does not change its registered or equivalent PLMN. When the validity timer expires or the UE changes its registered or equivalent PLMN the UE may need to request a new ProSe Application Code. 

4. The UE may start announcing the provided ProSe Application Code in HPLMN, using the radio resources authorised and configured by E-UTRAN to be used for ProSe. 

Editor's Note: The mechanism to protect the discovery message will be defined by SA WG3.

Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.2.2
Announce request (roaming)
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Figure 5.3.2.2.2-1: Announce request procedure (roaming)

The UE is only allowed to announce in the bands signaled from VPLMN.

0. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to HPLMN. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to announce in VPLMN and is triggered to announce, it shall establish a secure connection with the ProSe Function in HPLMN and it shall send a Discovery Request (ProSe Application ID, UE Identity, announce command, application identity) message for announcing. The ProSe Application ID indicates what the UE is interested to announce. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the UE application that has triggered the Discovery Request. This request is always sent to the ProSe Function in HPLMN. 

NOTE 1: The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The HSS also provides the VPLMN id of where the UE is registered.

3. If the Discovery Request is authorised then the HPLMN ProSe Function shall inform the ProSe Function in VPLMN. The Announce Authorisation (ProSe Application ID, ProSe Application Code, UE Identity). The ProSe Application ID corresponds to the request from the UE, whereas the ProSe Application Code indicates the assigned code for this request. The request also includes the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in VPLMN to perform charging.

4. The ProSe Function in VPLMN authorizes the UE to perform direct discovery announcing. 

5. The ProSe Function in HPLMN shall respond with a Discovery Response (ProSe Application Code, validity timer) message. ProSe Application Code is provided by the ProSe Function in HPLMN and corresponds to the ProSe Application ID that was contained in the Discovery Request. The validity timer shall indicate for how long this ProSe Application Code is going to be valid. The UE will be authorised to announce this ProSe Application Code for the duration of validity timer and if it does not access a new PLMN that is not an equivalent PLMN. When the validity timer expires or the UE access a PLMN that is not an equivalent PLMN the UE needs to request a new ProSe Application Code. 

6. The UE may start announcing the provided ProSe Application Code in the VPLMN, using the radio resources authorised and configured by E-UTRAN to be used for ProSe. 

Editor's Note: The mechanism to protect the discovery message will be defined by SA WG3.

Editor's Note: It is FFS if assignment of ProSe Application Code from VPLMN also needs to be specified.

Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.2.3
Monitor request (non-roaming)
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Figure 5.3.2.2.3-1: Monitor request procedure (non-roaming)

0. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to PLMNs the UE is authorised to monitor. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to monitor in at least one PLMN and is interested to monitor certain ProSe Application ID(s), it shall establish a secure connection and shall send a Discovery Request (ProSe Application ID(s), UE Identity, monitor command, application identity) message for monitoring. The ProSe Application ID(s) indicate what the UE is interested to monitor and they consist a subset of the tree data structure of the PLMN. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the application that has triggered the discovery request. This request is always sent to the ProSe Function in HPLMN. 

NOTE 1: 
The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 

Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMNs that this UE is allowed to perform discovery. 

If the Discovery Request is authorised and the ProSe Application ID sent by the UE in step 1 indicates another local PLMN in the same country then steps 3-6 are executed, otherwise steps 5-6 only: 

3. The ProSe Function in HPLMN shall contact other local PLMNs in the same country in order to resolve the ProSe Application ID Name(s) to mask(s) that corresponds to this ProSe Application ID Name. The request shall also include the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in local PLMN to perform charging.

4. The ProSe Function of the local PLMN returns the related mask(s) and the corresponding TTL for each.

5. The ProSe Function in the HPLMN shall respond with a Discovery Response (Discovery Filter(s), Filter id) message. The Discovery Filter(s) consists of the ProSe Application mask(s). The Discovery Filter(s) include the TTL(s). The TTL(s) in the Discovery Filter(s) indicates for how long the Discovery Filter(s) is going to be valid. 

NOTE 2: The UE can randomize the request for assignment of new Discovery Filter in order to guard against a peak of Discovery Requests when the TTL expires.

6. The UE may start monitoring using the Discovery Filter(s) in the radio resources that are authorized and configured by the PLMN(s)to be used for ProSe.

Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.2.4
Monitor request (roaming)
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Figure 5.3.2.2.4-1: Monitor request procedure (roaming)

1. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to PLMNs the UE is authorised to monitor. This step is performed using mechanisms out of scope of 3GPP. 

2. If the UE is authorised to monitor in at least one PLMN (in the country it is in) and is interested to monitor certain ProSe Application ID(s), it shall establish a secure connection with the ProSe Function in HPLMN and it shall send a Discovery Request (ProSe Application ID(s), UE Identity, monitor command, application identity) message for monitoring. The ProSe Application ID(s) indicate what the UE is interested to monitor and they consist a subset of the tree data structure of the PLMN. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the application that has triggered the discovery request. This request is always sent to the ProSe Function in HPLMN.

NOTE 1: 
The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 

Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
3. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMNs that this UE is allowed to perform discovery. The HSS provides also the VPLMN id where the UE is registered.

If the Discovery Request is authorised and the ProSe Application ID sent by the UE in step 1 indicates another PLMN and not the HPLMN, then steps 3-6 are executed, otherwise steps 5-6 only: 

4. The ProSe Function in HPLMN shall contact other PLMNs that are indicated by the ProSe Application ID(s) sent by the UE, in order to resolve the corresponding ProSe Application ID Name(s) to mask(s). The request shall also include the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in local PLMN to perform charging.

5. The ProSe Function of the other PLMN returns the related ProSe Application mask(s) and the corresponding TTL for each. It also includes the PLMN id of the PLMN that the "announcing UE" is registered (if roaming). 

6. The ProSe Function in the HPLMN responds with a Discovery Response (Discovery Filter(s), Filter id) message. The Discovery Filter(s) consists of the ProSe Application mask(s). The Discovery Filter(s) include the TTL. The TTL(s) in the Discovery Filter(s) indicates for how long the Discovery Filter(s) is going to be valid.

NOTE 2: The UE can randomize the request for assignment of new Discovery Filter in order to guard against a peak of  Discovery Requests when the TTL expires.

7. The UE may start monitoring using the Discovery Filter(s) in the radio resources that are authorized and configured by the PLMN(s) to be used for ProSe.

Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.3
Discovery reporting

5.3.2.3.1
Match report (non-roaming)
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Figure 5.3.2.3.1-1: Match report procedure (non-roaming)

1. If the UE finds ProSe Application Code(s) that matches the Discovery Filters and does not have ProSe Application ID(s) already locally stored that correspond to this ProSe Application Code(s), it shall (re)establish a secure connection and shall send a Match Report (ProSe Application Code(s), Discovery Filter id(s), UE Identity) to the ProSe Function in HPLMN. The ProSe Application Code is the code that the corresponding Discovery Filter of the UE matched. This request is always sent to the ProSe Function in HPLMN. 

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMN that this UE is allowed to perform discovery.

3. The ProSe Function analyses the ProSe Application Code received from the UE. 

If the PLMN id that assigned the given ProSe Application Code is another local PLMN in the same country then steps 4-7 are executed, otherwise step 7 only: 

4. The ProSe Function in HPLMN sends a Match Report (ProSe Application Code(s), UE identity) to the ProSe Function of the PLMN that assigned the ProSe Application Code. The UE identity information e.g. IMSI or MSISDN can be used by the ProSe Function in local PLMN to perform charging.

5. The ProSe Function analyses the ProSe Application Code(s) received from the UE. 

6. If the ProSe Application Code is confirmed then the ProSe Function in local PLMN shall send Match Report Acknowledgement (ProSe Application ID Name(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. 

7. The ProSe Function in HPLMN shall respond to the UE with Match Report Acknowledgment (ProSe Application ID(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. The validity timer(s)indicate for how long the ProSe Application ID(s) provided are going to be valid. The UE may store the mapping of ProSe Application Code(s) and corresponding ProSe Application ID(s) for the duration of their validity timer.

5.3.2.3.2
Match reporting (roaming)
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Figure 5.3.2.3.2-1: Match report procedure (roaming)

1. If the UE finds ProSe Application Code(s) that matches the Discovery Filters and does not have ProSe Application ID(s) already locally stored that correspond to this ProSe Application Code(s), it (re)establishes a secure connection with the ProSe Function in HPLMN and sends a Match Report (ProSe Application Code(s), Discovery Filter id(s), UE Identity, VPLMN id, Monitored PLMN id) to the ProSe Function in HPLMN. The ProSe Application Code is the code that the corresponding Discovery Filter of the UE matched.  

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.
NOTE 1: The Monitored PLMN id is needed in order to cover the case that the announcing UE that broadcasted the ProSe Application Code was an inbound roamer in the same country. 

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMN that this UE is allowed to perform discovery. The HSS provides also the VPLMN id where the UE is registered.

3. The ProSe Function analyses the ProSe Application Code received from the UE to ensure that the ProSe Application Code is authorized to be transmitted in the monitored PLMN id. 

If the PLMN id that assigned the given ProSe Application Code is not the HPLMN, then steps 4-8 are executed, otherwise steps 7-8 only: 

4. The ProSe Function in HPLMN shall send a Match Report (ProSe Application Code(s), UE identity, monitored PLMN id) to the ProSe Function of the PLMN that assigned the ProSe Application Code (i.e. the ProSe Function of the HPLMN of the "announcing UE"). The UE identity information e.g. IMSI or MSISDN can be used by the ProSe Function in local PLMN to perform charging. The monitored PLMN id is the registered PLMN of the "announcing" UE and is derived from step 4 of clause 5.3.2.4. 

5. The ProSe Function ensures that the received ProSe Application Code is authorized to be transmitted on the monitored PLMN. The ProSe Function analyses the ProSe Application Code(s) received from the UE, and confirms the ProSe Application Code(s).

6. The ProSe Function shall send Match Report Acknowledgement (ProSe Application ID Name(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. 

7. The ProSe Function in HPLMN shall respond to the UE with Match Report Acknowledgment (ProSe Application ID(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. The validity timer(s) indicate for how long the ProSe Application ID(s) provided are going to be valid. The UE may store the mapping of ProSe Application Code(s) and corresponding ProSe Application ID(s) for the duration of their validity timer.
8. If in step 4 of clause 5.3.2.4 it was indicated that the "announcing UE" is roaming, the ProSe Function in HPLMN may optionally send a Match Report Info (ProSe Application ID(s), UE Identity) to the ProSe Function of the serving PLMN of the "announcing UE".
######################### NEXT CHANGE #########################
5.3.3
Public safety discovery
5.3.3.1
General
The following use cases for public safety discovery are supported:
· UE-to-Network Relay discovery.

· Determination is needed regarding within the ProSe Communication which user(s) are in ProSe Communication coverage at any given time (shortly referred to as “Group member discovery”).

5.3.3.2
UE-to-Network Relay discovery
5.3.3.2.1
Model A
Depicted in Figure 5.3.3.2.1-1 is the procedure for Relay discovery Model A.
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Figure 5.3.3.2.1-1: Relay discovery with Model A
1.
The Relay UE (UE-1) periodically transmits a discovery message including information for enablement of Relay discovery. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the Relay UE and is used to enable subsequent one-to-one communication between the Remote UE and the Relay UE. The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the announcement (e.g. it can be set to the pre-configured ProSe Group Layer-2 ID if the announcement is targeting only UEs affiliated with this group identifier or it can be set to a well-known broadcast ID if the announcement targets all users in vicinity). The Type parameter is set to “Announcement”. The ProSe App ID parameter describes the provided relay service. The PLMN ID parameter indicates the identity of the network to which the Relay is connected. The Status flags indicate the Relay status.

After successful decoding of the discovery message, a monitoring UE wishing to access the advertised relay service can establish an un-optimised one-to-one communication with the Relay UE.

5.3.3.2.2
Model B
Depicted in Figure 5.3.3.2.2-1 is the procedure for Relay discovery Model B.
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Figure 5.3.3.2.2: Relay discovery with Model B

1.
The Remote UE in the role of Discoverer transmits a discovery message when it wishes to discover a Relay. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the Remote UE and is used to enable subsequent response messages from Relay UEs (in the role of Discoverees). The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the solicitation message (e.g. it can be set to the pre-configured ProSe Group Layer-2 ID if the relay service is being solicited only from UEs affiliated with this group identifier or it can be set to a well-known broadcast ID if the relay service is being solicited from any users in vicinity). The Type parameter is set to “Solicitation”. The ProSe App ID parameter describes the desired relay service. The PLMN ID parameter indicates the identity of the network to which the Relay is connected. The Status flags indicate the Relay status.

2.
Assuming that UE-2 and UE-3 are in network coverage and their users are willing to provide relay service, they each respond with a discovery message including parameters for enablement of relay service. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the Relay UE and is used to enable subsequent one-to-one communication between the Remote UE and the Relay UE. The Destination Layer-2 ID parameter is used to identify the discoverer UE (it was provided in the Source Layer-2 ID parameter in step 1). The Type parameter is set to “Solicitation Response”. The ProSe App ID parameter describes the provided relay service. The PLMN ID parameter indicates the identity of the network to which the Relay is connected. The Status flags indicate the Relay status.

5.3.3.3
Group member discovery
5.3.3.3.1
Model A
Depicted in Figure 5.3.3.3.1-1 is the procedure for group member discovery Model A.
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Figure 5.3.3.3.1-1: Group member discovery with Model A
1.
A group member UE (i.e. a UE that is associated with a specific ProSe Layer-2 Group ID) periodically transmits a discovery message including information for enablement of group member discovery. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the announcing UE and is used to enable un-optimized one-to-one communication with monitoring UEs (if needed). The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the announcement and is set to the pre-configured ProSe Group Layer-2 ID corresponding to the targeted population. The Type parameter is set to “Announcement”. The ProSe App ID parameter indicates that this is an announcement for group member discovery. The status information is set to a suitable value.
After successful decoding of the discovery message, the monitoring UEs can build a presence list for the group members in vicinity. The user of a monitoring UE may also decide to engage in un-optimized one-to-one communication with the announcing UE.
5.3.3.3.2
Model B
Depicted in Figure 5.3.3.1.2-1 is the procedure for group member discovery Model B.
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Figure 5.3.3.3.2: Group member discovery with Model B

1.
The discoverer UE transmits a discovery message when it wishes to discover the presence of group members in vicinity. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the discoverer UE and is used to enable subsequent response messages from discoveree UEs. The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the solicitation message and is set to the pre-configured ProSe Group Layer-2 ID corresponding to the targeted population. The Type parameter is set to “Solicitation”. The ProSe App ID parameter indicates that this is a group member discovery request.The status information is set to a suitable value.
2.
The discoveree UEs that are associated with the Destination Layer-2 ID received in step 1respond with a discovery message including parameters for enablement of group member discovery. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the discoveree UE and is used to enable subsequent un-optimized one-to-one communication with the discoverer UE (if needed). The Destination Layer-2 ID parameter is used to identify the discoverer UE (it was provided in the Source Layer-2 ID parameter in step 1). The Type parameter is set to “Solicitation Response”. The ProSe App ID parameter indicates that this is a group member discovery response.

######################### NEXT CHANGE #########################

5.4.4
Direct communication via ProSe UE-to-Network Relay

5.4.4.1
IPv6 Stateless Address auto-configuration
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Figure 5.4.4.1-1: Direct communication via ProSe UE-to-Network Relay (IPv6 prefix allocation)
1. The ProSe UE-to-Network Relay attaches to the network and obtains IPv6 prefix from the network. It may optionally in addition establish an additional number of PDN connections. 

2. The ProSe UE-to-Network Relay following model A or model B discovery can provide information assisting the remote UE to perform "relay selection" e.g. if more than one relays announces in proximity (for details on Relay discovery refer to clause 5.3.3.2). The ProSe UE-to-Network Relay also indicates whether it supports the ability to receive signalling from the remote UE.

Editor's Note:  It is FFS whether there is a need for control plane signalling between the remote UE and ProSe UE-to-Network Relay in order to establish a security association between the remote UE and the ProSe UE-to-Network Relay.
3. The remote UE uses the received relay selection information to select the UE-to-Network Relay and the PDN connection it wants to connect. 
4. If the PDN type associated with the PDN connection is IPv4v6 or IPv6 and the remote UE is configured to perform IPv6 Stateless Address auto-configuration, the remote UE shall send a Router Solicitation message to the network to the Layer-2 link ID of the Relay corresponding to the PDN connection the remote UE has selected, in order to solicit a Router Advertisement message. The message is sent using as Destination Layer-2 Address the ProSe UE ID of the ProSe UE-to-Network Relay discovered in step 2. 
5.  Upon receiving the Route Solicitation message from the UE the ProSe UE-to-Network Relay shall send an IPv6 Router Advertisement message as specified in IETF RFC 4862 [6] to the UE for PDN connection type IPv4v6 or IPv6 (i.e. the ProSe UE-to-Network Relay acts as an advertising interface as specified in IETF RFC 4861 [10] for the PDN connection type IPv4v6 or IPv6). The Router Advertisement messages shall contain the assigned IPv6 prefix received during the establishment of the PDN connection selected by the remote UE. After the remote UE receives the Router Advertisement message, it constructs a full IPv6 address via IPv6 Stateless Address auto-configuration in accordance with IETF RFC 4862 [6]. However, the remote UE shall not use any identifiers defined in TS 23.003 [12] as the basis for generating the interface identifier. For privacy, the remote UE may change the interface identifier used to generate the full IPv6 address, as defined in TS 23.221 [11] without involving the network. The remote UE shall use the auto-configured IPv6 address while sending packets in this implicitly created PDN connection.
5.4.4.2
IPv4 Address allocation using DHCPv4
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Figure 5.4.4.2-1: Direct communication via ProSe UE-to-Network Relay (using DHCPv4)

1-3. As in clause 5.4.3.1.

4. If the PDN type associated with the PDN connection is IPv4v6 or IPv4 and the remote UE is configured to perform DHCPv4, the remote UE shall send DHCPv4 Discovery message. The message shall be sent using as Destination Layer-2 Address the ProSe UE ID of the ProSe UE-to-Network Relay discovered in step 2. 

5. The ProSe UE-to-Network Relay acting as a DHCPv4 Server sends the DHCPv4 Offer with the assigned remote UE IPv4 address corresponding to the PDN connected selected by the remote UE. 

6. When the remote UE receives the lease offer, it sends a DHCP REQUEST message containing the received IPv4 address.
7. The ProSe UE-to-Network Relay acting as DHCPv4 server sends a DHCPACK packet to the remote UE. This message includes the lease duration and any other configuration information that the client might have requested.

When receiving the DHCPACK message, the remote UE completes TCP/IP configuration process.

NOTE :
The DHCPv4 client may skip DHCPv4 Discovery phase, and send DHCPv4 Request message in broadcast as the first message.
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