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Abstract: This contribution proposes concrete answers as well as a way forward to respond in a meaningful fashion to the RAN2 liaison inspired by a corresponding RAN1 liaison and sent by RAN2 to both SA2 and SA3.  The liaison asks guidance about the ProSe discovery message sizes used for ProSe direct discovery.
Discussion
1) Based on the background information on RAN1 liaison R1-134957, it is apparent that RAN1 needs to determine the discovery message size (most likely the maximum size to carry the necessary layer 3 payload) and
· “The message size is a critical parameter for the physical layer design.”
· The current value in use (104 bits) is just a value used in simulation and chosen without a solid estimation or knowledge of the size of the necessary layer 3 payload. It is apparent that RAN1 may be willing to consider changing that value, if necessary, based on our response.
In the interest of forward compatibility, of RAN1 not having to redesign the physical layer for ProSe, of 3GPP providing a secure and functional solution for ProSe, and of timely completion of the project, it is necessary to provide now an informed numeric estimate for the discovery message size.
2) Based on the statements made by RAN2, they seem to be agnostic on the issue and it is clear that RAN2 will NOT design the format of the ProSe discovery messages, and instead, they rely on SA2 and SA3 to identify all the layer 3 fields of the payloads and their sizes.
3) To date, SA2 has not fully discussed the issue of ProSe discovery message sizes or reached any conclusion or agreement on the topic. However, there are examples and various discussions captured in the TR 23.703 to help guide towards a decision. This liaison from RAN2 provides an opportunity for SA2, in cooperation with SA3, to provide an informed estimate, as required by the RAN working groups. 
[See next page]

4) Without laying out a specific format for the ProSe discovery message, the following Layer 3 information elements have been mentioned or discussed about, formally and/or informally, or it is reasonable to have them considered:
	Layer 3 field [not all shown fields are required in a ProSe discovery message]
	Approx. Size [bits]
	Comment

	ProSe UE Identity
	40
	40/80 for short/long format; do not need to be globally unique; some messages may require 2 occurrences

	ProSe Application Identity
	80
	Usually mutually exclusive with Prose UE Identity

	Modifiers for Ids: long/short ProSe UE Id, basic/alternate format for ProSe App Id
	1
	

	Type: Open or Restricted
	1
	

	Model: A (“I am here”) or B ("who is there"/"are you there")
	1
	

	Indicators of UE Capabilities: UE-to-Network relay, UE-to-UE relay
	2
	

	Kind of UE: Public Safety/non-Public Safety
	1
	

	(Crypto) Algorithm identifiers
	4
	

	Primary Key identifier
	10
	Allows for network encryption of ProSe UE Id

	Secondary Key identifier
	10
	Allows for application level encryption

	Nonce
	8
	Wall clock / system time scheme

	MAC/integrity/signature
	32
	

	Message type identifier
	3
	

	Message format identifier
	2
	e.g. short/long

	Message tag
	2
	Echoed back in responses

	Presence bits for optional long fields
	3
	

	Hash filtering value
	8
	Nonce-dependant Layer 3 filtering, to avoid decryption


5) Based on the table above, it is proposed that the maximum ProSe discovery message size (with allowance for layer 2 fields to be added by RAN2) should be 256 bits. 
6) Since there are probably performance advantages to having shorter messages, it is proposed to recommend to the RAN groups to adopt two message sizes, a short one of no more than 130 bits and a long one of 256 bits
7) Regarding the question on whether the message sizes can be different for public safety and non-public safety ProSe discovery, the situation may arise that given RAN sharing and spectrum leasing, it is conceivable that message transmitted by public safety UEs are captured and successfully decoded up to layer 2 by unauthorized UEs. In this case, identifying the presence of public safety workers via the different size of ProSe discovery, may not be acceptable. Therefore, the answer to the RAN questions is NO.

8) To the extent that SA3 has not reached yet a conclusion on security for ProSe discovery messages, it is recommended that the total size of all the security parameters be considered, rather than on one-by-one basis. In this case it is proposed that a total maximum combined size of 64 bits is estimated as sufficient for the protection of ProSe discovery messages.
9) It is proposed that the response to the RAN liaison reflect the conclusions above.

