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Introduction
Block registration introduces the eP-CSCF as a registrar for WebRTC clients. This has a drawback that additional requirements on eP-CSCF are needed to handle termination of calls to un-registered users of a registered IMPU block. So we prefer registration of individual IMPU from a pool than block registration for the scenario 3. 

Considering registration of individual IMPU, registration procedure of scenario3 becomes similar to scenario 2 except its usage. Hence, we propose to modify the scenario 2 registration descriptions to cover both scenario 2 and scenario 3 using IMPUs from a pool.
Discussion
The scenario 3 is introduced in order to cover the situation that the WWSF is located in a third party network and has a subscription with IMS for a block of IMPUs (e.g. wildcard IMPUs) and assign an IMPU to a user from the block of IMPUs which the WWSF owns.

Registration procedures of scenario 3 could be either block registration or individual registration. 

If block registration is applied, a block of IMPUs is registered at once with IMS via the eP-CSCF. That is, the block of IMPUs is already registered with IMS by eP-CSCF. Afterward, the users of the IMPU block register to the eP-CSCF to get IMS service. That is, the eP-CSCF acts as a registrar for WebRTC Client. Then, in the view of IMS core if an IMPU block is registered already, the S-CSCF and AS don’t recognize whether the users of the registered IMPU block have registered to the eP-CSCF or not. Hence, in order to handle terminating call for the un-registered users of already registered IMPU block, we may need additional mechanisms between eP-CSCF and AS, which is not desirable in the scope of this release. 
Hence, it is preferred to consider individual IMPU registration than IMPU block registration.
For the individual IMPU registration in scenario 3, the followings are features to be considered. 
· WWSF is typically located in third party network.

· WWSF assigns an IMPU to a permitted user from pool of IMPUs which the WWSF owns per subscription, where IMPUs in the same pool share the same subscription data. 

· If the user is web-authenticated, the WWSF may assign an IMPU to the user from the pool of IMPUs which the WWSF owns.

· WWSF may use the pool of IMPUs which it has been assigned from IMS operator in public for some anonymous users who satisfies some requirements (e.g. downloading some advertisement, or providing his/her personal information, etc). 

· The security token is issued for the user by WWSF and the security token is used by the eP-CSCF to validate the assigned IMPU.(see the Trusted network authentication in scenario 2)
· WIC uses the assigned IMPU to register IMS individually. 

In the 1st proposal, scenario 3 description is replaced with ‘NOTE 3’ regarding individual registration of IMPU from the pool. 

In the 2nd proposal, registration description in subclause A.2.1.3 is modified to cover scenario 3 as well as scenario 2.

Suggested modification on annex A.2.1.1, TR 23.701v030
Scenario 1: The user has a subscription with an individual IMPU and uses an IMS authentication mechanism (e.g. IMS digest) to authenticate with IMS. Clause A.2.1.2 provides detailed procedures for scenario 1.

Scenario 2: The user has a subscription with an individual IMPU but uses a web identity and authentication scheme to authenticate with the WWSF. The WWSF assigns IMS identities to the user based on the user's web identity (e.g. via database lookup or other translation means). Clause A.2.1.3 provides detailed procedures for scenario 2.

Scenario 3:
The WWSF is located in a third party network and has a pool of subscriptions with IMS. The WWSF may authenticate the user using a web authentication scheme, or authorize anonymous users satisfying some requirements not specified here (e.g. downloading some advertisement, or providing their personal information, etc). The WWSF assigns IMS identities to the authorized user from pool of Public User Identities which the WWSF owns per subscription, where Public User Identities in the same pool share the same subscription data. Clause A.2.1.3 provides detailed procedures for scenario 3.
Suggested modification on annex A.2.1.3, TR 23.701v030
A.2.1.3
WIC registration of individual IMPU with IMS based on web authentication or authorized anonymous web access
Figure A.2.1.3-1 shows a registration call flow where the WIC registers with IMS based on web authentication or authorized anonymous web access with the WWSF.
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Figure A.2.1.3-1: WIC registration of individual IMPU based on web authentication or authorized anonymous web access
1.
From within a WebRTC-enabled browser, the user accesses a URI to the WWSF to initiate an HTTPS connection to the WWSF. The TLS connection provides one-way authentication of the server based on the server certificate. The browser downloads and initializes the WIC from the WWSF. In case of the scenario 2 the WWSF authenticates the user using a common web authentication procedure and  determines the IMPI and IMPU assigned to the user (e.g., via an LDAP query to an identity database {not shown} using the authenticated identity as key) In case of the scenario 3 the WWSF authenticates the user using a common web authentication procedure or authorizes an anonymous user satisfying some requirements (not specified here). The WWSF assigns IMS identities to the user from a pool of IMS identities that the WWSF owns. The WWSF issues a security token for the user (e.g., where the security token is a JSON Web Token) and returns the IMS identities as claims within the security token to the WIC.

2.
The WIC opens a WSS connection to the eP-CSCF using CORS procedures to ensure that the WIC originated from a WWSF authorized to access this eP-CSCF.

3.
The WIC sends a REGISTER request to the eP-CSCF via the WSS connection. The request includes the user identity extracted from the claims in the security token, as well as the security token received from the WWSF as an attachment to the request.

4.
The eP-CSCF validates the contents of the security token and confirms that the IMS identities being registered are authorized by the security token. The eP-CSCF then forwards the authorized REGISTER request to IMS to initiate authentication-less IMS registration using TNA procedures, with an indication that the authentication has already been carried out.
5. The S-CSCF responds with a 200 OK message to confirm the successful IMS registration.
6.
The eP-CSCF sends an OK response to the WIC.
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