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Abstract of the contribution: This document discusses the suitability of Access Line identifier serving an AP as a NPLI in a TWAN environment
Introduction

The contribution discusses the suitability of  the Access Line Identifier serving an AP and other parameters as an option for the P-CSCF to receive from PCRF in support of NPLI. 
Discussion
Access Line identifier serving an AP is being proposed as one of the optional information element that a P-CSCF can receive in support of NPLI.  It is worth describing the usage of such an identifier in a fixed environment, notably in case of broadband using DSL. The following summarizes the steps that occur in such an environment as depicted in TISPAN/NASS/CLF :

· UE requests IP address, typically using DHCP.
· A DHCP Relay Agent attaches the AccessLineID to the DHCP request (Option 82)
· The AccessLineID is stored in the DHCP Server and the leased IP address is returned. DHCP server record holds: MAC address, AccessLineID, Leased IP Address (in here called L-IP)
· When SIP INVITE is received in P-CSCF, P-CSCF uses source IP address (L-IP) of INVITE as key to query the CLF for location data
· CLF uses L-IP to query the DHCP server about the AccessLineID
· DHCP server returns AccessLineID and CLF maps this to location data, such as civic address. CLF data record: AccessLineID, location (civic). Both statically configured
· CLF returns location to P-CSCF

If we now assume that the P-CSCF receives the AccessLineID serving an AP then it is not possible, based on the above procedure, to use the CLF to obtain the location data needed to use in any meaningful fashion.
Furthermore, if we substitute the AccessLineID with the source IP  address, then this may not work in all cases, and indeed can complicate the ability to provide the proper IP address to use in certain scenarios, and where tunnelling is used. As such, the IP address is not a generic option for all potential cases of WLAN scenarios.
It is desirable that 3GPP provides a generic solution that works in all WLAN scenarios.

By the same token, the Geolocation does not fit with the currently deployed CLFs, and will require mapping tables to be maintained between these Geolocations and other meaningful information that the IMS service provider can make use of.

Finally civic location suffers from the same issue as Geolocation, Additional mapping information has to be maintained by the IMS service provider to be able to use it in any meaningful fashion.
Proposal

Based on the current specification, we propose that AccesslineID serving an AP not be used as information element to be passed to the P-CSCF since it cannot be used to identify location data based on the current role of CLF, and where location data is held.  
Further we recommend that the information sent to the P-CSCF be applicable to all WLAN scenarios and be able to deploy the currently deployed CLF functionality.
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