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3
Abbreviations

For the purpose of this document the following abbreviations apply. 

3G
3rd Generation 

AMR
Adaptive Multirate speech codec

ATM
Asynchronous Transfer Mode

BER
Bit Error Rate

BS
Bearer Service

CC
Call Control

CN
Core Network

CRC
Cyclic Redundancy Check

CS
Circuit Switched

DTX
Discontinuous Transmission

FDD
Frequency Division Duplex

FER
Frame Erasure Ratio

FTP
File Transfer Protocol

GPRS
General Packet Radio Service

GSM
Global System for Mobile Communication

IETF
Internet Engineering Task Force

IP
Internet Protocol

ISDN
Integrated Services Digital Network

MO
Mobile Originating Call

MPEG
Moving Pictures Expert Group


MT
Mobile Terminal

MTC
Mobile Terminated Call

NS
Network Service

PDP
Packet Data Protocol

PDU
Protocol Data Unit

PS
Packet Switched

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RA
Routing Area

RAB
Radio Access Bearer

RAN
Radio Access Network

RLC
Radio Link Control

RSVP
Resource Reservation Protocol

RT
Real Time

RTP
Real Time Transport Protocol

SAP
Service Access Point

SDU
Service Data Unit

SGSN
Serving GPRS Support Node

SLA
Service Level Agreement

SMS
Short Message Service

SVC
Switched Virtual Circuit

UDP
User Datagram Protocol

TBC
Token Bucket Counter

TDD
Time Division Duplex

TE
Terminal Equipment

TSPEC
Traffic Specification

UE
User Equipment

UMTS
Universal Mobile Telecommunication System

UTRA
UMTS Terrestrial Radio Access

UTRAN
UMTS Terrestrial Radio Access Network

4.3
Technical Requirements for QoS

This chapter presents the general high-level technical requirements for the UMTS QoS. QoS will be defined with a set of parameters. These parameters should meet the following criteria:

-
UMTS QoS control mechanisms shall provide QoS parameter control on a peer to peer basis between UE and 3G gateway node.

-
The UMTS QoS mechanisms shall provide a mapping between application requirements and UMTS services.

-
The UMTS QoS control mechanisms shall be able to efficiently interwork with current QoS schemes. Further, the QoS concept should be capable of providing different levels of QoS by using UMTS specific control mechanisms (not related to QoS mechanisms in the external networks).

-
A session based approach needs to be adopted for all packet mode communication within the 3G serving node with which UMTS QoS approach must be intimately linked, essential features are multiple QoS streams per address.

-
The UMTS shall provide a finite set of QoS definitions.

-
The overhead and additional complexity caused by the QoS scheme should be kept reasonably low, as well as the amount of state information transmitted and stored in the network.

-
QoS shall support efficient resource utilisation.

-
The QoS parameters are needed to support asymmetric bearers.

-
Applications (or special software in UE or 3G gateway node) should be able to indicate QoS values for their data transmissions.

-
QoS behaviour should be dynamic , i.e., it shall be possible to modify QoS parameters during an active session.

-
Number of parameters should be kept reasonably low (increasing number of parameters, increase system complexity).

-
User QoS requirements shall be satisfied by the system, including when change of SGSN within the Core Network occurs.

6.4.3
UMTS Bearer Service Attributes

6.4.3.1
List of attributes

Note:
The text within square brackets explaining the purpose of each attribute can be excluded later if that information is given elsewhere in the technical report.

Traffic class (‘conversational’, ’streaming’, ’interactive’, ’background’)
Definition: type of application for which the UMTS bearer service is optimised

(Purpose: By including the traffic class itself as an attribute, UMTS can make assumptions about the traffic source and optimise the transport for that traffic type.)
Maximum bitrate (kbps)
Definition: maximum number of  bits delivered by UMTS at a SAP within a period of time, divided by the duration of the period. The traffic is conformant with Maximum bitrate as long as it follows a token bucket algorithm where token rate equals Maximum bitrate and bucket size equals Maximum SDU size.

The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B.

(Purpose: Maximum bitrate can be used to make code reservations in the downlink of the radio interface. Its purpose is to  limit the delivered bitrate to applications or external networks with such limitations)
Guaranteed bitrate (kbps)
Definition: guaranteed number of bits delivered by UMTS at a SAP within a period of time (provided that there is data to deliver), divided by the duration of the period. The traffic is conformant with the guaranteed bitrate as long as it follows a token bucket algorithm where token rate equals Guaranteed bitrate and bucket size equals k*Maximum SDU size. For release 99, k=1. A value of k greater than one Maximum SDU size may be specified in future releases to capture burstiness of sources. Signalling to specify the value of k may be provided in future releases.

The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B.

(Purpose: Guaranteed bitrate may be used to facilitate admission control based on available resources, and for resource allocation within UMTS. Quality requirements expressed by e.g. delay and reliability attributes only apply to incoming traffic up to the guaranteed bitrate.)
Delivery order (y/n)
Definition: indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.

(Purpose: the attribute is derived from the user protocol (PDP type) and specifies if out-of-sequence SDUs are acceptable or not. This information cannot be extracted from the traffic class. Whether out-of-sequence SDUs are dropped or re-ordered depends on the specified reliability)
Maximum SDU size (bits)
Definition: the maximum allowed SDU size 

(Purpose: The maximum SDU size is used for admission control and policing.) 

SDU format information (bits)
Definition: list of possible exact sizes of  SDUs

(Purpose: UTRAN needs SDU size information to be able to operate in transparent RLC protocol mode, which is beneficial to spectral efficiency and delay when RLC re-transmission is not used. Thus, if the application can specify SDU sizes, the bearer is less expensive.)
SDU error ratio

Definition: Indicates the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. 

Note that by reserving resources, SDU error ratio performance is independent of the loading conditions, whereas without reserved resources, such as in Interactive and Background classes, SDU error ratio is used as target value.

(Purpose: Used to configure the retransmission protocol on layer 2 and the error detection coding on layer 1.)
Residual bit error ratio

Definition: Indicates the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs.

(Purpose: Used to configure channel coding and error detection coding on layer 1.)
Delivery of erroneous SDUs (y/n/-)

Definition: Indicates whether SDUs detected as erroneous shall be delivered or discarded.
Note:
‘yes’ implies that error detection is employed and that erroneous SDUs are delivered together with an error indication, ‘no’ implies that error detection is employed and that erroneous SDUs are discarded, and ‘-‘ implies that SDUs are delivered without considering error detection. 

(Purpose: Used to decide whether frames with failed CRC on layer 1 shall be forwarded or not.)
Transfer delay (s)
Definition: time between request to transfer an SDU at one SAP to its delivery at the other SAP. Transfer delay is specified for one or more fixed SDU sizes. Exact statistical transfer delay definition and fixed SDU sizes are FFS.

(Purpose: used to specify the delay tolerated by the application. It allows UTRAN to set transport formats and ARQ parameters.) 

Note:
Transfer delay of an arbitrary SDU is not meaningful for a bursty source, since the last SDUs of a burst may have long delay due to queuing, whereas the meaningful response delay perceived by the user is the delay of the first SDU of the burst.

Traffic handling priority

Definition: specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers.

(Purpose: Within the interactive class, there is a definite need to differentiate between bearer qualities. This is handled by using the traffic handling priority attribute, to allow UMTS to schedule traffic accordingly. By definition, priority is an alternative to absolute guarantees, and thus these two attribute types cannot be used together for a single bearer.)
Allocation/Retention Priority

Definition: specifies the relative importance compared to other UMTS bearers for allocation and retention of the UMTS bearer.

(Purpose: Priority is used for differentiating between bearers when performing allocation  and retention of a bearer, and the value is typically related to the subscription.
6.4.3.2
Attributes discussed per class

Conversational class 

Although the bitrate of a conversational source codec may vary, conversational traffic is assumed to be relatively non-bursty. Maximum bitrate specifies the upper limit of the bitrate with which the UMTS bearer delivers SDUs at the SAPs. The UMTS bearer is not required to transfer traffic exceeding the Guaranteed bitrate. Maximum and guaranteed bitrate attributes are used for resource allocation within UMTS. Minimum resource requirement is determined by guaranteed bitrate (When a conversational source generates less traffic than allocated for the bearer, the unused resources can of course be used by other bearers.)

Since the traffic is non-bursty, it is meaningful to guarantee a transfer delay of an arbitrary SDU.

Conversational bearers are likely to be realised in UTRAN without RLC re-transmissions. Hence, UTRAN transport is more efficient and thereby cheaper if RLC PDU size is adapted to UMTS bearer SDU size (RLC transparent mode). This motivates the use of SDU format information. The SDU periodicity knowledge needed to operate in RLC transparent mode is obtained through dividing the largest defined SDU format by Maximum bitrate. This must be considered when setting the attribute values in a service request.

The Maximum SDU size is only applicable if SDU format information is not specified and is used  for admission control and policing. If Maximum SDU size is specified the SDU size is variable. If SDU format information is specified, with one or several possible sizes, each SDU must exactly conform to one of the specified sizes. By using the SDU error ratio, Residual bit error ratio and Delivery of erroneous SDUs attribute, the application requirement on error rate can be specified, as well as whether the application wants UMTS to detect and discard SDUs containing errors and an adequate forward error correction means can be selected.

Streaming class 

As for conversational class, streaming traffic is assumed to be rather non-bursty. Maximum bitrate specifies the upper limit of the bitrate the UMTS bearer delivers SDUs at the SAPs. The UMTS bearer is not required to transfer traffic exceeding the  Guaranteed bitrate. Maximum and guaranteed bitrate attributes are used for resource allocation within UMTS. Minimum resource requirement is determined by guaranteed bitrate. (When a streaming source generates less traffic than allocated for the bearer, the unused resources can of course be used by other bearers.)

Since the traffic is non-bursty, it is meaningful to guarantee a transfer delay of an arbitrary SDU. 

The transfer delay requirements for streaming are typically in a range where at least in a part of this range  RLC re-transmission may be used. It is assumed that the application’s requirement on delay variation is expressed through the transfer delay attribute, which implies that there is no need for an explicit delay variation attribute.

It shall be possible for Streaming bearers to be realised in UTRAN without RLC re-transmissions. Hence, UTRAN transport is more efficient and thereby cheaper if RLC PDU size is adapted to UMTS bearer SDU size (RLC transparent mode). This motivates the use of SDU format information. The SDU periodicity knowledge needed to operate in RLC transparent mode is obtained through dividing the largest defined SDU format by Maximum bitrate. This must be considered when setting the attribute values in a service request.

The Maximum SDU size is only applicable if SDU format information is not specified and is used  for admission control and policing. If Maximum SDU size is specified the SDU size is variable. If SDU format information is specified, with one or several possible sizes, each  SDU must exactly conform to one of the specified sizes.

By using the SDU error ratio, Residual bit error ratio and Delivery of erroneous SDUs attribute, the application requirement on error rate can be specified, as well as whether the application wants UMTS to detect and discard SDUs containing errors.

Interactive class 

This bearer class is optimised for transport of human or machine interaction with remote equipment, such as web browsing. The source characteristics are unknown but may be bursty. 

To be able to limit the delivered data rate for applications and external networks by traffic conditioning, maximum bitrate is included.

There is a definite need to differentiate between quality for bearers within the interactive class. One alternative would be to set absolute guarantees on delay, bitrate etc, which however at present seems complex to implement within UTRAN/CN. Instead, traffic handling priority is used. SDUs of a UMTS bearer with higher traffic handling priority is given priority over SDUs of other bearers within the interactive class, through UMTS-internal scheduling.

It is principally impossible to combine this relative approach with attributes specifying delay, bitrate, packet loss etc, so an interactive bearer gives no quality guarantees, and the actual bearer quality will depend on the load of the system and the admission control policy of the network operator.

The only additional attribute that is reasonable to specify is the bit integrity of the delivered data, which is given by SDU error ratio, Residual bit error ratio and Delivery of erroneous SDUs . Because there are no reserved resources for interactive class, SDU error ratio should be used as a target value. SDU error ratio cannot be guaranteed under abnormal load conditions.

Background class

The background class is optimised for machine-to-machine communication that is not delay sensitive, such as messaging services. Background applications tolerate a higher delay than applications using the interactive class, which is the main difference between the background and interactive classes.

UMTS only transfers background class SDUs  when there is definite spare capacity in the network. To be able to limit the delivered data rate for applications and external networks by traffic conditioning, maximum bitrate is included.

No other guarantee than bit integrity in the delivered data, given by SDU error ratio, Residual bit error ratio and Delivery of erroneous SDUs , is needed. Because there are no reserved resources for background class, SDU error ratio should be used as a target value. SDU error ratio cannot be guaranteed under abnormal load conditions.

6.4.3.3
UMTS bearer attributes: summary

In Table 2, the defined UMTS bearer attributes and their relevancy for each bearer class are summarised. Observe that traffic class is an attribute itself. 

Table 2. UMTS bearer attributes defined for each bearer class.

Traffic class
Conversational class
Streaming class
Interactive class
Background class

Maximum bitrate
X
X
X
X

Delivery order
X
X
X
X

Maximum SDU size
X
X
X
X

SDU format information
X
X



SDU error ratio
X
X
X
X

Residual bit error ratio
X
X
X
X

Delivery of erroneous SDUs
X
X
X
X

Transfer delay
X
X



Guaranteed bit rate
X
X



Traffic handling priority


X


Allocation/Retention priority
X
X
X
X

6.4.4
Radio Access Bearer Service Attributes

Radio Access Bearer Service Attributes shall be applied to both CS and PS domains.

6.4.4.1
List of attributes

Note:
The text within square brackets explaining the purpose of each attribute can be excluded later if that information is given elsewhere in the technical report.

Traffic class (‘conversational’, ’streaming’, ’interactive’, ’background’)
Definition: type of application for which the Radio Access Bearer service is optimised

(Purpose: By including the traffic class itself as an attribute, UTRAN can make assumptions about the traffic source and optimise the transport for that traffic type. In particular, buffer allocation may be based on traffic class.)
Maximum bitrate (kbps)
Definition: maximum number of bits delivered by UTRAN at a SAP within a period of time, divided by the duration of the period. The traffic is conformant with the Maximum bitrate as long as it follows a token bucket algorithm where token rate equals Maximum bitrate and bucket size equals Maximum SDU size. 

The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B. 

(Purpose: to limit the delivered bitrate to applications or external networks with such limitations)
Guaranteed bitrate (kbps)
Definition: guaranteed number of bits delivered at a SAP within a period of time (provided that there is data to deliver), divided by the duration of the period. The traffic is conformant with the Guaranteed bitrate as long as it follows a token bucket algorithm where token rate equals Guaranteed bitrate and bucket size equals k Maximum SDU size. For Release 99, k = 1. A value of k greater than one Maximum SDU size may be specified in future releases to capture burstiness of sources. Signalling to specify the value of k may be provided in future releases.

The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B. 

(Purpose: Guaranteed bitrate may be used to facilitate admission control based on available resources, and for resource allocation within UTRAN. Quality requirements expressed by e.g. delay and reliability attributes only apply to incoming traffic up to the guaranteed bitrate. The guaranteed bitrate at the RAB level may be different from that on UMTS bearer level, for example due to header compression.)
Delivery order (y/n)
Definition: indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.

(Purpose: specifies if out-of-sequence SDUs are acceptable or not. This information cannot be extracted from the traffic class. Whether out-of-sequence SDUs are dropped or re-ordered depends on the specified reliability)
Maximum SDU size (bits)
Definition: the maximum allowed SDU size 

(Purpose: The maximum SDU size is used for admission control and policing.)
SDU format information (bits)
Definition: list of possible exact sizes of SDUs. If unequal error protection shall be used by a Radio Access Bearer service, SDU format information defines the exact subflow format of the SDU payload. 

Note:
SDU format information is used by UTRAN to define which bits of the payload that belongs to each subflow. Exact syntax of SDU format information attribute is the task of RAN WG3 

(Purpose: UTRAN needs SDU format information to be able to operate in transparent RLC protocol mode, which is beneficial to spectral efficiency and delay when RLC re-transmission is not used. Thus, if the application can specify SDU sizes, the bearer is less expensive. Moreover, in case of unequal error protection, UTRAN needs to know the exact format of SDU payload to be able to demultiplex the SDU onto different radio bearer services.)
SDU error ratio
Definition: Indicates the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. In case of unequal error protection., SDU error ratio is set per subflow and represents the error ratio in each subflow. SDU error ratio is only set for subflows for which error detection is requested.

Note:
By reserving resources, SDU error ratio performance is independent of the loading conditions, whereas without reserved resources, such as in Interactive and Background classes, SDU error ratio is used as target value.

(Purpose: Used to configure the retransmission protocol on layer 2 and the error detection coding on layer 1)
Residual bit error ratio
Definition: Indicates the undetected bit error ratio for each subflow in the delivered SDUs. For equal error protection, only one value is needed. If no error detection is requested for a subflow, Residual bit error ratio indicates the bit error ratio in that subflow of the delivered SDUs.

(Purpose: Used to configure channel coding and error detection coding on layer 1. For services requiring unequal error protection, residual bit error ratio is given for each subflow.)
Delivery of erroneous SDUs (y/n/-)
Definition: Indicates whether SDUs with detected errors shall be delivered or not. In case of unequal error protection, the attribute is set per subflow.

Note: ‘yes’ implies that error detection is employed and that erroneous SDUs are delivered together with an error indication, ‘no’ implies that error detection is employed and that erroneous SDUs are discarded, and ‘-‘ implies that SDUs are delivered without considering error detection. 

In case of unequal protection, different subflows may have different settings. Whenever there is a detected error in a subflow with ‘no’, the SDU is discarded, irrespective of settings in other subflows. For an SDU with multiple subflows with a ‘yes’ setting, there may be one error indication per subflow, or, if there is only one error indication per SDU, it indicates that an error was detected in at least one of these subflows. Exact definitions are the task of RAN3.

(Purpose: Used to decide whether frames with failed CRC on layer 1 shall be forwarded or discarded.)
Transfer delay (s)
Definition: time between request to transfer an SDU at one SAP to its delivery at the other SAP. Transfer delay is specified for one or more fixed SDU sizes. Exact statistical transfer delay definition and fixed SDU sizes are FFS.

(Purpose: specifies the UTRAN part of the total transfer delay for the UMTS bearer. It allows UTRAN to set transport formats and ARQ parameters.) 
Traffic handling priority

Definition: specifies the relative importance for handling of all SDUs belonging to the radio access bearer compared to the SDUs of other bearers.

(Purpose: Within the interactive class, there is a definite need to differentiate between bearer qualities. This is handled by using the traffic handling priority attribute, to allow UTRAN to schedule traffic accordingly. By definition, priority is an alternative to absolute guarantees, and thus these two attribute types cannot be used together for a single bearer.)
Allocation/Retention Priority
Definition: specifies the relative importance compared to other Radio access bearers for allocation and retention of the Radio access bearer.

(Purpose: Priority is used for differentiating between bearers when performing allocation  and retention of a bearer, and the value is typically related to the subscription.
Source statistics descriptor  (‘speech’/’unknown’)
Definition: specifies characteristics of the source of submitted SDUs. 

(Purpose: Conversational speech has a well-known statistical behaviour (or the discontinuous transmission (DTX) factor).  By being informed that the SDUs for a RAB are generated by a speech source, UTRAN may, based on experience, calculate a statistical multiplex gain for use in admission control on the radio and Iu interfaces. )
6.4.4.2
Attributes discussed per class

Conversational class 
If the RAB carries a speech service, Source statistics descriptor can be set, which allows UTRAN to calculate a statistical multiplexing gain on radio and Iu interfaces and use that for admission control.

Unequal error protection can be supported in conversational class. In case unequal error protection is requested for a given RAB, the attributes Delivery of erroneous SDUs, Residual bit error ratio and SDU error ratio are specified per subflow. Delivery of erroneous SDUs determines whether error detection shall be used and, if so, whether SDUs with error in a certain subflow shall be delivered or not. Residual bit error ratio specifies the bit error ratio for undetected delivered bits. SDU error ratio specifies the fraction of SDUs with detected error in each subflow. It is only set for subflows for which error detection is requested.

In case of unequal error protection the payload of the user data SDU, transported by the Radio Access Bearer Service, must conform to a SDU format defined with possible exact sizes. The payload bits are statically structured into subflows. The SDU format information attribute defines the exact subflow format of SDU payload.

Streaming class 
If the RAB carries streaming speech, Source statistics descriptor can be set, which allows UTRAN to calculate a statistical multiplexing gain on radio and Iu interfaces and use that for admission control.

Unequal error protection can be supported in streaming class. In case unequal error protection is requested for a given RAB, the attributes Delivery of erroneous SDUs, Residual bit error ratio and SDU error ratio are specified per subflow. Delivery of erroneous SDUs determines whether error detection shall be used and, if so, whether SDUs with error in a certain subflow shall be delivered or not. Residual bit error ratio specifies the bit error ratio for undetected delivered bits. SDU error ratio specifies the fraction of SDUs with detected error in each subflow. It is only set for subflows for which error detection is requested.

In case of unequal error protection the payload of the user data SDU, transported by the Radio Access Bearer Service, must conform to a SDU format defined with possible exact sizes. The payload bits are statically structured into subflows. The SDU format information attribute defines the exact subflow format of SDU payload. 

Other classes

The RAB attribute sets and their use in, interactive and background classes are identical to those of UMTS bearer services (Section 6.4.2.2).

6.4.4.3
Radio Access Bearer attributes: summary

In Table 3, the defined Radio Access Bearer attributes and their relevancy for each bearer class are summarised. Observe that traffic class is an attribute itself.

Table 3. Radio Access Bearer attributes defined for each bearer class.

Traffic class
Conversational class
Streaming class
Interactive class
Background class

Maximum bitrate
X
X
X
X

Delivery order
X
X
X
X

Maximum SDU size
X
X
X
X

SDU format information
X
X



SDU error ratio
X
X
X
X

Residual bit error ratio
X
X
X
X

Delivery of erroneous SDUs
X
X
X
X

Transfer delay
X
X



Guaranteed bit rate
X
X



Traffic handling priority


X


Allocation/ Retention priority
X
X
X
X

Source statistics descriptor
X
X



6.5
Parameter Value Ranges

6.5.1
Ranges of UMTS Bearer Service Attributes

The following table lists the value ranges of the UMTS bearer service attributes. The value ranges reflect the capability of UMTS network.

Traffic class
Conversational class
Streaming class
Interactive class
Background class

Maximum bitrate (kbps)
<2000 (1) (2)
<2000 (1) (2)
< 2000 - overhead (2) (3)
<2000 - overhead (2) (3)

Delivery order
Yes/No
Yes/No
Yes/No
Yes/No

Maximum SDU size (octets)
<1500 (4)
<1500 (4)
<1500 (4)
<1500 (4)

SDU format information
(5)
(5)



Delivery of erroneous SDUs
Yes/No/- (6) 
Yes/No/- (6)
Yes/No/- (6)
Yes/No/- (6)

Residual BER
5*10-2, 10-2, 10-3, 10-4 (7)
5*10-2, 10-2, 10-3, 10-4, 10-5, 10-6 (7)
4*10-3, 10-5, 6*10-8  (8) (7)
4*10-3, 10-5, 6*10-8 (8) (7)

SDU error ratio
10-2, 10-3, 10-4, 10-5 (7)
10-2, 10-3, 10-4, 10-5 (7)
10-3, 10-4, 10-6 (7)
10-3, 10-4, 10-6 (7)

Transfer delay (ms)
100 – maximum value(7) 
500 – maximum value (7) 



Guaranteed bit rate (kbps)
<2000 (1) (2)
<2000 (1) (2)



Traffic handling priority


1,2,3 (9)


Allocation/Retention priority
1,2,3 (9)
1,2,3 (9)
1,2,3 (9)
1,2,3 (9)

1)
Bitrate of 2000 kbps requires that UTRAN operates in transparent RLC protocol mode, in this case the overhead from layer 2 protocols is negligible.

2)
The granularity of the bit rate parameters must be studied. Although the UMTS network has capability to support a large number of different bitrate values, the number of possible values must be limited not to unnecessarily increase the complexity of for example terminals, charging and interworking functions. Exact list of supported values shall be defined together with S1, N1, N3 and R2. 

3)
Impact from layer 2 protocols on maximum bitrate in non-transparent RLC protocol mode shall be estimated. 

4)
Maximum SDU size shall at least allow UMTS network to support external PDUs having as high MTU as Internet/Ethernet (1500 octets). The need for higher values must be investigated by N1, N3, S1, R2, R3.

5)
Definition of possible values of exact SDU sizes for which UTRAN can support transparent RLC protocol mode, is the task of RAN WG3.

6)
If Delivery of erroneous SDUs is set to ‘Yes’ error indications can only be provided on the MT/TE side of the UMTS bearer. On the CN Gateway side error indications can not be signalled outside of UMTS network in release 1999.

7)
Values are indicative. Exact values on Residual BER, SDU error  ratio and transfer delay shall defined together with S1, N1, N3 and R2. 

8)
Values are derived from CRC lengths of 8, 16 and 24 bits on layer 1. 

9)
Number of priority levels shall be further analysed by S1, N1 and N3.

6.5.2
Ranges of Radio Access Bearer Service Attributes

The following table lists the value ranges of the radio access bearer service attributes. The value ranges reflect the capability of UTRAN.

Traffic class
Conversational class
Streaming class
Interactive class
Background class

Maximum bitrate (kbps)
<2000 (1) (2)
<2000 (1) (2)
< 2000 - overhead (2) (3)
<2000 - overhead (2) (3)

Delivery order
Yes/No
Yes/No
Yes/No
Yes/No

Maximum SDU size (octets)
<1500 (4)
<1500 (4)
<1500 (4)
<1500 (4)

SDU format information
(5)
(5)



Delivery of erroneous SDUs
Yes/No/-
Yes/No/-
Yes/No/-
Yes/No/-

Residual BER
5*10-2, 10-2, 10-3, 10-4 (6)
5*10-2, 10-2, 10-3, 10-4, 10-5, 10-6 (6)
4*10-3, 10-5, 6*10-8  (6) (7)
4*10-3, 10-5, 6*10-8 (6) (7)

SDU error ratio
10-2, 10-3, 10-4, 10-5 (6)
10-2, 10-3, 10-4, 10-5 (6)
10-3, 10-4, 10-6 (6)
10-3, 10-4, 10-6 (6)

Transfer delay (ms)
80 – maximum value(6) 
500 – maximum value (6)



Guaranteed bit rate (kbps)
<2000 (1) (2)
<2000 (1) (2)



Traffic handling priority


1,2,3 (8)


Allocation/Retention priority
1,2,3 (8)
1,2,3 (8)
1,2,3 (8)
1,2,3 (8)

Source statistic descriptor
Speech/unknown
Speech/unknown
Speech/unknown
Speech/unknown

1)
Bitrate of 2000 kbps requires that UTRAN operates in transparent RLC protocol mode, in this case the overhead from layer 2 protocols is negligible.

2)
The granularity of the bit rate parameters must be studied. Although the UMTS network has capability to support a large number of different bitrate values, the number of possible values must be limited not to unnecessarily increase the complexity of for example terminals, charging and interworking functions. Exact list of supported values shall be defined together with S1, N1, N3 and R2. 

3)
Impact from layer 2 protocols on maximum bitrate in non-transparent RLC protocol mode shall be estimated. 

4)
Maximum SDU size shall at least allow UMTS network to support external PDUs having as high MTU as Internet/Ethernet (1500 octets). The need for higher values must be investigated by N1, N3, S1, R2, R3.

5)
Definition of possible values of exact SDU sizes for which UTRAN can support transparent RLC protocol mode, is the task of RAN WG3.

6)
Values are indicative. Exact values on Residual BER, SDU error  ratio and transfer delay shall defined together with S1, N1, N3 and R2. 

7)
Values are derived from CRC lengths of 8, 16 and 24 bits on layer 1. 

8)
Number of priority levels shall be further analysed by S1, N1 and N3.

Annex A (informative):
Error resilience in real-time packet multimedia payloads

A.1
Introduction

This annex provides some basic information with respect to the error resilience of different encoded media streams when considering the support of unequal error protection for real-time packet multimedia services. It provides some indicative figures for the residual bit error rates that could be tolerated by audio-visual H.323 payloads in a 3G environment. 

H.323 employs the H.225.0 packetisation scheme, which in turn uses UDP/IP and RTP to transport each media stream. The structure of an H.323 packet is shown in Figure 4.
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Figure 4: Structure of H.323 packet.
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Figure 5: Structure of compressed H.323 packet. 
Class 1 bits can tolerate medium BER; Class 2 bits can tolerate high BER.

It is assumed that some elements of the H.323 header information, which comprises the IP, UDP and RTP headers, can be compressed. It is also assumed that this information will require reliable transmission, such that any errors in the header will result in the loss of the complete H.323 packet. However, for real-time multimedia streams that cannot accommodate a large delay (and therefore packet retransmission), codecs can be used that are tolerant to residual bit errors. 

This annex highlights the error resilience of audio and visual codecs, and provide some example tolerance figures for media streams of the type that are likely to comprise H.323 payloads.

A.1.1
Factors affecting error resilience

Specific error resilience figures will depend on a number of factors, including:

-
the media type;

-
the quality of service (QoS) required;

-
the specific codec used;

Media streams may also be sub-divided into different classes on the basis of bit error sensitivity as shown in Figure 5. In some cases the most sensitive bits may be protected by in-band checksum information. It should also be noted that, in addition to the effect of residual bit errors in the media stream, the QoS will be further degraded by packet loss due to errors in the H.323 header.

A.2
Example figures

The following values are indicative of the QoS parameters required by audio and video media streams, including bit error rates (BER) and frame erasure rates (FER). 

For the purposes of example, figures are provided for the AMR speech codec and the MPEG-4 video codec.

AMR speech codec payload

Bit rate:
4.75 - 12.2 kbit/s

Delay:
end-to-end delay not to exceed 100ms (codec frame length is 20ms)

BER
10-4 for Class 1 bits

10-3 for Class 2 bits

for some applications, a higher BER class (~10-2) might be feasible.

FER
< 0.5% (with graceful degradation for higher erasure rates)

MPEG-4 video payload:

Bit rate:
variable, average rate scalable from 24 to 128 kbit/s and higher

Delay:
end-to-end delay between 150 and 400ms


video codec delay is typically less than 200 ms

BER
10-6 - no visible degradation

10-5 - little visible degradation

10-4 – some visible artefacts

> 10-3 - limited practical application
Packet loss rate
FFS

Data and control:


Data (data refers to other types than audio and video e.g. file transfers, shared whiteboard) and control information must be transmitted reliably (i.e. residual bit errors should result in a lost packet).

Annex B (normative):
Reference Algorithm for Conformance Definition of Bitrate

The annex shows a reference algorithm for the conformance definition of bitrate. This may be used for traffic contract between UMTS bearers and external network/user equipment. It should be noted that the reference algorithm will never imply a particular implementation for the traffic conditioner.

The algorithm is well known as “Token Bucket Algorithm” which has been described in IETF. Here, “tokens” represents the allowed data volume, for example in byte. “Tokens” are given at a constant “token rate” by a traffic contract, are stored temporarily in a “token bucket”, and are consumed by accepting the packet. This algorithm uses the following two parameters (r and b) for the traffic contract and one variable (TBC) for the internal usage.

- r: token rate, (corresponds to the monitored Maximum bitrate/Guaranteed bitrate)

- b: bucket size, (the upper bound of TBC, corresponds to bounded burst size)

- TBC(Token bucket counter): the number of given/remained tokens at any time

In words, conformance according to a token bucket can be defined as: “Data is conformant if the amount of data submitted during any arbitrarily chosen time period T does not exceed (b+rT).”

The algorithm is described in the following:

Token bucket counter (TBC) is usually increased by “r” in each small time unit. However, TBC has upper bound “b” and the value of TBC must never exceed “b”.

When a packet #i with length Li arrives, the receiver checks the current TBC. If the TBC value is equal to or larger than Li, the packet arrival is judged compliant, i.e., the traffic is conformant. At this moment tokens corresponding to the packet length is consumed, and TBC value decreases by Li.

When a packet #j with length Lj arrives, if TBC is less than Lj, the packet arrival is non-compliant, i.e., the traffic is not conformant. In this case, the value of TBC is not updated.
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Figure 6. Operation example of the reference conformance algorithm.
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How to create a CR
Michael Sanders, 3GPP support team, (last updated 2/09/99)

1)
Open the CR cover sheet with MS Word 97. The lastest version of the CR coversheet can be found at:


ftp://ftp.3gpp.org/information/3gCRF-??.DOC


2)
Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 


3)
Open the specification to which you wish to make a change. It is very IMPORTANT  to ensure that you are using the latest version of the specification to make the change. The latest versions of all approved 3G specifications is located at:


for the 3GPP:  ftp://ftp.3gpp.org/specifications/      for SMG: http://docbox.etsi.org/tech-org/document/smg/specs

Do a "save as" using a file name related to the tdoc number (e.g. T3-99123.DOC).

4)
If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct document sheet in your MS Word style directory. All 3GPP specification use the style sheet 3GPP_70.DOT. This can be downloaded from:



ftp://ftp.3gpp.org/information/3gpp_70.dot

5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc
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