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Abstract: This document provides text for BMNS study(TR 22.830 V0.1.0) regarding mechanism of isolation of the slice communications between MNO and 3rd party.


Discussion
 For TR 22.830 (V0.1.0), section on the trust relationships in private selection scenario says:
The MNO is responsible for ensuring isolation of the slice communications from the rest of the network, including only allowing authorized UEs to access a slice and constraining authorized UEs to the authorized slice.
However, the current text does not mention the responsibility of 3rd parties. For example, in model 3c and 3d, some of the V/NFs are provided by the 3rd party, even some of the virtual/physical infrastructure is provided and managed by the 3rd party. For these 2 models, the 3rd party is also responsible for ensuring isolation of the slice communications, as well as the MNO. The 3GPP system should provide a mechanism to support collaboration between the MNO and the 3rd party in the process of slice communications isolation. Proposed text for BMNS study below describes the issue and the potential requirement.

Proposal

	PROPOSED CHANGES 	

	Start of Change 1	

The trust relationships in this scenario include the following aspects.
· The business trusts the MNO to provide the agreed resources and functionality needed by the business.
· The MNO is responsible for ensuring isolation of the slice communications from the rest of the network, including only allowing authorized UEs to access a slice and constraining authorized UEs to the authorized slice. For model 3c and 3d, if a 3rd party provides or manages the virtual/physical infrastructure or V/NFs of the rest network, the 3rd party are also responsible for ensuring isolation of the slice communications, as well as the MNO.
· The business may provide a secondary authentication to ensure only authorized UEs access the private network slice.
	End of Change 1	


	Start of Change 2	
5.2.2	Potential Requirements
[PR 5.x.2.5] The 3GPP system shall support a mechanism to prevent a UE from accessing a cell it is not authorized to select.
[PR 5.x.2.6]  The 3GPP system shall support a mechanism for a 3rd party to authenticate a UE for access to a private network slice.
[PR 5.x.2.7] The 3GPP system shall support a mechanism for collaboration between the MNO and the 3rd party in the process of slice communications isolation.

	End of Change 2	

