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Abstract: This paper discusses a proposal for unified access barring based on access categories.
Introduction
SA1 has received several LSs from RAN2 and CT1 related to 5G access barring, as well as had numerous discussions on the topic throughout the development of TS 22.261.  While no consensus was reached to modify requirements during those prior discussions, there was a general interest in coming up with a unified approach to access barring in 5G that would take into consideration the various existing capabilities while also providing a unified approach for the future evolution of access barring needs.  Based on the additional considerations SA1 has received in the LSs from RAN2 and CT1, the following describes a way forward for unified access barring. 

Discussion
From the LSs received from RAN2 and CT1, it is clear that there is a strong interest in developing a unified framework for access barring for NR. It is also clear that the framework must be able to co-exist with existing LTE-based access control. Previous proposals in SA1 have suggested that new requirements for a unified framework be added to TS 22.261, however, this approach has not clearly provided the correlation to the existing requirements. To meet the diverse objectives of a unified access barring framework, this proposal is to provide a CR to TS 22.011 that reflects the applicability of such a unified framework to the existing requirements, and to do so in a manner that also provides for future extensibility.  A companion CR to TS 22.261 provides descriptive text for the framework along with a pointer to the requirements specified in TS 22.011.
In the LSs from RAN2 and CT1 on the subject of access barring, we see two variations of proposals for a unified access barring framework.  RAN2 has proposed that access categories (e.g., MO signaling, MO MMTEL voice) be the only basis for access barring in NR.  CT1 has noted that for backwards compatibility access classes as currently defined also need to be considered.  The potential for using the access slice as a basis has also been raised.  This proposal blends these variations to minimize backwards incompatibility while maximizing future extensibility.  

RAN2 and CT1 have been considering similar lists of candidate access categories including:
· MO resulting from MT: the access attempt is an answer to a mobile terminated message

· MMTel voice: the access attempt is caused by an MO MMTel voice call

· MMTel voice: the access attempt is caused by an MO MMTel video call

· SMSoIP:
the access attempt is caused by an MO SMSoIP

· SMSoNAS: the access attempt is caused by an MO SMSoNAS

· emergency: the access attempt is relevant to the emergency call

· delay tolerant service in EHPLMN: the access attempt is relevant to the delay tolerant service for UE registered to the UE’s EHPLMN

· delay tolerant service in most preferred VPLMN: the access attempt is relevant to the delay tolerant service for UE registered to the UE’s most preferred VPLMN

· delay tolerant service in other PLMN: the access attempt is relevant to the delay tolerant service for UE registered to other PLMN

· signalling: the access attempt is not for user plane radio resource request and is not relevant to other access categories

· data: the access attempt is for user plane radio resources and is not relevant to other access categories

This list provides a set of standardized access barring categories that can be used to manage both home and roamer traffic.  Additionally, the unified access barring framework should support the option for operator defined categories to allow flexibility in managing specific needs within an operator network such as barring based on a specific network slice. 
Considering these categories, it is proposed that in a unified access barring framework, similar results could be achieved by using these categories in place of access classes 0-9, since a given UE may only be assigned one of these classes.  The impact to TS 22.011 would be to replace the text on access categories 0-9 with the list of categories, and modify the text related to application of access barring capabilities to use the access category for NR rather than access class where access class 0-9 is specified. Access class 10 maps directly to access category ‘MO emergency’.  The impact to TS 22.011 would be to replace access class 10 with access category MO emergency for NR. Since a UE may be assigned multiple access classes from 11-15, attempting to map the various combinations into access categories exponentially increases the number of required access classes. To avoid a proliferation of access categories caused by multiplying each by access category by access classes  11-15, access classes 11-15 should continue to be used to allow an access attempt to proceed that would otherwise be barred based on access category alone. 
As an example, the following is illustrates the proposed modification to TS 22.011.  Related modifications are proposed throughout clause 4, in support of the introduction of access categories, in a companion CR.
4.2
Allocation

For E-UTRAN, UTRAN, and GERAN, all UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, UEs may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM. These are allocated to specific high priority users as follows. (The enumeration is not meant as a priority sequence):

Class
15
-
PLMN Staff;


 -"-
14
-
Emergency Services;


 -"-
13
-
Public Utilities (e.g. water/gas suppliers);


 -"-
12
-
Security Services;


 -"-
11
-
For PLMN Use.

For NR, a unified access barring approach is used which bases access barring on an access category in combination with access codes 11-15.  The standard access categories are:
· MO resulting from MT: the access attempt is an answer to a mobile terminated message

· MMTel voice: the access attempt is caused by an MO MMTel voice call

· MMTel voice: the access attempt is caused by an MO MMTel video call

· SMSoIP:
the access attempt is caused by an MO SMSoIP

· SMSoNAS: the access attempt is caused by an MO SMSoNAS

· emergency: the access attempt is relevant to the emergency call

· delay tolerant service in EHPLMN: the access attempt is relevant to the delay tolerant service for UE registered to the UE’s EHPLMN

· delay tolerant service in most preferred VPLMN: the access attempt is relevant to the delay tolerant service for UE registered to the UE’s most preferred VPLMN

· delay tolerant service in other PLMN: the access attempt is relevant to the delay tolerant service for UE registered to other PLMN

· signalling: the access attempt is not for user plane radio resource request and is not relevant to other access categories

· data: the access attempt is for user plane radio resources and is not relevant to other access categories

These access categories are used in place of access codes 0-9.  Access code 10 is directly replaced by access category MO emergency. Access codes 11-15 are used to allow an access attempt which would otherwise have been barred based on the access category. Additional access categories shall be allocated to support operator defined access categories.
Since this proposal includes a significant modification to access barring for 5G, namely, the introduction of a unified access framework, it is also proposed to provide a description of the unified access framework in TS 22.261 along with NR specific requirements, such as the following.
6.X
Access barring 

6.x.1
Description

The 5G system continues to support access barring capabilities required for EPS, however, a unified access barring framework is applied to simplify the implementation while also providing for future access barring needs. This framework uses access categories as the primary basis for access barring.  In addition to the standard access categories and operator define access categories, existing access classes 11-15 may be used to allow an access attempt to succeed when it would otherwise be barred based on access category alone. 

6.x.2
Requirements

Requirements related to access barring in 3GPP TS 22.011 [3] clause 4, shall also apply to NR, except for CSFB which does not apply to 5G NR.
Proposal

Two CRs are proposed for the unified access barring framework.  One CR is to TS 22.261 to provide a description of the framework and a requirement on the relationship of the framework to the existing access barring requirements in TS 22.011.  The other CR is to TS 22.011 with modifications to support the existing requirements within the unified access barring framework.

With these changes, a draft reply LS to CT1 is also provided to clarify that SA1 has address how the existing requirements can continue to be met within the access barring framework.
