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------------------------- End of Change 1 ----------------------------

------------------------- Start of Change 2 ----------------------------

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].




------------------------- End of Change 2 ----------------------------

------------------------- Start of Change 3 ----------------------------
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].



------------------------- End of Change 3 ----------------------------

------------------------- Start of Change 4 ----------------------------
4.3.3
Dependable communication


4.3.3.1
What is dependable communication?
· Overarching concern: safety and productivity
· Linked to high-level system properties: dependability and security

· Both are aggregate properties; contingent on system performance attributes, i.e.
· Dependability: reliability, availability, maintainability, safety, integrity

· Security: confidentiality, integrity, accessibility, and―implicitly―availability

· Accessibility tied to A3: access, authorisation, and accounting

[image: image1.emf]Dependability

RAMS

Reliability Availability Maintainability

Security

Safety

CIA

Confidentiality Integrity Accessibility


Figure 4.3.3.1.1-1: Contingeny of the aggregate system qualities dendability and security on the system performance clusters RAMS (reliability, availability, maintainability, and safety) and CIA (confidentiality, integrity, accessibility). Diagram based on [x4].
4.3.3.2
Network-dependability and QoS
· QoS deals with effects of network performance to determine level of quality in service provision

· QoS is defined by an SLA
· QoS is a generic term derived from a set of indicators

· Dependability is one of the indicators
· Assures continuity of service against failures and denial of service access and disengagement, and the transfer of user information against loss or interruption 

· Link to QoS is identification of dependability as a quality attribute for serviceability contribution in delivering dependability of service to end-users

· Quality performance of interest to users is assurance at service access point

· Interest in quality of service providers is at network-connection points

· QoS requirements ( required network performance ( required network parameters
· Link to sublcause 4.3.2 (wireless communication in automation 

· QoS criteria
· Speed

· Accuracy

· Availability 

· Reliability 

· Security 

· Simplicity 

· Flexibility 


[image: image2.emf]QoS

Network services

End-to-end services

User 

perspective

Operator 

perspective

Service 

accessibility

Service 

retainability

Service 

integrity

Network-

management 

performance

Network-

billing 

administration

Network-fault 

management

Network-

users service 

support

Network-

capability 

performance

Network 

service 

functions

Network 

capacity and 

operability

Network 

connectivity/

transmission

Security 

of service

Dependability performance

Recoverability

Reliability

Availability

Maintainability

Data integrity

Maintenance 

support

Security 

performance

Network 

trafficability 

performance

 
Figure 4.3.3.2-1: Relationship between QoS (blue) and network performance (green). Diagram based on  figure A.4 in [x6].  
Table 4.3.3.2-1 Description of some of the boxes in Figure 4.3.3.2-1. If not stated otherwise, all quotes are taken from [x6].
	QoS
	Network services
	User perspective
	“user satisfaction of network services in meeting users’ expectations and demands of network service functions”

	
	
	Operator perspective
	“network service operation and support provisions in meeting Service Level Agreements”

	
	End-to-end services
	Service accessibility
	“admittance or log on to a network service when requested”

	
	
	Service retainability
	“persistence of a network service to continue operation once obtained”

	
	
	Service integrity
	“creditibility of data throughput in network service operation or during transaction without impairment”

	
	Security of service
	“protection against fraud, misuse and intrusion”

	Network performance
	Network trafficability performance
	“ability to meet network traffic demand”

	
	Dependability performance
	Recoverability
	“ability to recover or restore functions”

	
	
	Availability
	“ability to perform required functions”

	
	
	Data integrity
	“ability to p[re]vent data loss or corruption”

	
	
	Reliability
	“ability to perform a function without failure under operating condition”

	
	
	Maintainability
	“ability to retain or restore a performance function as required”

	
	
	Maintenance support
	“ability of an organization to provide resources for mai[n]tenance support”


	
	Security performance
	“ability to provide security protection of the communication network”


------------------------- End of Change 4 ----------------------------

------------------------- Start of Change 5 ----------------------------

4.3.4
Communication service
4.3.4.1
Introduction
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Figure 4.3.4-1: Diagram based on figure A.4 in [x6].  
Communication-network service in an E2E context

· Two main vantage points for communication networks

· End-to-end vantage point

· Of interest to network users

· Full-end network vantage point

· Reflects relationships between all ends in the network

· is of interest to service providers

· Note: implies two types of QoS (E2E and full-end network), including associated functionality
· This report focuses on end-to-end vantage point
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Figure 4.3.4-1: Key functions enabling a communication network service. Diagram based on [x6].  
4.3.4.Y
Characteristic parameters of dependable communication services
Characteristic parameters allow a quantitative assessment of wireless communication systems. A set of required values are part of application communication requirements. A set of promised values are part of the capability description of the wireless communication system. The characteristic parameters refer to the interfaces between the wireless communication devices and the assumed logical automation device, called reference interface. Relevant characteristic parameters are defined in [x0] and in [x1]. A summary of these paremeters is provided in Table 4.3.2.Y-1. 
Table 4.3.2.Y-1:
A selection of relevant characteristic parameters

	Parameter name
	Content

	Transmission time 
	"The transmission time is the interval from a start event at the relevant reference interface of a producer until a stop event of the same transmission at the reference interface of a consumer [...]. Depending on the type of reference interface, the start event can be the transfer of the first bit of user data, the first byte or a trigger event at a process interface. Respectively, the stop event can be the last bit of user data, the last byte or a trigger event of a process interface." [x2]

	Update time 
	"The update time is the interval from a start event at the reference interface of a consumer until a following stop event at the same reference interface. Depending on the type of reference interface the start event can be the transfer of the last bit of user data, the last byte or a trigger event at the process interface of a consumer. The stop event can be the last bit of user data, the last byte or a trigger event of a process interface that can be referred to the following successful transmission of the same producer." [x2]

	Response time 
	The response time is the time interval from starting the delivery of the first atomic user data unit of a telegram at a source endpoint of a logical link until the delivery of the last atomic user data unit of a telegram at the destination endpoint of the related logical response link. Both endpoints shall be part of the same reference interface.

	Data throughput 
	The data throughput is the number of atomic user data units per time unit, transferred at a destination endpoint of a logical link.

	Availability
	"Availability A is a measure of the ability to fulfil a required functionality during a specified time interval. Applied to the function of a wireless communication system, availability is the ratio of the time interval of error free transmission (uptime, tU) to an observation time tO. Assuming constant user data length, the availability can also be calculated by the ratio of the number of transmitted user packets NTX to the number of error free received user packets NRX." [x2]

	Packet loss
	Packet loss is the ratio of transmitted data packets of a given size (e.g. defined by the transport protocol) to the received data packets. This takes into account that a transmission system is able to correct an arbitrary amount of bit errors.


Relevant statistical measures for the characteristic parameters are listed in Table 4.3.2.Y-2. The assignment of statistical values to characteristic parameters is result of experiences gathered in hundreds of investigations of wireless communication solutions. 

Table 4.3.2.Y-2.:
A selection of relevant statistical measures of characteristic parameters. The definition of the statistical terms is provided in [x3].

	Parameter name
	Statistical measures

	Transmission time 
	Minimum, mode, percentile P95

	Update time 
	Mean, standard deviation

	Response time 
	Minimum, mode, percentile P95


------------------------- End of Change 5 ----------------------------

------------------------- Start of Change 6 ----------------------------

Annex X: 
X.1
Service description
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Figure X.1-1: Diagram based on figure 16 in [x5].
------------------------- End of Change 6 ----------------------------

------------------------- END OF PROPOSED CHANGES ----------------------------

�Publication expected mid 2017
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