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1
Background on existing access control

1.1
ACB

1.1.1
Access Classes [22.011]
Access Classes are applicable as follows:

Classes 0 - 9


-
Home and Visited PLMNs;

Classes 11 and 15
-
Home PLMN only if the EHPLMN list is not present or any EHPLMN;

Classes 12, 13, 14
-
Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.

1.1.2
ACB [22.011]

- 
The serving network shall be able to broadcast mean durations of access control and barring rates (e.g. percentage value) that commonly applied to Access Classes 0-9 to the UE. The same principle as in UMTS is applied for Access Classes 11-15.
- 
E-UTRAN shall be able to support access control based on the type of access attempt (i.e. mobile originating data or mobile originating signalling), in which indications to the UEs are broadcasted to guide the behaviour of UE. E-UTRAN shall be able to form combinations of access control based on the type of access attempt e.g. mobile originating and mobile terminating, mobile originating, or location registration. The ‘mean duration of access control’ and the barring rate are broadcasted for each type of access attempt (i.e. mobile originating data or mobile originating signalling).
- 
The UE determines the barring status with the information provided from the serving network, and perform the access attempt accordingly. The UE draws a uniform random number between 0 and 1 when initiating connection establishment and compares with the current barring rate to determine whether it is barred or not. When the uniform random number is less than the current barring rate and the type of access attempt is indicated allowed, then the access attempt is allowed; otherwise, the access attempt is not allowed. If the access attempt is not allowed, further access attempts of the same type are then barred for a time period that is calculated based on the ‘mean duration of access control’ provided by the network and the random number drawn by the UE.
1.1.3
ACB Skip [22.011]
-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102. This indication is valid for Access Classes 0-9 and 11-15.

-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9 and 11-15.

-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9 and 11-15.
1.1.4
ACB for emergency calls [22.011]
An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed.

1.1.5
ACB for MPS [22.011]
Multimedia Priority Service (TS 22.153 [16]) shall be assigned its own unique access class value (i.e., one of the special access classes 11 to 15). The assigned access class value for Multimedia Priority Service is based on regional/national regulatory requirements and operator policy.

1.1.6
Summary ACB
	Rel-14 Control
	Applies to
	Parameters used for decision
	RRC Mode

	ACB
	All UEs, all services
	AC, Type of service:

MO data, MO signalling, or Emergency call
	Idle

	ACB skip
	All UEs, some services (MMTel voice, MMTel video or SMS)
	Type of service: MMTel voice, MMTel video or SMS
	Idle


1.2
SSAC [22.011]
-
In E-UTRAN it shall be possible to support a capability called Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session requests from idle-mode and connected-mode as following:

-
The serving network shall be able to indicate (as specified in sub-clause 4.3.1) whether or not a UE subject to SSAC shall also apply Access Class Barring. 
-
EPS shall provide a capability to assign a service probability factor [13] and mean duration of access control for each of MMTEL voice and MMTEL video:
-
assign a barring rate (percentage) commonly applicable for Access Classes 0-9
-
assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.
-
SSAC shall not apply to Access Class 10.
-
SSAC can be provided by the VPLMN based on operator policy without accessing the HPLMN.

-
SSAC shall provide mechanisms to minimize service availability degradation (i.e. radio resource shortage) due to the mass simultaneous mobile originating session requests and maximize the availability of the wireless access resources for non-barred services.
- 
The serving network shall be able to broadcast mean durations of access control, barring rates for Access Classes 0-9, barring status for Access class in the range 11-15 to the UE.

 - 
The UE determines the barring status with the information provided from the serving network, and perform the access attempt accordingly. The UE draws a uniform random number between 0 and 1 when initiating connection establishment and compares with the current barring rate to determine whether it is barred or not. When the uniform random number is less than the current barring rate and the type of access attempt is indicated allowed, then the access attempt is allowed; otherwise, the access attempt is not allowed. If the access attempt is not allowed, further access attempts of the same type are then barred for a time period that is calculated based on the ‘mean duration of access control’ provided by the network and the random number drawn by the UE.
1.2.1
Summary SSAC

	Rel-14 Control
	Applies to 
	Parameters for decision
	RRC Mode
	Interaction

	SSAC
	All UEs, some services (MMTel voice or

MMTel video)
	AC, Type of service: MMTel voice,

MMTel video
	Idle and connected
	Indicated by the network if ACB applies when SSAC is applied


1.3
EAB [22.011]
· The UE is configured for EAB by the HPLMN 
-
EAB shall be applicable to all 3GPP Radio Access Technologies. 

-
EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

-
A network may broadcast EAB information.

-
EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c) 
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN
-
EAB information shall also include extended barring information for Access Classes 0-9. 

-
A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2, when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 
-
If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.
-
If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1

-
If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.

-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.

1.3.1
EAB Overriding [22.011]
-
The UE configured with EAB may be configured by the HPLMN with a permission to override EAB. 

-
For a UE configured with the permission to override EAB, the user or application (upper layers in UE) may request the UE to activate PDN connection(s) for which EAB does not apply.

-
The UE shall override any EAB restriction information that is broadcast by the network as long as it has an active PDN connection for which EAB does not apply.
1.3.2
Summary EAB

	Rel-14 control
	Parameters for decision
	RRC Mode
	Interaction with ACB

	EAB
	AC, UE configuration and UE home PLMN
	Idle
	Check EAB first. 

ACB applies only if EAB not configured or if EAB is broadcast but does not block the UE

	EAB overriding
	higher layer information 
	Idle
	N/A


1.4
ACDC [22.011]
-
This feature shall be applicable to UTRAN PS Domain and E-UTRAN.
-
This feature shall be applicable to UEs in idle mode only that are not a member of one or more of Access Classes 11 to 15.
-
ACDC shall not apply to MMTEL voice, MMTEL video and SMS over IMS (SMS over IP) services.
-
The home network shall be able to configure a UE with at least four and a maximum of sixteen ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be ordered as specified in sub-clause 4.3.5.2.2.

-
The serving network shall be able to broadcast, in one or more areas of the RAN, control information, indicating barring information per each ACDC category, and whether a roaming UE shall be subject to ACDC control.
-
The UE shall be able to control whether or not an access attempt for a certain application is allowed, based on this broadcast barring information and the configuration of ACDC categories in the UE.

-
The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

-
When both ACDC and ACB controls are indicated, ACDC shall override ACB.
- 
If a UE is configured for both EAB and ACDC, and the serving network simultaneously broadcasts EAB information and ACDC barring information:

-
If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is not barred or as specified in sub-clause 4.3.4.2 that it is permitted to override an EAB restriction, then access to the network is subject to ACDC.

-
If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is barred and as specified in sub-clause 4.3.4.2 that it is not permitted to override the EAB restriction, then access to the network is barred.

-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply ACDC for the different core networks individually. For the mitigation of congestion in a shared RAN, barring rates should be set equal for all Participating Operators.
1.4.1
Summary ACDC:

	Rel-14 control
	Parameters for decision
	RRC Mode
	Interaction

	ACDC
	AC, app ID, app category

Does not apply to IMS services (MMTEL voice, MMTEL video and SMS over IMS)


	Idle
	ACB

ACDC overrides ACB


	EAB: 

check EAB first, 

ACDC does not apply if EAB applies. 

ACDC applies if EAB does not apply or if EAB does not block the UE.


1.5 Emergency Calls

An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed.

1.6 Multimedia Priority Service

Multimedia Priority Service (TS 22.153 [16]) shall be assigned its own unique access class value (i.e., one of the special access classes 11 to 15). The assigned access class value for Multimedia Priority Service is based on regional/national regulatory requirements and operator policy.

2
Summary
First we would like to note that ACB, ACB skip and SSAC can be combined by providing information to UEs based on the specific service and Access Class. In this manner, the network can indicate through broadcast the following barring parameters, for each Access Class: 

· Barring parameters for MMTel voice in idle mode, 

· Barring parameters MMTel voice in connected mode, 

· Barring parameters MMTel video in idle mode, 

· Barring parameters MMTel video in connected mode, 

· Barring parameters SMS.
2.1
Summary of Existing procedures
For idle mode, the UE access control contains two criteria. The first criteria only applies for delay tolerant UEs (i.e., UE configure for EAB). The second criteria applies to all UEs.  

· The first barring criteria is for UEs configured for delay tolerant, and it contains the following parameters: 

· Barring parameters for when the UE is in its HPLMN, and

· Barring parameters for when the UE is neither in HPLMN nor in equivalent PLMN, and

· Barring paramters for when the UE is neither in HPLMN nor in equivalent PLMN nor in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, and
· Whether the barring criteria for UE configured as delay tolerant can be overridden

· The second barring criteria is for all UEs, and it contains the following parameters: 

· Barring parameters for MMTel voice, MMTel video, SMS over IMS and 
· Barring parameters for specific application categories or barring parameters for [MO data, MO signalling] 

All parameters are optional, and network can choose not to configure any. 

MO data barring parameter only applies to MMTel voice, MMTel video, SMS over IMS if MMTel voice, MMTel video, SMS over IMS barring parameters are not configured separately. If MMTel voice, MMTel video, SMS over IMS parameters are configured, those should be used instead.
UE checks the first barring criteria, and only checks the second barring criteria if:

· UE not configured for delay tolerant or

· First barring criteria is not broadcast by network or

· First barring criteria does not bar the UE or

· First barring criteria is allowed to be overridden

	Parameters for first check
	Parameters for second check

	Delay tolerance
	PLMN
	Service

	
	
	MMTel voice, MMTel video, SMS over IMS
	Other services (choose only one: app category or [MO data, MO signalling])

	UE configured for delay tolerant (i.e., UE configured for EAB)
	HPLMN
	MMTel voice, MMTel video, SMS over IMS

(If not broadcast, UE will use MO data for IMS services)

(If not broadcast and MO data not not broadcast, no access control applies)
	App category

(If not broadcast, UE will use MO data for the applications)

(If not broadcast and MO data not configured, no barring)


	MO data, MO signalling
(If not broadcast and app category not configured, no access control applies)

	
	neither in HPLMN nor in equivalent PLMN 
	
	
	

	
	neither in HPLMN nor in equivalent PLMN nor in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM
	
	
	


MPS has its own Access Class. 

Barring parameters for emergency calls include a single parameter for UEs with ACs 0-9 and for UEs without IMSI. This is sent as a barring parameter for AC-10, which is special AC for emergency calls. In case an emergency call is barred as per the AC-10 parameter, specific parameters can still be provided per AC for ACs 11-15, which would allow UEs with this AC to make an emergency call. 
3
Proposal

In the last meeting it was mentioned that companies would like to at least maintain the control existing in LTE. There is also a desire to have a unified access control framework. We also propose that the access control should be configured per slice.
RAN2 is proposing to use the random access channel messages to configure access control parameters. Thus we leave this as an option in our requirements. RAN2 should be able to decide the best way forward. 
It is also proposed to maintain the text for emergency calls and multimedia priority services. 
The following is the text proposal for TS 22.261. 
3.1
Text Proposal for 22.261
6.X
Access control 
6.x.1
Description
In order to control accesses to the network, the 5G system will support access control. Similarly to EPC, the 5G access control will be based on the type of UE and also the type of access attempt. Moreover, due to the support of different network slices, the 5G system will also support access control based on the network slice the UE wants to access. This allows the 5G system to control the access attempts from UEs, applying different control based on the UE type, type of access, and network slice being accessed.

6.x.2
Requirements

6.x.2.1
Access Control in IDLE mode

For IDLE mode, the 5G system shall be able to support access control based on the type of access attempt, with the ability for the network to configure zero, one or more of the following parameters, per access class and per slice:
· Barring parameters for delay tolerant UEs:

· Barring parameters for when the UE is in its HPLMN, and

· Barring parameters for when the UE is neither in HPLMN nor in equivalent PLMN, and

· Barring paramters for when the UE is neither in HPLMN nor in equivalent PLMN nor in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, and
· Whether the barring criteria for delay tolerant UE can be overridden by barring criteria based on the type of access attempt

· Barring parameters based on the type of access attempt (for all UEs)

· Barring parameters for MO data, MO signalling

· Barring parameters for MMTel voice, MMTel video and SMS

· Barring parameters for each application category

The configuration of above parameters shall be done via broadcast channel or during random access procedures (utilizing random access messages).


In IDLE mode, a delay tolerant UE shall first check the delay tolerant barring criteria. A delay tolerant UE shall then check the barring criteria based on the access attempt if and only if:

· Delay tolerant barring parameters are not configured by network or

· Delay tolerant barring criteria does not bar the UE or
· Delay tolerant barring criteria is allowed to be overridden by barring criteria based on the type of access attempt
All other UEs shall check the barring criteria based on the type of access attempt
In IDLE mode, a UE that starts MMTel voice, MMTel video or SMS over IMS shall use the MMTel voice, MMTel video or SMS over IMS barring parameters, respectively. If those parameters are not configured by the network, the UE shall use the MO data barring parameters, if they are configured by the network. 

In IDLE mode, a UE that starts other services (other than MMTel voice, MMTel video or SMS over IM) shall use the barring parameters for the category of that application. If those parameters are not configured by the network, the UE shall use the MO data barring parameters, if they are configured by the network. 

6.x.2.2
Access Control in CONNECTED mode

In CONNECTED mode, similar control as SSAC shall apply to all UEs, per access class and per slice. 

· Barring parameters for connected mode (for all UEs): 

· Barring parameters for MMTel voice, MMTel video, per access class and per slice

Other types of access control for UEs in CONNECTED mode are FFS.
6.x.2.3
Access Control for emergency calls
An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed.
6.x.2.4
Access Control for Multimedia Priority Services

Multimedia Priority Service shall be assigned its own unique access class value (i.e., one of the special access classes 11 to 15). The assigned access class value for Multimedia Priority Service is based on regional/national regulatory requirements and operator policy.

