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Abstract: This document proposes the pCR to TS22.261 to provide a generic UE definition, as well as replace “devices” with “UE”.
[bookmark: _GoBack]Agreed way forward:
- two definitions are needed, one for UE and another for IoT devices;
- for both UE and IoT device, a certain secure “thing” needs to be in place.
- Baseline definitions are as follow:
User Equipment (UE): Allows a user access to 5G network services via the wireless or wireline interface. A User Equipment contains a secure platform (e.g., UICC, eUICC) for at least storage of subscriber credentials and identities.
IoT device: An IoT device is a UE that only uses IoT capabilities provided by the 5G network. An IoT device typically has limited MMI capabilities, and is not intended for human type communications.
*************************************************************1st change***********************************************************
[bookmark: _Toc468111907]3	Definitions, symbols and abbreviations
[bookmark: _Toc468111908]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Editor's Note: The definitions of active communication and service continuity propose changes to 21.905 and need to be propagated once agreed in SA1. To add to 21.905 we need to consider another note for service continuity, e.g., 
NOTE x: 	Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection and an indirect 3GPP connection.
… …
Op#1
Device: connects to a 5G network following operator's policies.  Examples include IoT devices, MTC devices, and UEs.
IoT device: An IoT device is a UE that connects to the 5G network for use with IoT applications. 
NOTE: MTC devices are one type of IoT device.
MTC Device: A MTC Device is a UE equipped for Machine Type Communication, which communicates through a PLMN with MTC Server(s) and/or other MTC Device(s). 
NOTE:      A MTC Device might also communicate locally (wirelessly, possibly through a PAN, or hardwired) with other entities which provide the MTC Device "raw data" for processing and communication to the MTC Server(s) and/or other MTC Device(s). Local communication between MTC Device(s) and other entities is out of scope of this technical specification. 
User Equipment (UE): Allows a user access to network services using a 5G connection via the wireless or wireline interface. A User Equipment contains a secure element for at least storage of subscriber credentials and identities.
NOTE: a secure element can be UICC, eUICC or equivalent.
In the context of Fixed Broadband Access to IMS, TISPAN defines the term UE in ETSI TR180 000 [5].

Op#1.a
User Equipment (UE): Allows a user access to network services using a 5G connection via the wireless or wireline interface. A User Equipment contains a secure element for at least storage of subscriber credentials and identities.
NOTE: a secure element is a platform capable of securely hosting applications and confidential data, examples are can be UICC, eUICC, microSD, or embedded secure element (ESE) or equivalent.

Op#1.b
Device: connects to a 5G network following operator's policies.  Examples include IoT devices, MTC devices, and UEs.
IoT device: An IoT device connects to the 5G network for use with IoT applications. 
NOTE: MTC devices are one type of IoT device.
MTC Device: A MTC Device is a UE equipped for Machine Type Communication, which communicates through a PLMN with MTC Server(s) and/or other MTC Device(s). 
NOTE:      A MTC Device might also communicate locally (wirelessly, possibly through a PAN, or hardwired) with other entities which provide the MTC Device "raw data" for processing and communication to the MTC Server(s) and/or other MTC Device(s). Local communication between MTC Device(s) and other entities is out of scope of this technical specification. 
User Equipment (UE): Allows a user access to network services via the wireless or wireline interface. A User Equipment contains a secure storage of at least subscriber credentials and identities.
NOTE: Secure storage can be e.g. UICC, eUICC.
In the context of Fixed Broadband Access to IMS, TISPAN defines the term UE in ETSI TR180 000 [5].

Op#2
User Equipment (UE): Allows a user access to network services using a 5G connection via the wireless or wireline interface. A User Equipment contains a secure element (e.g. UICC, eUICC) for storage of subscriber credentials and identities. The UE securely authenticates its subscriber (e.g. using UICC, eUICC or other mechanisms) towards the 3GPP network
IoT Device is a UE [UE]/[terminal] with limited MMI capabilities, generally not operated by a human user, that allows its IoT applications to access services of a 3GPP network.
Op#2.a
IoT Device has limited MMI capabilities, generally not operated by a human user, that allows its IoT applications to access services of a 3GPP network.

Op#3
User Equipment (UE): Allows a user access to network services using a 5G connection via the wireless or wireline interface. A User Equipment contains a Secure Element Domain (i.e. UICC, eUICC or equivalent) for storage of subscriber credentials and identities.
An IOT Device is a terminal with a specific set of IOT applications that either is a UE, or accesses a 3GPP network by means of a gateway that is a 3GPP UE.

Op#3.a
User Equipment (UE): Allows a user access to network services via the wireless or wireline interface. A User Equipment contains a Secure Element Domain (i.e. UICC, eUICC or equivalent) for storage of subscriber credentials and identities.
An IOT Device is a device with a specific set of IOT applications that may use an alternative secure storage of subscriber credentials and identities. 
[comment any device (also a UE) can access through a gateway so not unique to a IoT Device]
*********************************************************End of 1st  change******************************************************
