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***** 1st CHANGE *****
7.6
Handling of an incoming session (by the terminating entity)

7.6.1
Automatic re-routing

IMS shall provide the capability to handle communications rejected (e.g. due to unavailability of PSTN/ISDN resources) using re-routing.

7.6.2
Presentation of session originator identity

The IMS shall present the identity of the session originator (see 7.5.1). The network shall suppress the presentation of the identity when requested by the session originator.

Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.
The terminating IMS shall be able to detect spoofed call in handling of an incoming session which originated from untrusted network.  
The results of any spoofed call detection which is applied to the session originator identity by the terminating IMS, shall be presented to the user based on operator policies. This spoofed call detection results presentation may be independent of the suppression of session originator identity presentation.

7.6.3
Negotiation of an incoming session

Interaction with the user profile shall be supported, and additionally direct interaction with the user may be required. Refer to clause 7.3 for further details on capability negotiation on an incoming IP multimedia session.

7.6.4
Accepting or rejecting an incoming session

It shall be possible for the user to either accept, reject, ignore or re-direct an incoming IP multimedia session. Further, it shall also be possible for the user to accept only a subset of the offered media, not have any of the media offered to him at all etc.

7.6.5
Handling of an incoming session addressed to an unallocated identity

In case of an incoming session addressed to an identity administered by the operator but not allocated to a user or a service, the IMS shall be able to reject, re-route or trigger service logic to that incoming session.

7.6.6
Differentiated paging for voice over E-UTRAN termination attempts

More efficient radio resource usage can be achieved by using a more aggressive paging profile for voice over E-UTRAN services than for other services using the IMS signaling bearer, requiring a distinction to be made between voice over E-UTRAN and non-voice over E-UTRAN traffic. 
As a network option, the IMS shall support a mechanism to enable a different paging policy for voice over E-UTRAN vs non-voice over E-UTRAN services in EPC access.
***** END OF CHANGES *****
