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9.x
Authorisation of application

9.x.1
Introduction

In this chapter the use cases related to authorisation of application are described, the following use cases are identified

· Enabling/Disabling applications

9.x.2
Use case: Enabling/Disabling applications

9.x.2.1
Description

The system shall allow the network operators to control the use of applications by users in order to avoid disruption/distraction to the users (for example drivers), preventing unauthorised usage and to minimise network load.

The system shall therefore be able to enable / disable applications for a user depending on profiles related to the subscriber identity, the functional identity of the equipment, the user identity, the functional identity/ies of the user or the location of the user.

9.x.2.2
Pre-conditions

The end user device is powered on and the FRMCS application on the device has started.

9.x.2.3
Service flows

Power-on

After powering on the end user device and start of the FRMCS application on the device, the system enables the application(s) on the device according to the profile related to the subscriber identity.

Change of registration

Upon a change in registration by registration to a functional identity, deregistration of a functional identity, change of a functional identity, user login to the system or user logout from the system, the system enables / disables applications depending on the applicable profile. 

If multiple identities are active the following order shall be used to determine the correct profile:

· Functional Identities related to the user

· User identity

· Functional Identities related to the equipment

· Subscriber identity

If a user has registered multiple functional identities the authorised applications are a superset of all applications in the applicable profiles.

If an application is relying on other applications, enabling of all required applications shall be managed by the system.

Only authorised applications shall be presented to the user.

Change of location

If the user enters a certain area the system may prevent the use of otherwise authorised application(s).

If the user leaves the area the system re-enables the application(s).

If an application is relying on other applications, enabling of all required applications shall be managed by the system.

Only authorised applications shall be presented to the user.

9.x.2.4
Post-conditions

The user has access to all authorised applications.

9.x.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.x.2-001]
	The FRMCS system shall be able to allow the network operators to control the use of applications by FRMCS users in order to avoid disruption/distraction to the users (for example drivers), preventing unauthorised usage and to minimise network load.
	A
	
	[Needs analysis]

	[R-9.x.2-002]
	The FRMCS system shall be able to enable / disable applications for a user depending on profiles related to the subscriber identity, the functional identity of the equipment, the user identity, the functional identity/ies of the user or the location of the user.
	A
	
	[Needs analysis]

	[R-9.x.2-003]
	After powering on the end user device and start of the FRMCS application on the device, the FRMCS system shall enable the application(s) on the device according to the profile related to the subscriber identity.
	A
	
	[Needs analysis]

	[R-9.x.2-004]
	Upon a change in registration by registration to a functional identity, deregistration of a functional identity, change of a functional identity, user login to the system or user logout from the system, the FRMCS system shall enables / disables applications depending on the applicable profile.
	A
	
	[Needs analysis]

	[R-9.x.2-005]
	If multiple identities are active for a FRMCS user, the following order shall be used to determine the correct profile:

· Functional Identities related to the user

· User identity

· Functional Identities related to the equipment

· Subscriber identity


	A
	
	[Needs analysis]

	[R-9.x.2-006]
	If a FRMCS user has registered multiple functional identities the authorised applications are a superset of all applications in the applicable profiles. If an application is relying on other applications, enabling of all required applications shall be managed by the system. Only authorised applications shall be presented to the FRMCS user.
	A
	
	[Needs analysis]

	[R-9.x.2-007]
	If the FRMCS user enters a certain area the FRMCS system shall be able to prevent the use of otherwise authorised application(s). If the FRMCS user leaves the area the FRMCS system shall re-enables the application(s). If an application is relying on other applications, enabling of all required applications shall be managed by the FRMCS system. Only authorised applications shall be presented to the FRMCS user.
	A
	
	[Needs analysis]


==================================End of changes==================================
