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Abstract: This document proposes to clean up the text based on the REAR terminology for communication modes rather than connection modes.


[bookmark: _Toc460310039]First Change
[bookmark: _Toc460309973]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Editor's Note: The definitions of active communication and service continuity propose changes to 21.905 and need to be propagated once agreed in SA1. To add to 21.905 we need to consider another note for service continuity, e.g., 
NOTE x: 	Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection communication and an indirect 3GPP connectioncommunication.
Editor's Note: Terminology throughout the document needs to be aligned with existing terminology for direct connection/communication, indirect connection/communication and relay.
Active communication: a UE is in active communication when it has one or more connections established. A UE may have any combination of PS connections (e.g., PDP contexts, active PDN connections).
Availability (%): Percentage value of the amount of time the 3GPP system is delivering services divided by the amount of time it is expected to deliver services in a specific area.
Network slice: A set of network functions and corresponding resources necessary to provide the required telecommunication services and network capabilities.
Reliability (%): The amount of sent network layer packets successfully delivered to a given node within the time constraint required by the targeted service, divided by the total number of sent network layer packets.
Satellite access: Direct connectivity between the user terminal and the satellite.
Service Continuity: The uninterrupted user experience of a service that is using an active communication when a UE undergoes an access change without, as far as possible, the user noticing the change. 
NOTE 1: 	In particular Service Continuity encompasses the possibility that after a change the user experience is maintained by a different telecommunication service (e.g. tele- or bearer service) than before the change.
NOTE 2: 	Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection communication and an indirect 3GPP connectioncommunication.
Tactile internet: System where a human controls physical or real objects by tactile input, and receives tactile, audio, or visual feedback of his actions. The feedback has to arrive fast enough to give the impression of zero-latency control.
Wireless Backhaul: provides interconnection link between network nodes and/or transport network using 3GPP radio access technology. 

Second Change
[bookmark: _Toc460309975]4	Overview
Unlike previous 3GPP systems that attempted to provide a 'one size fits all' system, the 5G system is expected to be able to provide optimized support for a variety of different services, different traffic loads, and different end user communities. Various industry white papers, most notably, the NGMN 5G White Paper [2], describe a multi-faceted 5G system capable of simultaneously supporting multiple specific combinations of reliability, latency, throughput, location accuracy, and availability. This technology revolution is achievable with the introduction of new technologies, both in access and the core, such as flexible, scalable assignment of network resources. In addition to increased flexibility and optimization, a 5G system needs to support stringent KPIs for latency, reliability, and throughput. Enhancements in the air interface contribute to meeting these KPIs as do enhancements in the core network, such as network slicing, in-network caching and hosting services closer to the end points.  
As outlined in TR 22.891 [3], a 5G system also supports new business models such as those for IoT and enterprise managed networks. Drivers for the 5G KPIs include services such as drone control, augmented reality, and factory automation.  Network flexibility enhancements support self-contained enterprise networks, installed and maintained by network operators while being managed by the enterprise. Enhanced connection communication modes and evolved security facilitate support of massive IoT, expected to include tens of millions of devices sending and receiving data over the 3GPP 5G network.
Flexible network operations are the mainstay of the 5G system.  The capabilities to provide this flexibility have been described in TR 22.864 [4], including network slicing, network capability exposure, scalability, and diverse mobility.   Other network operations requirements address the necessary control and data plane resource efficiencies, as well as network configurations that optimize service delivery by minimizing routing between end users and application servers. Enhanced charging and security mechanisms handle new types of devices connecting to the network in different ways. 
MBB enhancements have been identified in TR 22.863 [5] to meet a number of new KPIs. These pertain to high data rates, high density, high user mobility, highly variable data rates, and deployment and coverage. High data rates are driven by the increasing use of data for services such as streaming (e.g., video, music, and user generated content), augmented reality, and IoT (e.g., drone control). These services come with stringent requirements for user experienced data rates (including downlink and uplink) as well as associated requirements pertaining to latency to meet service performance expectations.  Additionally, increased coverage in densely populated areas such as sports arenas, urban areas, and transportation hubs has become essential.  New KPIs on density enable both the transport of high volumes of data traffic per area (traffic density) and transport of data for a high number of connections (device density or connection density). Many 5G devices are expected to support a variety of services which exchange either a very large (e.g., streaming video) or very small amount of data (e.g., data burst).  The 5G system will handle this variability in a resource efficient manner.  All of these cases introduce new deployment requirements for indoor and outdoor, local area connectivity, wide area connectivity, and UEs travelling at high speeds.
Editor's Note: 5G devices can be changed if we agree to a new definition for UE.
Another aspect of 5G KPIs includes requirements for various combinations of latency and reliability, as well as higher accuracy for positioning.  These KPIs, as identified in TR 22.862 [6], are driven by support for both commercial and public safety services. On the commercial side, new use cases are expected for factory automation, industrial process automation, drone and other UAV control, augmented reality, and more.  Services such as UAV controls will require more precise positioning information that includes altitude, speed, and direction, in addition to horizontal coordinates.
Support for MIOT brings many new requirements in addition to those for the enhanced KPIs, as have been identified in TR 22.861 [7].  The expansion of connected things introduces a need for significant improvements in resource efficiency in all system components (e.g., devices, radio, access network, core network). 

Third Change
[bookmark: _Toc460309988]6.2.2	Requirements
The 3GPP system shall enable operators to specify a level of mobility support (e.g., stationary, nomadic, spatially restricted mobility, full mobility) for a device or group of devices. 
The 3GPP system shall enable operators to modify the level of mobility support provided for a device. 
The 3GPP system shall support optimized mobility management procedures for devices with varying levels of mobility (e.g., stationary, nomadic, spatially restricted mobility, full mobility). 
The 3GPP system shall optimize mobility management support for devices that use only mobile originated communications.
The 3GPP system shall enable packet loss to be minimized during inter- and/or intra-RAT cell changes for some or all connections associated with a device.
For applications that require a constant IP address, the 3GPP system shall enable maintaining the IP address assigned to a device when moving across different cells and RATs for connections associated with a device. 
The 3GPP system shall enable minimizing impact to the user experience (e.g., minimization of interruption time) when changing the IP address and IP anchoring point for some or all connections associated with a device.
The 3GPP system shall support service continuity for a remote UE, when the remote UE changes from one Evolved ProSe UE-to-Network Relayrelay UE to another and both Evolved ProSe UE-to-Network Relaysrelay UEs use 3GPP access to the 3GPP core network.


Fourth Change
[bookmark: _Toc460310001]6.4.2.3	Energy efficiency
The 3GPP system shall support mechanisms to improve battery life for a device over what is possible in EPS.
The 3GPP system shall optimize the battery consumption of an Evolved ProSe UE-to-Network Relayrelay UE via which a device is in indirect 3GPP connection communication mode.
The 3GPP access network shall support an energy saving mode with the following characteristics:
-	The energy saving mode can be activated/deactivated either manually or automatically.
-	 Service can be restricted to a pre-defined set of users (e.g., public safety, emergency callers).
NOTE:	When in energy saving mode the transmit power may be reduced or turned off (deep sleep mode), latency and jitter may be increased.

Fifth Change
[bookmark: _Toc460310015][bookmark: _Toc460310032]6.9	Connectivity Communication models
[bookmark: _Toc460310016]6.9.1	Description 
The UE can connect with the network directly or connect with the network using another UE as an Evolved ProSe UE-to-Network Relayrelay UE, or they may be capable of using both types of connectionscommunication models. The scope of such UEs can be from simple wearables, such as a smart watch or a set of sensors embedded in clothing, to a more sophisticated wearable device monitoring biometrics. They can also be non-wearable devices that communicate in a Personal Area Network such as a set of home appliances (e.g., smart thermostat and entry key), or the electronic devices in an office setting (e.g., smart printers), or a smart flower pot that can be remotely activated to provide water to the plant. The Evolved ProSe UE-to-Network Relayrelay UE can access the network using 3GPP or non-3GPP access networks (e.g., WLAN, fixed broadband access).3GPP and non-3GPP RATs can be supported for connectivity communication scenariosmodels. 3GPP RAT over licensed band or unlicensed band can be supported for connectivity scenarioscommunication models.
[bookmark: _Toc460310017]6.9.2	Requirements 
The connection between a remote UE and an Evolved ProSe UE-to-Network Relay shall be able to use 3GPP RAT or non-3GPP RAT (e.g. WLAN, fixed broadband access) and use licensed or unlicensed band.
The 3GPP system shall support indirect 3GPP communication in a VPLMN when a remote UE and an Evolved ProSe UE-to-Network Relay subscribe to different PLMNs and both PLMNs have a roaming agreement with the VPLMN. 
The 3GPP system shall be able to support a UE using simultaneous indirect and direct 3GPP communication.
The 3GPP system shall be able to support QoS for a user traffic session between the remote UE and the network using 3GPP RAT.

Sixth Change
[bookmark: _Toc460310031]6.14.1	Description
With the Internet of Things, it is expected that the diversity of device types and the usage models will largely vary. Moreover, when the device is manufactured, the deployment location and specific usage may not be known. Sometimes the devices will be added to existing subscriptions, other times they may be part of a new subscription for the user. Sometimes the devices may be leased. During their life cycle these devices go through different stages, involving the change in ownership when the device is deployed and possibly afterwards, the activation of the device by the preferred operator, a possible change of operators, etc. These stages need to be managed securely and efficiently. A method of dynamic subscription generation and management is needed in addition to statically provisioned subscription. Once the subscription is established, subscription management becomes necessary, for example, to modify the subscription when the ownership of the device changes, to update or refresh credentials due to suspected leakage or theft of security keys or as a preventive measure, etc.
The Internet of Things will also support various connectivity communication models: The devices can connect with the network directly or connect with the network using another device as an Evolved ProSe UE-to-Network Relay, or they may be capable of using both types of connectionscommunication models. The direct connection between the device and the Evolved ProSe UE-to-Network Relay can be using 3GPP or non-3GPP RAT. The Evolved ProSe UE-to-Network Relay can access the network also using 3GPP or non-3GPP access networks (e.g., WLAN, fixed broadband access). In order to identify and manage the devices, a subscription with the 3GPP network is needed, even if the access is done via non-3GPP access.

Seventh Change
6.14.2	Requirements
A device which is able to access the 3GPP network in via direct 3GPP connection communication mode using a 3GPP RAT shall have a 3GPP subscription.
The 3GPP system shall be able to provide mechanisms to change the association between a subscription and address/number of an IoT device within the same operator and in between different operators in an automated way. 
The 3GPP system shall be able to support identification of subscriptions independently of identification of devices.
An IoT device which is able to connect to a UE in direct device connectionusing a ProSe communication path mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g., for device management purposes or to use indirect 3GPP connection communicationmode).
Editor’s Note: The terms “IoT device” and “device” need to be defined. 
Eighth Change
[bookmark: _Toc460310037]8.2	General
The 3GPP system shall support a secure mechanism to store cached data.
The 3GPP system shall support a secure mechanism to access a data cache.
The 3GPP system shall provide the means for caching of encrypted contents with minimal negative impact to performance (e.g., latency, bandwidth).
The 3GPP system shall support a mechanism for the operator to authorize subscribers of other PLMNs to receive temporary service (e.g., mission critical services).
The 3GPP system shall be able to provide temporary service for authorized users without access to their home network (e.g., IOPS, mission critical services).
The 3GPP system shall allow the operator to authorize 3rd parties to create and manage a network slice, subject to a bilateral agreement between the 3rd party and the network operator. 
An Evolved ProSe UE-to-Network Relay relay UE should not be able to intercept any relayed data.

Ninth Change
8.4	Authorization
Before establishing a a ProSe communication path direct device communications using a non-3GPP RAT, devices may use 3GPP credentials to determine if they are authorized to engage in a ProSe communication  direct device communication, based on operator policy.
Subject to operator's policy, the 3GPP system shall provide a means to verify whether a device is authorized to use prioritized access for a specific service.
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