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--- 1st change ---
5.1.1
Description
…

Flexibility enabler 8:  Service Slicing
In addition to 3rd party control of network slicing described above, the system should also support separation of access and service credentials to provide a new method for 3rd parties and MNOs to cooperate.  In this model, which may be termed service slicing, MNO credentials are used for network access and for MNO services.  3rd party service credentials authenticate and authorize the UE’s connectivity for 3rd party data, and may be leveraged to obtain MNO services for QoS etc.  The MNO in this model continues to be in full control of access control and mobility management.  The 3rd party service provider can assist the MNO by accurately and authoritatively marking their traffic flows for purposes of MNO processing.

--- End 1st change ---
--- 2nd change ---
5.1.2
Potential Requirements

…

5.1.2.8
Service Slicing
[PR 5.1.2.8-001] The 3GPP system shall enable service authorization by 3rd party service providers.
[PR 5.1.2.8-002] The 3GPP system shall allow 3rd party service providers to provide information to the MNO on how their traffic flows should be treated by the MNO.
--- End 2nd change ---
