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1 Introduction
This discussion paper analyses the requirements on REAR according to the security aspects in REAR WID and introduces the requirement proposals on this REAR WID [1].
2 Discussion on the scenario aspects in the REAR WID
According to the categorization in S1-161159 [2], the security aspect in the REAR WID is in the following:
· Security related requirements for communication from the remote UE to the EPC, including Lawful Interception aspects 

So we suggest adding following requirements into 22.278 in the security clause, which proposed in S1-161167 [3].
· The 3GPP system shall ensure that the end-to-end confidentiality and integrity of data and sigalling between a remote UE and 3GPP core network when the remote UE accesses the 3GPP network via an Indirect 3GPP Connection comparable with when the remote UE accesses the 3GPP network via a direct 3GPP connection.
· The 3GPP system shall be able to support regional or national regulatory requirements (e.g. lawful interception, PWS) for a UE independently of whether the UE accesses the 3GPP network via a direct 3GPP connection or an Indirect 3GPP Connection.
· The HPLMN operator shall be able to authorize the ability of a UE to access the 3GPP network via an Indirect 3GPP Connection, separately for the HPLMN and for roaming in VPLMNs.
· The HPLMN operator shall be able to authorize the ability of a UE to relay another UE, separately for the HPLMN and for roaming in VPLMNs.
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