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Abstract: This contribution aims at proposing admisison control requirements that will be relavant for all MCX services.
The first change deals with on network, while the second change deals with off network. The idea is to keep make the function as simple as possible to be as generic as possible.
A lot of text is taken from a UK home office other proposal.
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6.2.3
Admission control

6.2.3.1
Service description

The dominant usage of MCPTT relies on any one of several users pressing to talk and being granted the floor for them to speak, each of the other users then receives the audio. Floor control is necessary for several reasons. For simultaneous or near simultaneous presses; to gain authority to speak it is best to accept one and reject the other so that simultaneous requests don’t interfere with one another and make both unintelligible. Furthermore if one user is speaking and a more urgent message needs to be delivered the new user has to be able to override the current talker. Floor control works well for speech, where the user will hold onto their thought and say what they have to when they are granted the floor. Senior participants (e.g. incident commander) can usefully wrest control at any time and deliver important instructions whilst any overridden talker can continue to hold on to their thought and restate it if and when suitable at a later time. All users are typically listening to the stream of speech all the time.

It should be possible to operate a similar strategy of floor control for MCVideo as well as alternatives described below. For MCData it is not clear that conventional floor control would be needed at all.

For MCData there is no reason why simultaneous communication would cause any problems. Receiving entities will be able to distinguish separate streams of data and handle them together or independently so control is not necessary to determine who may transmit to the group. It may be convenient to restrict the total amount of data that a user can consume, to impose restrictions at times of capacity overload risk or to implement QoS priority or pre-emption. These are not floor control. In particular, most users would be expected to receive more than they transmit so a more useful control on quantity of data would be to allow users to only receive what is useful to them. It will of course also be necessary for administrative purposes to have a means to terminate a data communication. As terminating a data communication could make all of the foregoing data communication valueless, such a termination approach would best be instituted with a challenge approach so the system can chose to issue a warning that the data comms will be terminated and wait to receive a response. The response could acknowledge termination, request a quantity more or seek authority to continue. Policy will be implemented to accept or deny this and eventually termination may be forced.

For MCVideo, although video can occupy a lot of bandwidth, floor control is not the most suitable mechanism to manage this. When a user presses to send, it is by no means certain that all other users are able to watch, indeed maybe none are able to do so and the floor control entity will not know who can view. Furthermore, although a group may be configured with users on a common mission or with common objectives it may be that any one video stream is only relevant to a few affiliated members of the group. Finally, whereas with MCPTT it is normal for more important instruction to require override of existing speech and the more important message is most likely to come from a commanding officer, for MCVideo it is unlikely that any predictable other user will have more important video that they will want to send in preference to video already being sent and even more unlikely that a pre-configured network entity will be able to make that decision.
6.2.3.2 General aspects requirements
[R-6.2.3.2-001] The admission control functionality shall authorize a participant to start a communication.
[R-6.3.3.2-002]: the admission control shall be common to all MCX Services. That is to say resources are shared by all MCX Services depending on priorities. When a new communication is started an MCX service shall take into account priorities of all MCX Services communications  as well as the resources they take/need.
[R-6.2.3.2-003] The MCX Service shall provide a mechanism for the MCX administrator to limit the number of simultaneous MCX communication a MCX User can participate in.

6.2.3.3
Communication initiation

[R-6.2.3.3-001] An authorized MCX User shall be able to request to start a communication.

[R-6.2.3.3-002] The admission control functionality shall determine if a User is allowed to start a communication and transmit.
[R-6.2.3.3-003] The admission control functionality shall be able to notify a user when its communication is accepted with lower quality of service (e.g. lower throughput)
[R-6.2.3.3-004] Following an MCX Service request for permission to transmit on the Selected MCX Group, the Affiliated MCX Group Member that made and was granted the request shall be given an indication of being granted permission to transmit.

[R-6.2.3.3-005] Following an MCX Service request for permission to transmit on the Selected MCX Group, an Affiliated MCX Group Member that made but was not granted the request shall be given an indication that permission to transmit was not given at that time.
[R-6.2.3.3-006] When a user is not allowed to start a communication the request may be queued or rejected.

[R-6.2.3.3-007] The MCX Service shall notify the MCX User that his communication has been queued or rejected.
6.2.4
Communication termination
[R-6.2.4-001] If a Participant of an MCX Service Group Communication is pre-empted, the MCX Service may terminate the communication or continue the communication with an indication to the transmitting Participant that one or more receiving Participants was pre-empted.

[R-6.2.4-002] If MCX User(s) are pre-empted from an on-going MCX Service communication as there is insufficient capacity to support their on-going participation, the MCX Service may ensure that the MCX User(s) receive a notification that they have been removed from the communication for reasons of lack of capacity.

[R-6.2.4-003] The MCX Service shall terminate a communication after an optional, configurable timer expires.

[R-6.2.4-004] The MCX Service shall provide an indication to the Participants when the communication is within a configurable amount of time before the communication time limit is reached.

[R-6.2.4-005] The MCX Service shall provide an indication to the Participants that the communications time limit has been reached.

[R-6.2.4-007] The MCX Service shall terminate an MCX Service Group Communication if any termination condition is met (e.g., last Participant leaving, second last Participant leaving, initiator leaving) or the minimum number of Affiliated 
---------------End of first change

For off network we would have the following changes:
------------Begin of second change
7.3
Admission control
7.3.1
General aspects
[R-7.3.1-001] The admission control functionality shall authorize a participant to start a communication.
[R-7.3.1-002] The admission control function shall be common to all services. That is to say resources are shared by all MCX Services depending on priorities. When a new communication is started an MCX service shall take into account priorities of all MCX Services communications  as well as the resources they take/need.
[R-7.3.1-003] The off-network Floor control functionality in an X Service shall determine at a point in time which received transmission(s) from off-network Participant(s) shall be presented to the receiving off-network Participant(s).

7.3.2
Communication initiation
[R-7.3.2-001] An authorized participant shall be able to request to start a communication.

[R-7.3.2-002] The admission control functionality shall determine if a User is allowed to start a communication and transmit according to resource management.
[R-7.3.2-003] Following an off network MCX Service request for permission to transmit on the Selected MCX Group, the Affiliated MCX Group Member that made and was granted the request shall be given an indication of being granted permission to transmit.

[R-7.3.2-004] Following an off-network MCX Service request for permission to transmit on the Selected MCX Group, an Affiliated MCX Group Member that made but was not granted the request shall be given an indication that permission to transmit was not given at that time.
[R-7.3.2-005] When a user is not allowed to start an communication the request may be queued or rejected.

[R-7.3.2-006] The MCX Service shall notify the MCX User that his communication has been queued or rejected.




7.4
Communication termination

[R-7.4-003] The MCX Service when operating off the network shall provide a mechanism for an MCX Service Administrator to preconfigure separately the limit for the total length of time of an MCX Service Group Communication and an MCX Service Private Communication.

[R-7.4-004] The MCX Service when operating off the network shall provide an indication to the Participants that the communication is within a configurable amount of time before the communication time limit is reached.

[R-7.4-005] The MCX Service when operating off the network shall provide an indication to the Participants that the communication time limit has been reached.

[R-7.4-006] The MCX Service when operating off the network shall release the communication when the communication time limit has been reached.

-------------------End of second change
