3GPP TSG-SA WG1 #72
S1-154319
Anaheim, CA, USA, 16-20 November 2015                                    (Revised from S1-154247)
Title:
SMARTER_NEO: In – Network Caching
Agenda Item:
8.5
Source:
InterDigital
Contact:
Eldad Zeira (eldad.zeira@interdigital.com)

Abstract: The text proposal in this brings the in-network caching from TR22.891. It also proposes that SA-1 studies caching of e.g. HTTPS encrypted contents. 
Reference: use case 5.36 in TR22.891
Discussion
In Belgrade, SA-1 has approved a use case with potential requirements to enable caching of video, web pages etc. 
In recent years it has become apparent that confidentiality protected contents (e.g. using HTTPS) are already a significant, and growing, fraction of network traffic. 

Fortune [2] quotes Sandvine [1] saying “Encryption, which keeps the content of digital communications hidden from prying eyes, protects about 30% of the Internet traffic in North America at present, according to the report. By the end of 2016, that figure should more than double to more than two-thirds of the continent’s Internet traffic”
Unless HTTPS caching is enabled, network based caching will shrink as the fraction of HTTPS traffic increases.

Some work on the topic is, as I understood, done by GSMA. There are also some discussions, as I understood, in the IETF. 

Regardless of the outcome of these efforts, it is reasonable to assume that a complete solution will require mobile network functionality in the core network. We are now studying the 5G core network, and we should take this functionality into account in the study. 
I propose therefore to add to SMARTER_NEO the requirement that:
“The 3GPP system shall provide the means for caching of encrypted contents (e.g. using HTTPS) with similar performance benefits to those obtained for unencrypted contents”.
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<<<< Proposed Text Changes >>>
5.4
Efficient Contents Delivery 
5.4.x
In Network Caching 

5.4.x.1
Description

It is expected that mobile traffic will keep increasing, and video media content will be the major driver: it should be for over 66% of total mobile data traffic in future years. In-network caching is an effective way to deliver video, webpages, etc.

A significant and growing fraction of the traffic uses the HTTPS protocol which is encrypted. It is important that the 3GPP network be able to efficiently cache this type of contents.

5.4.x.2
Potential Requirements

The 3GPP network shall be able to efficiently deliver or forward content from in-network entities controlled by the operator.

The 3GPP system shall provide charging, Lawful Interception (LI) and QoS differentiation for content delivered from an in-network entity.

The 3GPP system shall provide the means for caching of encrypted contents (e.g. using HTTPS) with at least similar performance benefits to those obtained for unencrypted contents.
