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Abstract: This contribution clarifies that typical V2V message sizes are between 50 to 110 bytes, without taking into account security overhead. 
1  Introduction
The current TR states that V2V messages can vary between 50 to 300 bytes, without taking into account security overhead. In addition, V2V message can be up to 1200 bytes when triggered by safety events. However, it is not clear
· Are there any typical V2V messages in the network that appear much more frequent than others? If so, what are the typical sizes of these messages?
This contribution confirms that there exist V2V messages that are more “typical” than others. And, the sizes of these typical V2V messages are between 50 to 110 bytes, without considering security overhead.
2  Discussion

The current TR states the following on V2V message size:

[PR.5.3.5-001] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with variable message payloads of 50-300 Bytes.
Note: 
The above message size does not take into account security overhead.
The 50 to 300 bytes range gives the minimum and maximum boundaries of V2V messages. In particular,

· The 50-byte message contains no path history points (e.g., CAM high-frequency message),
· The 300-byte message contains a maximum of 23 path history points (e.g., when vehicles are driving in complex road conditions such as consecutive curves). 
Path history is computed as a concise representation of recent vehicle movement over a certain distance. It is attached to the V2V message and enables other vehicles to predict the roadway geometry and potential collision risks. According to USDoT path history reference design, vehicles shall not broadcast their complete trajectory points. Instead, only a subset of these points, known as “path history concise representation”, will be exchanged among the vehicles. A graphical illustration of the path history reference design is given below [5]:
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Based on extensive real-world testing, it is found that 7 path history points are sufficient to cover over 90% cases [3]. In what below, we discuss the impacts on CAM messages defined in ETSI ITS and BSM messages defined in SAE.
2.1 CAM messages defined in ETSI ITS

According to ETSI CAM technical specifications [1], each broadcasted CAM message shall contain the following data elements:
Table 1
CAM Packet Sizes
	Data Elements
	Type
	Typical Size (Bytes)
	Description

	High-frequency Component
	Header
	Mandatory
	8
	Protocol version, message type, sender address, and time stamp

	
	Basic Container
	Mandatory
	18
	Station type (e.g., lightTruck, cyclist, pedestrians, etc.) and position

	
	High-Frequency (HF) Container
	Mandatory
	23
	All fast-changing status information of the vehicle, i.e., heading, speed, acceleration, etc.

	Low-frequency Component
	Low-Frequency (LF) Container
	Mandatory (every 500 ms)
	60
	Static or slow-changing vehicle data, mainly path history.  The path history is made up of a number of path history points. According to [3], 7 path history points are sufficient to cover over 90% cases based on extensive testing. Each point is approximately 8 bytes [1]. 

	
	Special Vehicle Container
	Optional (every 500 ms)
	2 ~ 11
	Specific vehicles role in road traffic (e.g., public transport, vehicles realizing a rescuing operation, etc.). 


Observation 1: CAM data traffic is characterized by 
· A high-frequency component, approximately 50 bytes, attached to every CAM data packet, and

· A low-frequency component, approximately 60 bytes, attached to CAM data packet only when the time elapsed since the last CAM with LF container is equal or larger than 500 ms.
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Figure 1
An illustration of typical CAM data traffic
2.1 BSM messages defined in SAE
According to SAE J2945.1 [3], each broadcasted BSM message shall contain the following data elements:
Table 2
BSM Packet Sizes
	Data Elements
	Type
	Typical Size (Bytes)
	Description

	PartI
	Mandatory
	39
	Fast-changing vehicle dynamics and message IDs

	PartII
	Event flags
	Mandatory
	2
	Safety-related event indication (e.g., hard braking, control loss, etc.)

	
	Path Prediction
	Mandatory
	3
	Estimation of the driver’s intended future path

	
	Path history
	Mandatory
	56
	Static or slow-changing vehicle data, mainly path history.  The path history is made up of a number of path history points. According to [3], 7 path history points are sufficient to cover over 90% cases based on extensive testing. Each point is approximately 8 bytes [4]. 


Observation 2: Typical BSM data traffic is characterized by 

· A PartI component, approximately 40 bytes, attached to every BSM data packet, and

· A PartII component, approximately 60 bytes, attached to every BSM data packet.
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Figure 2
An illustration of typical BSM data traffic

Considering both CAM and BSM data traffic characteristics, it is proposed to consider “typical” V2V messages are around 50 to 110 bytes. 

3 Text Proposal
Taking into account USDoT path history reference design, we propose to clarify that typical V2V message sizes are between 50 to 110 bytes, without considering secuirty overhead. 
***** BEGIN OF CHANGE *****
5 Use Cases
5.1
Forward Collision Warning

5.1.1

Description

The FCW application is intended to warn the driver of the HV in case of an impending rear-end collision with a RV ahead in traffic in the same lane and direction of travel. Using the V2V Service, FCW is intended to help drivers in avoiding or mitigating rear-end vehicle collisions in the forward path of travel.
5.1.2

Pre-conditions

The RV and HV are supporting V2V Service and can communicate with each other using the V2V Service.
5.1.3

Service Flows

The RV V2V Service layer periodically broadcasts a message, indicating its current position, speed, acceleration and optional estimated trajectory.

The RV makes an in-lane determination and time-to-collision determination, which is reflected in the broadcast message.

LTE broadcasts the different messages as requested by the application layer.

The HV receives the RV broadcasted message and determines if actions need to be taken. 
5.1.4

Post-conditions

The driver of HV is made alerted that there is an in-path vehicle and can take corrective actions to avoid or mitigate rear-end vehicle collisions in the forward path of travel.
5.1.5

Potential Requirements

Note 1: 
Some example informative V2X parameter sets are offered in Annex A of this document.
The following potential requirements are derived from this use case:

[PR.5.1.5-001]
The MNO network shall be able to authorize a UE that supports V2V Service for usage of message transfer as needed for V2V Services.
[PR.5.1.5-002]
A UE that supports V2V Service shall be able to transmit a broadcast V2V message periodically if requested by the V2V service layer

[PR.5.1.5-003]
A UE that supports V2V Service shall be able to receive a periodic broadcast message.

[PR.5.1.5-004]
The E-UTRA(N) shall be able to support high mobility performance(e.g. a maximum absolute velocity of 160 km/h). 

[PR.5.1.5-005]
The E-UTRA(N) shall be able to support a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds). 

[PR.5.1.5-006]
The E-UTRA(N) shall be able to support a typical message size of 50-110 Bytes, which can be up to 300 Bytes.

Note 2: The content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory
Note 3: 
The above message size does not take into account security overhead that can be added by application layer.

[PR.5.1.5-007]
The E-UTRA(N) shall be able to support a maximum latency of 100ms. 

[PR.5.1.5-008] The E-UTRA(N) shall be able to support a maximum frequency of 10 V2V messages per second.

[PR.5.1.5-009]
The E-UTRA(N) shall be able to support high reliability without requiring application-layer message retransmissions. 
[PR.5.1.5-010]
The V2V Service shall support user/vehicle anonymity and integrity protection of the transmission.

[PR.5.1.5-011]
A UE that supports V2V Service shall be able to support transmission and reception of the V2V message from other UEs that supports V2V Service in different PLMNs and of different countries.
Note 4: 
It is not required that a UE supporting V2V Services can simultaneously use different PLMNs for V2V Services.
5.2
Control Loss Warning

5.2.1

Description

The CLW application enables a HV to broadcast a self-generated control loss event to surrounding RVs. Upon receiving such event information, a RV determines the relevance of the event and provides a warning to the driver, if appropriate.
5.2.2

Pre-conditions

The RV and HV are supporting V2V Service and can communicate with each other using the V2V Service.

5.2.3

Service Flows

The RV periodically broadcasts a message indicating its current position, speed, acceleration and optional estimated trajectory.  

When the RV self-determines a control loss, possibly coupled with in-lane and time-to-collision determinations, it transmits this information via broadcast as an event, making use of the V2V Service.
The HV receives the RV event message and determines if actions need to be taken.
5.2.4

Post-conditions

Driver of HV is alerted that there is an in-path vehicle with a loss of control, and can therefore take corrective actions to avoid or mitigate a rear-end vehicle collision in the forward path of travel.  

5.2.5

Potential Requirements

Note 1: 
Some example informative V2X parameter sets are offered in Annex A of this document.
The following potential requirements are derived from this use case:

[PR.5.2.5-001]
The E-UTRA(N) shall be able to support high mobility performance (e.g. support a maximum relative velocity of 280 km/h. 

[PR.5.2.5-002]
The E-UTRA(N) shall be able to support a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds). 
[PR.5.2.5-003]
The E-UTRA(N) shall be able to support a maximum latency of 100ms.
[PR.5.2.5-004]
The MNO network shall be able to support anonymity and integrity protection of communication.

Editor's Note: The terminology used, E-UTRA(N), to reflect the case where there is no network (out of coverage) needs to be clarified.

[PR.5.2.5-005]
A UE that supports V2V Service shall be able to transmit an event-driven V2V message immediately after it has been triggered by the V2V Service layer.

[PR.5.2.5-006]
A UE that supports V2V Service shall be able to receive an event-driven V2V message.

[PR.5.2.5-007]
The E-UTRA(N) shall be able to support a typical message size of 50-110 bytes, which can be up to 1200 bytes.

Note 2: 
The content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory

Note 3: 
The above message size does not take into account security overhead that can be added by application layer.

[PR.5.2.5-008] The E-UTRA(N) shall be able to support a maximum frequency of 10 V2V messages per second.

[PR.5.2.5-009]
The E-UTRA(N)shall be able to support high reliability without requiring application-layer message retransmissions.

5.3
V2V Use case for emergency vehicle warning
5.3.1
Description

Emergency vehicle warning service enables each vehicle to acquire the position, speed and direction information of a surrounding emergency vehicle (e.g. ambulance) to assist safety operation like allowing ambulance path to get free.
5.3.2
Pre-Conditions

John is driving rapidly with his ambulance on the street. The ambulance is equipped with ProSe-enabled UE supporting V2V Service. 
There are several cars in his vicinity also equipped with ProSe-enabled UEs supporting V2V Service.

5.3.3
Service Flows 
 John’s ambulance periodically checks if its position, speed or direction has changed for a predefined threshold compared with the ones notified last time. If any of the above parameters satisfies the checking criteria, a message (CAM) is broadcasted containing the car’s statement. 
The CAM contains the basic vehicle information, including vehicle dynamic status information like direction and speed, vehicle static data like dimension, status of exterior lights, path history. The size of CAM message is typically of 50-110 Bytes without considering security overhead, which can be up to 300 bytes when path history points reach a maximum number of 23 (e.g., vehicle makes consecutive turns in complex road topologies)
The emergency vehicle warning message from John’s ambulance is transmitted in the minimum frequency of 10 messages per second.

The generated CAM is broadcasted. It is expected that all cars within 300 meters range from John should be able to receive the message, including cars at the street corner without line-of-sight path. The latency for message reception shall be less than 100 ms.
5.3.4
Post-Conditions

Cars in John’s vicinity deliver the information to car driver who can understand to free the street way.
5.3.5
Potential Requirements 
[PR.5.3.5-001] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with typical variable message payloads of 50-110 Bytes, which can be up to 300 bytes.
Note: 
The above message size does not take into account security overhead.
[PR.5.3.5-002] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with maximum frequency of 10 messages per second.
[PR.5.3.5-003] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with a maximum latency of 100ms.
[PR.5.3.5-004] The E-UTRAN shall be capable of supporting a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds).

[PR.5.3.5-005] The E-UTRAN shall be capable of transferring V2V service messages between UEs supporting V2V applications with a maximum relative velocity of 280 km/h.
5.7
Queue Warning
5.7.1

Description

In a lot of situations, a queue of vehicles on the road may pose a potential danger and cause delay of traffic, e.g. when a turning queue extends to other lanes. Using the V2I Service, the queue information can be made available to other drivers beforehand. This minimizes the likelihood of crashes and allows for mitigation actions.

5.7.2

Pre-conditions

Vehicles A, B, C, and D are supporting V2X applications and can communicate with each other using the V2V Service, and also communicate with an infrastructure entity, RSU, via the V2I Service. 

Vehicles A, B and C are queuing at a junction with Vehicle A at the queue head and Vehicle C at the queue end. Vehicle D is approaching the junction from afar. 

5.7.3

Service Flows

The service flow involves two aspects: queue determination and queue information dissemination. The former is making use of the V2V Service, and the latter is using the V2I Service.

The detailed service flow is as follows:  


-
Each of the vehicles A, B and C broadcasts a message periodically to other vehicles in proximity using V2V Service. The message indicates their status, e.g. location, vehicle dimension, heading, speed, brake status, gear level, and possible environment information. 


-
Vehicle C receives the broadcast messages, and determines that it is the end of the queue, and thus periodically informs the RSU, using V2I Service, regarding the queue information, e.g. size of the queue, status of the queue, the size of the queue, the last position of the queue, which lanes are affected, etc. 


-
The RSU broadcasts a message to vehicles in proximity, using the V2I Service, about the queue, based on information received from Vehicle C.


-
Vehicle D, when approaching the RSU, receives the message from the RSU using the V2I Service, and the driver is made aware of the queue and related information, such that driving strategy can be formed before reaching the queue.


-
The vehicle D joins the queue behind vehicle C. Vehicle D replaces vehicle C to update the RSU, using V2V Service, about the queue, after it determines that it became the end of the queue.

5.7.4

Post-conditions

Driver of Vehicle D is made aware of the queue ahead of time, and can take actions accordingly in a timely fashion. 
5.7.5

Potential Requirements

Note 1: 
Some example informative V2X parameter sets are offered in Appendix A. In the case of V2I note that one communication end-point is stationary. 
[PR.5.7.5-001]
A UE that supports V2I Service shall be able to transmit a message to an RSU.

[PR.5.7.5-002]
A UE that supports V2I Service shall be able to receive a message from an RSU.

[PR.5.7.5-003]
The E-UTRA(N) shall be able to support a maximum relative velocity of 160 km/h. 

[PR.5.7.5-004]
The E-UTRA(N) shall be able to support a communication range sufficient to give driver(s) ample response time (e.g. 4 seconds). 

[PR.5.7.5-005]
The E-UTRA(N) shall be able to support a typical message size of 50-110 Bytes, which can be up to 300 Bytes for periodic safety messages (e.g., CAM and BSM) and 1200 bytes for event-triggered safety messages (e.g., DENM).
Note 2: 
the content (which is out of scope of 3GPP) allows the application layer to make decisions based on, e.g. its current position, speed, acceleration and optional estimated trajectory
Note 3: 
The above message size does not take into account security overhead.
[PR.5.7.5-006]
The E-UTRA(N) shall be able to support a maximum latency of 100 ms. 

[PR.5.7.5-007]
The V2I Service shall support user/vehicle anonymity and integrity protection of the transmission.

5.8
Road safety services 
5.8.1
Description

V2I messages are delivered from one UE supporting V2I Service to other UEs supporting V2I Service via an eNB which may be installed on the road side. 
The eNB receives V2I messages transmitted from UEs supporting V2I Service and transmits the received V2I messages to UEs within a local area.
A UE receives V2I messages transmitted by the eNB. After processing the received V2I messages, the UE notifies the driver of relevant information. 
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Figure 5.8.1-1: Road safety services via an eNB
5.8.2

Pre-conditions

The UEs in vehicles recognize that the network supports road safety services. Each vehicle is served by an eNB in the network. 

Each UE is capable of generating, transmitting, receiving and processing V2I messages.

The eNB is capable of generating, transmitting, receiving and processing V2I messages. 
5.8.3

Service Flows

Vehicle A and Vehicle B’s UEs determine a cell which is controlled by an eNB for active road safety services.
Vehicle A's UE triggers transmission of a V2I message periodically or based on a certain event that happens at the vehicle, e.g. collision risk warning. 
The eNB receives one or more V2I messages from one or more vehicles including Vehicle A's UE.

The eNB may or may not filter out some V2I messages received from some UEs.

The eNB distributes a V2I message at the cell.

Vehicle B's UE monitors transmission of the V2I messages and receives the V2I message at the cell.

Note:
The message broadcast by the eNB may or may not be the same as the message received from the vehicle. However, how the eNB constructs the message broadcast at the cell is out of the scope of 3GPP.
5.8.4

Post-conditions
Vehicle B's UE gets aware of a situation related to road safety, e.g. collision risk warning.

Vehicle B's UE generates necessary alerts for the driver of the vehicle (e.g., visual alarm, audio-visual alarm) so that the driver may take preventive action in advance of possible risky situation.

NOTE:
The generation of alarm or method to alert for the driver is out of the scope of 3GPP.
5.8.5

Potential Requirements
Note: 
Some example informative V2X parameter sets are offered in Annex A. In the case of V2I note that one communication end-point is stationary.
[PR.5.8.5-001]
A V2I message generated by a UE that supports V2I Service shall be delivered to other UEs via an eNB(s) within 100 ms with sufficiently low delivery loss.
[PR.5.8.5-002]
The V2I message transmission shall be supported with user/vehicle anonymity and integrity protection.
Editor's Note:
 Whether or not different V2I messages have different delay requirements is FFS.

[PR.5.8.5-003]
A UE that supports V2I Service shall be authorized by the MNO for usage of message transfer needed for V2I Services.

[PR.5.8.5-004]
A UE that supports V2I Service shall be able to recognize whether a cell supports message transfer as needed for V2I Services.

[PR.5.8.5-005]
A UE that supports V2I Service shall be able to transmit V2I messages in a periodical manner. 

[PR.5.8.5-006]
A UE that supports V2I Service shall be able to transmit V2I messages in an event-driven manner. 

[PR.5.8.5-007]
A UE moving at a maximum absolute velocity of 160 km/hour shall be able to receive V2I messages.
[PR.5.8.5-008]
eNB shall be able to periodically transmit a V2I message at a maximum frequency of 10Hz.

[PR.5.8.5-009]
An eNB shall be able to support a typical message size of 50-110 Byte, which can be up to 300 bytes for periodic safety messages (e.g., CAM and BSM) and 1200 bytes for event-triggered safety messages (e.g., DENM).
Note: 
The above message size does not take into account security overhead.
***** END of CHANGE *****
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