3GPP TSG-SA WG1 Meeting #71
S1-152439
Belgrade, Serbia, 17-21 August 2015
(merge of S1-152230 + S1-152118 + S1-152108)
Title:
Proposed new FS_SMARTER use case on Massive Internet of Things and device identification
Agenda Item:
8.1
FS Smarter: New Services and Markets Technology Enablers
Source:
KPN, Sony, Nokia Networks
Contact:
Toon Norp (toon. norp (a) tno .nl)
Abstract: This document introduces a new FS_SMARTER use case on identification of devices
---------- Use Case template ----------
x.1
Use case on Massive Internet of Things M2M and device identification
x.1.1
Description

The vision of 2020 and beyond includes a great deal of use cases with massive number of devices (e.g. sensors, actuators and cameras) with a wide range of characteristics and demands. This family will include both low-cost/long-range/low-power MTC as well as broadband MTC. All these devices are communicating with each other and with (servers/applications on) the network. Together this forms the Internet-of-Things.
A typical example of the Internet-of-Things would be a building climate control system. There is a climate control server that communicates with all kinds of sensors/actuators (temperature, humidity, valves, et cetera) in the building. The climate control server may also communicate with sensors/actuators used by other systems (e.g. door sensors can be used for the security system and for climate control), it may use external sensors (e.g. local weather sensors), and it will communicate with external devices for notifications and remote control (e.g. with the building manager’s phone).
Another relevant example is Wearable Devices. The NGMN 5G Whitepaper mentions: “Fitness-related applications, such as activity and body monitoring applications that track walking, running, and biking activities, metabolic rate, cardiovascular fitness, sleep quality, etc. will constitute a significant vertical market in M2M services. Some of these applications will utilize body or personal area networks to collect biometric information and then use cellular networks to transmit it back to centralized data acquisition sites”.

Within the Internet-of-Things there will be very high densities of connections. NGMN mentions an active connection density of 200,000 / km2. 5G-PPP mentions a device density of 1 M / km2. 

Devices in the Internet-of-Things need to be able to communicate with servers/applications in the network and with other devices. In order for the devices to be reachable, they need to be identifiable and addressable. 
Different scenarios may have an impact on how devices can be reached and addressed:

· Some devices are always connected and are not very mobile. These are always reachable and may e.g. have a permanent IP address.

· Some devices are always connected but mobile. These are always reachable, but due to their mobility have dynamic IP addresses.

· Some devices are connected via a gateway device. These devices may be always reachable, but have to be addressed via their gateway.

· Some devices are not always connected (e.g. because of power constraints). These devices may be ‘reachable’ via a virtual representation in the network (e.g. an API on a network server through which the latest measurements from the sensor are available)
.

· Sometimes a device may reach another device via direct radio communication. This may also take the form of ad-hoc networking.
In order for the Internet-of-Things not to become a collection of Intranets-of-Things, reachability and addressability should be ensured across different domains. There ideally should be an easy / common way to identify a particular device and then use that identifier to reach and address the device, independently from how the device is connected. If originating servers/applications or devices have to use different ways of identification and addressing dependent on how a device is connected, the Internet-of-Things is unlikely to come to fruition.
Related material can be found in e.g.
· NGMN 5G White Paper

· 3.2.1 Use Cases/ Massive Internet of Things (IoT)
· 4.2.1 Connection Density

· 5G-PPP whitepaper
· Figure 2, radar diagram on 5G disruptive capabilities
x.1.2
Potential Service Requirements

The relevant potential service requirement from this use case are:
· The 3GPP system shall support network servers/applications and devices to identify, address and reach other devices, in a consistent manner independently of how these devices are connected.
NOTE:
Device here does not necessarily imply a UE. A device may or may not have a subscription for 3GPP radio access, however it can be identified by the 3GPP system. Definition of device is FFS.

x.1.3
Potential Operational Requirements

The relevant potential operational requirement from this use case are:

· The 3GPP system shall support connection densities of [200,000 / km2]. Here connection density reflects active devices that are exchanging data, assuming a single operator in the considered area. This requirement is applicable for device that may be mobile with low to moderate speeds [e.g. 50 km/h] and require bit rates up to [e.g. 1 Mb/s].
� 	Note that in a 5G architecture, these ‘virtual representations’ can be located on any virtual machine in the network. They will also need to be found.





