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1. Overall Description:

SA3 thanks SA2 for their LS (S2-150691/S3-151226) on public safety discovery.
SA3 have started their study on security for the cases of group member discovery etc., but have not yet come to any final conclusions on the subject. In order to help make progress on their work, SA3 would like feedback on the following questions 
SA3 has noticed that in the LS (S3-151226) and SA2 TR 23.713 the term Group Member discovery is used 

Q1: SA3 would like to ask SA1 whether there is a requirement for Group Member Discovery? If so, what are the use cases and requirements for Group Member discovery. In particular whether, for UEs to discover other UEs they only need to be members of its group. (Note: as in ProSe one-to-many protection, this provides assurance that a member of the group is present, but not a specific individual). SA3 could not find any SA1 requirements in TS 22.278 corresponding to Group Member discovery.

Q2: SA3 would like to ask SA2 whether the intention of this procedure is for the UEs to discover other UEs that are members of its group only? 
Q3: Do such groups for Group Member Discovery need to be the same as a group for one-to-many communications? If not, is this an expectation? 
One solution for Group Member Discovery requires at least 512 bits of security information to provide (potentially) enhanced authentication.

Q4: Could RAN1 and/or RAN2 provide feedback on the impact of this length of security parameter and whether an approach of moving the enhanced authentication parameters to post discovery messages would be beneficial in terms of resources? (note: the security implications of such an approach are still FFS)
Other solutions for discovery in the SA3 TR 33.833 would require the 4 least significant bits of the UTC-based counter and 32-bit MIC (as in Rel-12 Open discovery) plus at most Group ID (24 bits), Source UE ID (24 bits) PGK ID (8 bits) and PTK ID (16 bits) (note: these are the parameters are from Rel-12 one-to-many communication and may already be in the discovery message when trying to discover a member of your group). These are still preliminary numbers, so should not be taken as final. 
2. Actions:

To S1 group.

ACTION: 
 S3 asks S1 group to answer questions 1 and 3.
To S2 group.

ACTION: 
 S3 asks S2 group to answer questions 2 and 3.
To RAN1 and RAN2 groups.

ACTION: 
 S3 asks RAN1 and RAN2 groups to answer question 4.
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