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Abstract: This contribution proposes some editorial changes for TR 22.885 v0.2.0.
Editorial clean-up
(1) 2. References : The third reference, ETSI TS 302 637-1, does not exist. Change TS 302 637-1 to TS 102 637-1 as it is supposed to be.
(2) 5.5.5, 5.15.5 : Spaces between words
(3) 5.3.5, 5.4.5, 5.6.2, 5.10, 5.12.2, 5.13.5, 5.14, 5.15, 5.18.5, 6.3.4 : Use the terms defined in 3. Definitions. V2V Service, V2I Service, V2P Service and V2X Service are right terms, not V2V service, V2I service, V2P service and V2X service. The same rule may or may not be applied to V2X service layer and V2X service message, but unified terms should be used throughout the document.
(4) 5.14, 5.15, 5.16.2, 5.17, 5.18 : Use the terms of V2V, V2I and V2P instead of V2X in which the communication type of the use case is explicit. For the communication between vehicle to network server (e.g. traffic control server, etc), V2N term is temporarily used instead of V2I/N.
Start of Change (1)
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
ETSI TR 102 638: "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of Applications; Definitions"

[3]
ETSI TS 102 637-1, "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of Applications; Part 1: Functional Requirements"
End of Change (1)

Start of Change (2)
5.5.5

Potential Requirements

Note: 
Some example informative V2X parameter sets are offered in Annex A of this document. 
[PR.5.5.5-001] The E-UTRA(N) shall be able to support a maximum latency of 1s.

[PR.5.5.5-002] The E-UTRA(N) shall be able to support a maximum frequency of 1 V2V  message per second.

[PR.5.5.5-003] The E-UTRA(N) shall be able to support high reliability without requiring application-layer message retransmissions.

[PR-5.5.5-004] The E-UTRA(N) shall be able to support a high density of UEs supporting V2V Services (e.g. a 4-lane motorway with a traffic jam)
……

5.15.5
Potential Requirements
[PR.5.15.5-001] The E-UTRAN shall be capable of transferring V2I/N service messages to/from UEs supporting V2I/N with variable message payload of 50-300 Bytes. 
[PR.5.15.5-002] The E-UTRAN shall be capable of transferring V2I/N service messages to/from UEs supporting V2I/N with maximum frequency of 1 messages per second and a minimum frequency of 1 message per 10 seconds.
[PR.5.15.5-003] The E-UTRAN shall be capable of transferring V2I/N service messages to/from highly mobile UEs supporting V2I/N applications with an end-to-end delay no larger than 1000 ms.
[PR.5.15.5-004] The E-UTRAN shall support anonymity and integrity protection of communication.
[PR.5.15.5-005] The 3GPP network shall provide means to support the entity to authorise the UEs supporting V2I/N.
[PR.5.15.5-006] Based on 3GPP network means the 3GPP network shall provide the location of the UEs supporting V2I/N to the entity.
[PR.5.15.5-007] All UEs supporting V2I/N independent of their association with different HPLMN or roaming condition shall experience the same service quality from the 3GPP network, for example on delays, latency and ease of use of the service. 
End of Change (2)
Start of Change (3)
5.3.5
Potential Requirements 
[PR.5.3.5-001] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with variable message payloads of 50-300 Bytes.
Note: 
The above message size does not take into account security overhead.
[PR.5.3.5-002] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with maximum frequency of 10 messages per second.
[PR.5.3.5-003] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with a maximum latency of 100ms.
[PR.5.3.5-004] The E-UTRAN shall be capable of supporting a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds).

[PR.5.3.5-005] The E-UTRAN shall be capable of transferring V2V Service messages between UEs supporting V2V applications with a maximum relative velocity of 280 km/h.
……

5.4.5
Potential Requirements

[PR.5.4.5-001] The E-UTRAN shall be capable of transferring V2V Service messages when requested by the V2V Service between two UEs supporting V2V applications with maximum message size of 1200 Bytes. 
Note 1: 
The typical size of message is 400 bytes.
Note 2: 
The above message size does not take into account security overhead.
[PR.5.4.5-002] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with maximum frequency of 10 messages per second.
[PR.5.4.5-003] The E-UTRAN shall be capable of transferring V2V Service messages between two UEs supporting V2V applications with a maximum latency of 100 ms.
[PR.5.4.5-004] The E-UTRAN shall be capable of supporting a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds).
[PR.5.4.5-005] The E-UTRAN shall be capable of transferring V2V Service messages between UEs supporting V2V applications with a maximum absolute velocity of 160 km/h.
……

5.6.2
Pre-Conditions

John is driving his vehicle on the street. The vehicle is equipped with ProSe-enabled UE supporting V2X Service. 
There are several Service RSUs in his vicinity equipped with ProSe-enabled UEs supporting V2X Service.

……

5.10
Wrong way driving warning

5.10.1 
Description

This use case describes V2V communication used between 2 vehicles driving in opposite directions warning wrong way driving and trigger safer behaviour for cars in proximity.  
5.10.2 
Pre-Conditions

-
John, Mary and Bob are driving their cars on the street. The car is equipped with UE supporting V2V Service. 

5.10.3 
Service Flows

-    John and Bob are driving on a one-way road with the maximum allowed speed of the road of 140km/h. 

-
Mary is unfamiliar with the surrounding and is unaware of the fact that she is driving wrongly on the same road on the opposite direction with the same speed of 140 km/h. 
-
The safety service of Mary’s car notices this event and generates a “Wrong way driving warning” broadcast message to warn the vehicles in the vicinity of the incoming danger. 

-
John and Bob’s UE in Mary’s vicinity are able to receive the warning message.
5.10.4 
Post-Conditions

-
John and Bob’s UEs successfully decode the warning message from Mary’s car and takes appropriate action.
5.10.5 
Potential Requirements

[PR-5.10.5-001] The E-UTRAN shall be capable of transferring broadcasted V2V Service messages between UEs supporting V2V applications and moving with a maximum relative speed of 280km/h.

……

5.12.2
Pre-conditions

Vehicle A and Vehicle B are supporting V2X Service and can communicate with each other using V2V Service.
……

5.13.5
Potential Requirements

Editor's Note: The following requirements applies for licensed spectrum. Other spectrum needs further study.
Editor's Note: It is FFS whether it is the 3GPP network, 3GPP EPC or the 3GPP system which provide means for the MNO to authorize.

[PR.5.13.5-001] A UE supporting V2V Service shall be able to transmit and receive V2V Service messages when not served by E-UTRAN. .
[PR.5.13.5-002] A UE supporting V2V Service shall be authorized by the MNO to transmit V2V Service messages when not served by E-UTRAN.
[PR.5.13.5-003] A UE supporting V2V Service shall be authorized by the MNO to receive V2V Service messages when not served by E-UTRAN.
[PR.5.13.5-004] A UE supporting V2V Service shall be able to be pre-configured under MNO control with parameters to be used for the transmission and reception of V2V Service messages when not served by E-UTRAN.
……

5.14
V2X Road safety service via infrastructure
5.14.1
Description

This use case describes the scenario where infrastructure nodes such as RSUs and traffic safety servers generate and distribute traffic safety-related messages for road safety. 

[image: image1.emf]Traffic-Safety

Server

Car accident Ahead

Pedestrian


Figure 5.14.1-1: V2X Service via the Traffic safety server
5.14.2
Pre-conditions

Vehicle A is equipped with a UE which is capable of V2X transmission and reception. 
Operator B provides a navigation services for vehicles and drivers, which recommends an optimal route to the destination. 
Jeremy is the owner of Vehicle A and is subscribed to the navigation service of Operator B.
Jeremy has to leave for the meeting place where he is scheduled to meet Anthony. 
RSU C is a road side unit that uses various sensors to detect the amount of traffic, the average speed of the vehicles, existence of pedestrians, existence of accidents, etc.
Vehicle D is passing through the area managed by the RSU C.
5.14.3
Service Flows

Jeremy starts the engine of Vehicle A. After Jeremy starts the engine, the UE of Vehicle A makes a registration toward operator B. The vehicle A is ready to use a navigation service offered by Operator B. At the same time, the UE starts to transmit and receive traffic safety-related messages.
Jeremy interacts with the Vehicle A to indicate his destination through voice command function. The navigation application of the Vehicle A connects to the traffic safety server of the Operator B. The traffic safety server replies with the information about the optimal route to the destination.
While Jeremy is driving the Vehicle A, the UE of the Vehicle A transmits and receives safety-related V2X messages as requested by the application layer.
Service layer of the RSU C detects that an accident has occurred in the area where the RSU C manages. The RSU C indicates this accident to the traffic safety server and starts transmission of this information in the area. In addition, the traffic safety server informs other RSUs near RSU C that there is an accident in the area indicated by RSU C. The other RSUs near RSU C start transmission of V2X messages that there is an accident in the area indicated by RSU C. 
The traffic safety server re-calculates the optimal route for Vehicle A and informs the Vehicle A of the new route.
Sometimes later, application layer of the RSU C detects that a pedestrian is approaching and requests the transmission of a V2X message. Subsequently, the RSU C transmits to nearby vehicles the V2X message that there is a pedestrian. Because this is local and transient information, the RSU C does not deliver this information to the traffic safety server. 
Vehicle D receives this V2X message transmitted by RSU C. 
5.14.4
Post-conditions

Jeremy changes the route to the destination and can save time to travel. 
Vehicle D drives cautiously and can reduce the potential risk of pedestrian fatality.
5.14.5
Potential Requirements

[PR.5.14.5-001] An RSU shall be able to be configured for transmission of V2X messages to a UE supporting V2X Service as requested by the V2X Service layer.
[PR.5.14.5-002] When requested by the V2X Service layer, an RSU shall be able to deliver V2X messages to a traffic safety server and/or UEs supporting V2X Service and/or to other RSUs.
[PR.5.14.5-003] A UE supporting V2X Service shall be authorized to receive V2X messages broadcast by an RSU.
[PR.5.14.5-004] The system shall be able to support delivery and distribution of the V2X message generated by a traffic safety server to the RSUs and/or the UEs supporting V2X Service.
[PR.5.14.5-005] The system shall be able to provide the traffic safety server and the RSU with means to dynamically control the area where V2X messages are distributed and transmitted depending on the type and contents of the V2X messages.
[PR.5.14.5-006] The system shall be able to support delivery of V2X messages generated by the traffic safety server to the UE supporting V2X Service within [500] milliseconds.
5.15
V2I / V2N Traffic Flow Optimisation
5.15.1
Description
This use case describes vehicles V2I/N (Vehicle-to-Network) communication to a centralised ITS server referred here to as “entity” to optimise traffic flow when approaching traffic lights. This use case addresses the situation when approaching the vehicle has to stop even though there are no other cars around at an intersection. Depending on the traffic situation this function will provide green light to a car when approaching traffic lights and an indication of speed at which the green light will be met without having to stop or miss the green light phase. 

To enable this information about vehicles approaching traffic lights has to be made available well in advance i.e. in most cases beyond ProSe range. When coming in ProSe range communication might be switched from network to direct communication, if deemed useful.

Compared to V2V communication within ProSe range the delay and latency requirements are more relaxed due to the longer distances and the non-safety related nature of this use case. 

Editor's Note: Need for the definition of new mode V2N needs to be clarified.

5.15.2
Pre-Conditions
Vehicles A, B, C on road 1 are approaching an intersection with road 2, Vehicle D is approaching the intersection on road 2. All vehicles are equipped with UEs supporting V2I/N. The intersection is equipped with traffic lights.

Depending on the V2X deployment model, Vehicle A, B, C and D can be subscribed to different PLMNs and can be international roamers. This shall not adversely impact the function of the V2X Service e.g. by increased delays.

5.15.3
Service Flows
Vehicles A, B, C and D supporting V2I/N are transmitting their position, speed and direction of travel to an entity controlling the traffic light(s) and giving back information, such as speed recommendations, to the vehicles. The function of this entity is out of scope for 3GPP.

The 3GPP network will provide additional information to the entity to authenticate the vehicle more easily. 

The 3GPP network will provide a rough indication of position for the entity to verify the location information received from the vehicle directly.

The entity recommends a proposed speed to the vehicles and influences the phases of the traffic lights. The drivers could be notified of this recommended speed by an announcement or other means such as a head up display.
5.15.4
Post-Conditions
Let’s assume without traffic optimisation Vehicle D would arrive at the intersection shortly before vehicles A, B and C, causing the traffic light to stop vehicles A, B, and C. With traffic flow optimisation i.e. taking into account the speed and direction of the cars and the maximum allowed speed there are several other options such as:

· all vehicles will receive indications of a proposed speeds at which all of them will arrive at the traffic lights and meet a green light there or

· the traffic light will stop vehicle D and give way to vehicles A, B and C to minimise energy consumption by causing a lesser number of vehicles to stop and accelerate again.

If the drivers adhere to the recommendations, the traffic flow will be impacted least.
5.15.5
Potential Requirements
[PR.5.15.5-001] The E-UTRAN shall be capable of transferring V2I/N Service messages to/from UEs supporting V2I/N with variable message payload of 50-300 Bytes. 
[PR.5.15.5-002] The E-UTRAN shall be capable of transferring V2I/N Service messages to/from UEs supporting V2I/N with maximum frequency of 1 messages per second and a minimum frequency of 1 message per 10 seconds.
[PR.5.15.5-003] The E-UTRAN shall be capable of transferring V2I/N Service messages to/from highly mobile UEs supporting V2I/N applications with an end-to-end delay no larger than 1000 ms.
[PR.5.15.5-004] The E-UTRAN shall support anonymity and integrity protection of communication.
[PR.5.15.5-005] The 3GPP network shall provide means to support the entity to authorise the UEs supporting V2I/N.
[PR.5.15.5-006] Based on 3GPP network means the 3GPP network shall provide the location of the UEs supporting V2I/N to the entity.
[PR.5.15.5-007] All UEs supporting V2I/N independent of their association with different HPLMN or roaming condition shall experience the same service quality from the 3GPP network, for example on delays, latency and ease of use of the service. 
……

5.18.5

Potential Requirements

Note 1: 
Some example informative V2X parameter sets are offered in Annex A of this document.

The potential requirements derived from this use case are:
[PR.5.18.5-001] A UE which supports V2P Service shall be able to receive broadcasted messages from other UEs which support V2P Service.
[PR.5.18.5-002] A UE which supports V2P Service shall be able to send a broadcast message when it is triggered by the V2X Service layer.
[PR.5.18.5-003] The E-UTRA(N) shall be able to support high mobility performance, (e.g. a maximum absolute velocity of 160kmph). 
[PR.5.18.5-004] The E-UTRA(N) shall be able to support a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds). 

[PR.5.18.5-005] The E-UTRA(N) shall be able to support a typical message size of 50-300 bytes, which can be up to 1200 bytes.
Note 2: 
The content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory

Note 3: 
The above message size does not take into account security overhead that can be added by application layer.

[PR.5.18.5-006] The E-UTRA(N) shall be able to support a maximum latency of 100ms.

[PR.5.18.5-007] The E-UTRA(N) shall be able to support a maximum frequency of 1 V2X message per second.

[PR.5.18.5-008] The E-UTRA(N) shall be able to support high reliability without requiring application-layer message retransmissions.
……

6.3.4 MNO Licensed Spectrum
Editor's Note: The following requirements apply for licensed spectrum. Other spectrum needs further study.
It should be considered that the MNO network performs the authentication and authorization of UEs for V2V Service. 

It should be considered that the MNO network be responsible for the security parameter management for the V2V security mechanism on the radio interface.

End of Change (3)

Start of Change (4)
5.14
V2I Road safety service via infrastructure
5.14.1
Description

This use case describes the scenario where infrastructure nodes such as RSUs and traffic safety servers generate and distribute traffic safety-related messages for road safety. 
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Figure 5.14.1-1: V2I Service via the Traffic safety server
5.14.2
Pre-conditions

Vehicle A is equipped with a UE which is capable of V2X transmission and reception. 
Operator B provides a navigation services for vehicles and drivers, which recommends an optimal route to the destination. 
Jeremy is the owner of Vehicle A and is subscribed to the navigation service of Operator B.
Jeremy has to leave for the meeting place where he is scheduled to meet Anthony. 
RSU C is a road side unit that uses various sensors to detect the amount of traffic, the average speed of the vehicles, existence of pedestrians, existence of accidents, etc.
Vehicle D is passing through the area managed by the RSU C.
5.14.3
Service Flows

Jeremy starts the engine of Vehicle A. After Jeremy starts the engine, the UE of Vehicle A makes a registration toward operator B. The vehicle A is ready to use a navigation service offered by Operator B. At the same time, the UE starts to transmit and receive traffic safety-related messages.
Jeremy interacts with the Vehicle A to indicate his destination through voice command function. The navigation application of the Vehicle A connects to the traffic safety server of the Operator B. The traffic safety server replies with the information about the optimal route to the destination.
While Jeremy is driving the Vehicle A, the UE of the Vehicle A transmits and receives safety-related V2X messages as requested by the application layer.
Service layer of the RSU C detects that an accident has occurred in the area where the RSU C manages. The RSU C indicates this accident to the traffic safety server and starts transmission of this information in the area. In addition, the traffic safety server informs other RSUs near RSU C that there is an accident in the area indicated by RSU C. The other RSUs near RSU C start transmission of V2I messages that there is an accident in the area indicated by RSU C. 
The traffic safety server re-calculates the optimal route for Vehicle A and informs the Vehicle A of the new route.
Sometimes later, application layer of the RSU C detects that a pedestrian is approaching and requests the transmission of a V2I message. Subsequently, the RSU C transmits to nearby vehicles the V2I message that there is a pedestrian. Because this is local and transient information, the RSU C does not deliver this information to the traffic safety server. 
Vehicle D receives this V2I message transmitted by RSU C. 
5.14.4
Post-conditions

Jeremy changes the route to the destination and can save time to travel. 
Vehicle D drives cautiously and can reduce the potential risk of pedestrian fatality.
5.14.5
Potential Requirements

[PR.5.14.5-001] An RSU shall be able to be configured for transmission of V2I messages to a UE supporting V2I Service as requested by the V2X Service layer.
[PR.5.14.5-002] When requested by the V2X Service layer, an RSU shall be able to deliver V2X messages to a traffic safety server and/or UEs supporting V2X Service and/or to other RSUs.
[PR.5.14.5-003] A UE supporting V2I Service shall be authorized to receive V2I messages broadcast by an RSU.
[PR.5.14.5-004] The system shall be able to support delivery and distribution of the V2X message generated by a traffic safety server to the RSUs and/or the UEs supporting V2X Service.
[PR.5.14.5-005] The system shall be able to provide the traffic safety server and the RSU with means to dynamically control the area where V2X messages are distributed and transmitted depending on the type and contents of the V2X messages.
[PR.5.14.5-006] The system shall be able to support delivery of V2X messages generated by the traffic safety server to the UE supporting V2N Service within [500] milliseconds.
5.15
V2N Traffic Flow Optimisation
5.15.1
Description
This use case describes vehicles V2N (Vehicle-to-Network) communication to a centralised ITS server referred here to as “entity” to optimise traffic flow when approaching traffic lights. This use case addresses the situation when approaching the vehicle has to stop even though there are no other cars around at an intersection. Depending on the traffic situation this function will provide green light to a car when approaching traffic lights and an indication of speed at which the green light will be met without having to stop or miss the green light phase. 

To enable this information about vehicles approaching traffic lights has to be made available well in advance i.e. in most cases beyond ProSe range. When coming in ProSe range communication might be switched from network to direct communication, if deemed useful.

Compared to V2V communication within ProSe range the delay and latency requirements are more relaxed due to the longer distances and the non-safety related nature of this use case. 

Editor's Note: Need for the definition of new mode V2N needs to be clarified.

5.15.2
Pre-Conditions
Vehicles A, B, C on road 1 are approaching an intersection with road 2, Vehicle D is approaching the intersection on road 2. All vehicles are equipped with UEs supporting V2N. The intersection is equipped with traffic lights.

Depending on the V2X deployment model, Vehicle A, B, C and D can be subscribed to different PLMNs and can be international roamers. This shall not adversely impact the function of the V2X Service e.g. by increased delays.

5.15.3
Service Flows
Vehicles A, B, C and D supporting V2N are transmitting their position, speed and direction of travel to an entity controlling the traffic light(s) and giving back information, such as speed recommendations, to the vehicles. The function of this entity is out of scope for 3GPP.

The 3GPP network will provide additional information to the entity to authenticate the vehicle more easily. 

The 3GPP network will provide a rough indication of position for the entity to verify the location information received from the vehicle directly.

The entity recommends a proposed speed to the vehicles and influences the phases of the traffic lights. The drivers could be notified of this recommended speed by an announcement or other means such as a head up display.
5.15.4
Post-Conditions
Let’s assume without traffic optimisation Vehicle D would arrive at the intersection shortly before vehicles A, B and C, causing the traffic light to stop vehicles A, B, and C. With traffic flow optimisation i.e. taking into account the speed and direction of the cars and the maximum allowed speed there are several other options such as:

· all vehicles will receive indications of a proposed speeds at which all of them will arrive at the traffic lights and meet a green light there or

· the traffic light will stop vehicle D and give way to vehicles A, B and C to minimise energy consumption by causing a lesser number of vehicles to stop and accelerate again.

If the drivers adhere to the recommendations, the traffic flow will be impacted least.
5.15.5
Potential Requirements
[PR.5.15.5-001] The E-UTRAN shall be capable of transferring V2N Service messages to/from UEs supporting V2N Service with variable message payload of 50-300 Bytes. 
[PR.5.15.5-002] The E-UTRAN shall be capable of transferring V2N Service messages to/from UEs supporting V2N Service with maximum frequency of 1 messages per second and a minimum frequency of 1 message per 10 seconds.
[PR.5.15.5-003] The E-UTRAN shall be capable of transferring V2N Service messages to/from highly mobile UEs supporting V2N applications with an end-to-end delay no larger than 1000 ms.
[PR.5.15.5-004] The E-UTRAN shall support anonymity and integrity protection of communication.
[PR.5.15.5-005] The 3GPP network shall provide means to support the entity to authorise the UEs supporting V2N Service.
[PR.5.15.5-006] Based on 3GPP network means the 3GPP network shall provide the location of the UEs supporting V2N to the entity.
[PR.5.15.5-007] All UEs supporting V2N independent of their association with different HPLMN or roaming condition shall experience the same service quality from the 3GPP network, for example on delays, latency and ease of use of the service. 

……

5.16.2
Pre-conditions

An RSU is supporting V2I Service and is located before the curve. 

An RSU periodically broadcasts a message including curve location, curve speed limits, curvature, bank and road surface condition, which may be about one or more curves.

Jon is driving on the highway and his car is equipped with a UE using V2I application.
……

5.17
Warning to Pedestrian against Pedestrian Collision

5.17.1
Description
This use case is to provide information to vulnerable road users, e.g. pedestrian or cyclist, of the presence of moving vehicles in case of dangerous situation. As a result, warnings are provided to vulnerable road users to avoid collision with the moving vehicle.
5.17.2
Pre-conditions

An operator offers a service, which makes use of the V2X feature.
Vehicle A is a UE supporting V2P Service.

Pedestrian B uses a smartphone which is a UE supporting V2P Service for pedestrian.

Vehicle A and Pedestrian B are in proximity.

Vehicle A and Pedestrian B are authorized for vehicular services.
5.17.3
Service Flows

Pedestrian B's smartphone monitors transmission of V2P messages.

Vehicle A is about to pass through crosswalk or intersection transmits a V2P message using V2P communication, with a given periodicity and within a given latency. 
V2P message from Vehicle A provides information on the presence, trajectory and speed of Vehicle A.
Pedestrian B's smartphone receives the V2P message transmitted by Vehicle A.  
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Figure 5.17.3-1: Pedestrian Collision Warning even when out of the line of sight 
5.17.4
Post-conditions

Pedestrian B’s smartphone gets aware of a situation related to the presence of vehicle(s) and collision risk.

Pedestrian B’s smartphone generates necessary alerts for Pedestrian B (e.g., visual alarm, audio-visual alarm or vibration) so that the driver may take preventive action in advance of possible risky situation.

Note:
The generation of alarm or method to alert the vulnerable road user is out of the scope of 3GPP.
5.17.5
Potential Requirements

[PR 5.17.5-001] A UE that supports V2P Service shall be authorized for vehicular services.

[PR 5.17.5-002] A UE (for pedestrian) that supports V2P Service shall be authorized by the MNO for vehicular services.

[PR 5.17.5-003] A V2P message generated by a UE that supports V2P Service shall be delivered to UEs that supports V2P Service for pedestrian within [TBD] ms with sufficiently low delivery loss.

[PR 5.17.5-004] A UE that supports V2P Service shall be able to support multiple delay requirements depending on different types of V2X messages.

[PR 5.17.5-005] A UE that supports V2P Service shall be able to transmit V2P message in a periodical manner. 
[PR 5.17.5-006] A UE that supports V2P Service shall be able to transmit V2P message in an event-driven manner.

[PR 5.17.5-007] A UE that supports V2P Service shall be able to support a maximum message size of [TBD] bytes.

[PR 5.17.5-008] A UE that supports V2P Service shall be able to deliver V2P messages to UEs that supports V2P Service for pedestrian.
[PR 5.17.5-009] A UE that supports V2P Service for pedestrian shall be able to receive V2P messages sent from a UE that supports V2P Service moving at the speed up to [TBD] km/h.
[PR 5.17.5-010] Security for V2P message delivery shall be supported.
[PR 5.17.5-011] A UE that supports V2P Service for pedestrian shall be able to support reception of V2P messages from UE that supports V2X Service, subscribed to different operator.
[PR 5.17.5-012] A UE that supports V2P Service shall be able to support transmission of V2P messages to UE that supports V2P Service for pedestrian subscribed to different operator.
[PR 5.17.5-013] For UE that supports V2P Service for pedestrian, the impact of V2P message transmission on battery consumption should be minimized.
……

5.18
Vulnerable Road User (VRU) Safety

5.18.1

Description

This use case describes the scenario whereby a vehicular and a pedestrian both equipped with V2P capabilities detect each other’s presence and alert the driver and/or the pedestrian, if imminent threat is present. This capability extends the safety benefit of V2X to pedestrians and other vulnerable road users, e.g. bicyclists, wheelchair, etc. 

Note that ETSI TR 102.638 defines a similar Vulnerable Road User Warning use case where a user device broadcast co-operative awareness messages (CAM) with information on the presence, trajectory and speed of the vulnerable road user. Nearby vehicles can receive, decode, and process CAM messages and provide warnings to driver to avoid collision with the vulnerable road user. This use case requires maximum latency time of 100 ms, and the minimum CAMs frequency of 1 message per second. The maximum latency time is calculated to be communicated to the network/transport layer.
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Figure 5.18.3-1:  Vulnerable road user warning use case scenario

5.18.2

Pre-conditions

Vehicle A and VRU B’s smartphone are supporting V2P Service; 
Vehicle A and VRU B are in proximity (within each other’s V2P communication range);
5.18.3

Service Flows
Vehicle A broadcasts a message containing its current status, e.g., position, speed, acceleration and trajectory;

VRU B’s smartphone receives the message from vehicle A, and determines whether it is in a vulnerable situation with potential traffic hazard, e.g., by checking user outdoor/indoor status, proximity to Vehicle A, user behaviour state, e.g., texting, looking at the screen, listen to music;

If the user is in danger, VRU B’s smartphone notifies the user at least [4] seconds before TTC, and broadcasts a pedestrian message to Vehicle A, containing its status, e.g. position, speed, acceleration and optionally user behaviour state;

Vehicle A receives messages from VRU B’s smartphone and determines that it needs to notify its driver of potential pedestrian conflicts at least [4] seconds before TTC.
5.18.4

Post-conditions

Both Driver of Vehicle A and VRU B are informed of the potential hazard, and can take necessary actions.

5.18.5

Potential Requirements

Note 1: 
Some example informative V2X parameter sets are offered in Annex A of this document.

The potential requirements derived from this use case are:
[PR.5.18.5-001] A UE which supports V2P Service shall be able to receive broadcasted messages from other UEs which support V2P Service.
[PR.5.18.5-002] A UE which supports V2P Service shall be able to send a broadcast message when it is triggered by the V2P Service layer.
[PR.5.18.5-003] The E-UTRA(N) shall be able to support high mobility performance, (e.g. a maximum absolute velocity of 160kmph). 
[PR.5.18.5-004] The E-UTRA(N) shall be able to support a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds). 

[PR.5.18.5-005] The E-UTRA(N) shall be able to support a typical message size of 50-300 bytes, which can be up to 1200 bytes.
Note 2: 
The content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory

Note 3: 
The above message size does not take into account security overhead that can be added by application layer.

[PR.5.18.5-006] The E-UTRA(N) shall be able to support a maximum latency of 100ms.

[PR.5.18.5-007] The E-UTRA(N) shall be able to support a maximum frequency of 1 V2X message per second.

[PR.5.18.5-008] The E-UTRA(N) shall be able to support high reliability without requiring application-layer message retransmissions.
End of Change (4)
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