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Abstract: This paper proposes to access the enterprise service through mobile network everywhere so that the users can deal with their business at any time and in any place, as if they are working in office.
Introduction
It is expected that enterprise users can handle their business not only in office, but also anywhere (e.g. home or coffee shop).With the mobility of the users and task requirement of prompt processing, users need to enter the enterprise internal network at anytime and anywhere. The MNO may provide an access to the enterprise internal network by using mobile phone or other electronic equipment with the USIM card. The equipment should be authenticated and authorized based on the agreement between MNOs and enterprises.
Proposal
A new use case is proposed to be added to SMARTER TR.
***** BEGIN CHANGE *****
New use case
[bookmark: _Toc408371055][bookmark: _Toc417071174]5.x 	Mobile enterprise
5.x.1 	Description
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]As mentioned in China IMT2020 white paper “5G Vision and Requirements”, 5G will break through the limitation of time and space to enable an immersive and interactive user experience. Considering the mobility of users and real-time demand of business processing, the enterprise users may need to access to enterprise service in everywhere. In the past, users need to establish a complex VPN connection to access to the enterprise internal network. In order to simplify the access, MNOs can provide the secure access to the enterprise internal network. The unique USIM card has the natural advantage in authenticated and authorized. The electronic equipment (e.g., Mobile phone, notebook, iPAD) with USIM card can visit the enterprise internal network. 
In addition, according to the agreement between MNOs and enterprises, MNOs may offer different QoS for users with different authorization levels.
Here is an example of this use case.
1．Bob is an employee of enterprise A .Today Bob attends a conference to make a presentation, and he needs to search information in enterprise A’s data centre.
2．Bob uses his electronic equipment with USIM card to access to the MNO’s network. 
3．Bob’s electronic equipment is authenticated and authorized by the MNO’s network. According to the agreement between the MNO and enterprise A, Bob’s equipment is allowed to visit enterprise A’s internal network through the MNO’s network.
4．Bob can access to the enterprise A’s internal network and search the information from the data centre. With different authorization levels, Bob can enjoy network access services with different QoS.
5.x.2	Potential Service Requirements
The 3GPP system shall be able to support to authenticate and authorize the enterprise users using electronic equipment with USIM card to access to the enterprise internal network according to the agreement between MNOs and enterprises.
The 3GPP system shall be able to support network access services with different QoS based on the authorization levels provided by enterprises.
[bookmark: _GoBack]The 3GPP system shall be able to enable the enterprises to provide some abilities to manage the network access services, such as assign user-level IP addresses for the enterprise users.
[bookmark: _Toc417071175]5.x.3	Potential Operational Requirements

***** END OF CHANGE *****
