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[bookmark: _GoBack]x.1	Domestic Home Monitoring
x.1.1	Description
With the advent of bespoke home monitoring systems provided by utility companies for monitoring utility resource usage and home security vendors providing burglar and video monitoring systems, there is a proven market for these low cost IoT systems. Many of these systems provide remote access over Wi-Fi or Ethernet /local control unit and some provide WiFi/Smartphone interconnection.
However, these systems do not directly interface with 3GPP mobile systems and are in effect ‘capillary IoT inputs to the basic IP interface provided by 3GPP mobile systems and often use the 3GPP system in a notably inefficient manner which is costly to the user and the network provider.  Also such capillary IoT systems do not interwork together across vendors.
What is required is some form of integrated IoT concentrator capability at the smartphone device that integrates/interworks and normalises the information from these devices at the home in a standardised manner and is able to relay this information to another mobile for use/ remote control of the home.
This use case proposes the introduction of a category of device and/ or feature additions to a standard smartphone device that is 3GPP system capable to enable a local fixed, potentially mains powered device or battery powered mobile device to interwork with existing ultra-low cost capillary IoT systems, consolidate and selectively forward information towards either another fully functioning mobile device or a home minding head end application.
It is envisaged that such a capability would enable a remote homeowner to operate a use case that efficiently remotely monitors and controls their home in an efficient, fast, cost effective manner using a static low cost mobile IoT concentrator which connects to 3GPP systems.
Further, as the ‘IoT Home Concentrator’ is static and only communicates low volumes of data then the device could operate a low maintenance group connection towards the network on potentially a low bit rate link with moderate latency.
Today the context of such a device is not standardised so a complex home system is usually notably costly and inefficient (as a system) when operated without a concentrator with each IoT stream operated as a separate communications stream over the 3GPP system.
x.1.2	Pre-conditions
Local low cost mobile deployed in the home with a concentrator application running to interface to capillary systems.
Remote head end application ‘home minder’ and or personal mobile application interface towards the concentrator static mobile.
x.1.3	Service Flows
1. The subscriber purchases Off-The-Shelf (OTS) IoT devices and systems as today.
2. The subscriber purchases a 3GPP home IoT concentrator/IoT bridge device
3. The subscriber configures their concentrator device
4. The Subscriber obtains a 3GPP home concentrator interface enabled application for their mobile device
5. The subscriber may monitor or control all of their home IoT systems for sensing and actuation.
6. Additionally, when in the house the subscriber may control all devices that connect to their home controller 3GPP device, potentially making use of the “local control UC” already detailed in the SMARTER specification.
7. Additionally, when the user is out of the house they can delegate to another application potentially hosted at the network operator or by one of the utility companies (to which the mobile subscriber has subscribed) an application to manage their home when they are away on business/ holiday through a delegation of authority control capability.
x.1.4	Post-conditions
x.1.5	Potential Impacts or Interactions with Existing Services/Features
The system should interconnect with existing IoT systems 
The system should enable mobiles that can operate as static concentrators of IoT capillary traffic towards 3GPP networks
It shall be possible to integrate mobile, IoT capillary concentrator systems into Home Base stations
x.1.6	Potential Requirements
The 3GPP system shall provide for the support of a class of mobile tailored to remote monitoring (that suits home monitoring/control) and includes: Static mobile, Group connection, Normal UP service and Optional Control Plane (CP) only ‘Short Message IoT Forward” service for low volume, low frequency updates.
The Non-Access Stratum (NAS) based CP Short Message IoT Forward service shall be transparent to any CP entities other than forwarding to a remote IoT service node and/or relay to another Mobile device.  e.g. carrying IoT forward messages in an evolved form of ESM (EPS Session Management) and/or EMM (EPS Mobility Management) messages.
The NAS protocol shall be extended to provide a Short Message IoT Forward service that is bitwise oriented and allows messages up to 256 octets per message.
IoT Security is provided only by the static mobile.  Further security measures are for implementation at the IoT level applications.

