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Abstract: This contribution aims at providing an IOPS use case for MCDATA
x.1
Isolated E-UTRAN Operation for Public Safety for MCData
x.1.1
Description

This use case describes the need for data group communication in IOPS mode
x.1.2
Pre-conditions
User A B and C and D are working together to arrest a suspect. They share a voice group communication and an operational map with their positions.
x.1.3
Service Flows
Following an incident on the network, the base stations must switch in IOPS mode.

Usre A, B and C are on the isolated network. User D is under an eNode B that is not isolated.

User A, B and C are advised they are in IOPS mode. User A B and C are advised of the presence of the two others under the coverage.
User D is advised that user A, B and C are not reachable any more.

User A B and C are sharing their positions through a data group communication and are able to go on their arrest.

The arrest is done by user A, B and C. The group communication may be released.

The base stations reconnect to their EPC.

User A, B and C are advised they are not in IOPS mode any more.

User D is advised he can reach user A, B and C. If the communication had been released user D is advised. 

x.1.4
Post-conditions
Relevant logs and charging information are uploaded in the network and in application servers.
x.1.5
Potential Impacts or Interactions with Existing Services/Features
x.1.6
[Potential] Requirements

The MCDATA service shall provide group communications in IOPS mode.
