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Abstract: This contribution aims at presenting a use case for data base enquiry and internet access
x.1
Database enquiry (On network)
x.1.1
Description

This use case describes priority database enquiries
x.1.2
Pre-conditions

A police team is controlling vehicles speed. A man in a car is stopped. A second car doesn’t stop.
x.1.3
Service Flows
Police officer interrogates different data bases to check the car is not stolen and that the man is not looked for.
The priority is set to normal.

The other police officer takes a photo from the car escaping and interrogates the stolen car database with a high priority. The car appears to be stolen. Since the enquiry was quick the police team takes the car and starts to follow the escaping car. A high priority call is sent and through a group call all team nearby are asked to join the pursuit.

A police officer in the same cell is looking at internet to find a boulangerie to get something for lunch. This data flow is given the lowest priority.
x.1.4
Post-conditions
The car is arrested 3 kms after.

x.1.5
Potential Impacts or Interactions with Existing Services/Features
x.1.6
[Potential] Requirements

The MCDATA service shall support appropriate confidentiality and integrity protection for signalling and user data.
The MCDATA service shall provide a mean to give different priorities to data flow (according to the event, the group etc..) such as defined in MCPTT priority model
The MCDATA service shall provide user profile management in order to authorize or deny the access to an external software. 

