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Abstract: As noted in last meeting, charging use case should be followed by the text: “Traffic produced when the server is experiencing difficulty should be identified in the 3GPP network” in the 5.2. This contribution provide a use case to describe how to identified the traffic produced when CATS activation.
The following is proposed to be included in TR 22.818.
---------- Use Case template --------- 
4.x
charging  between  CATS activation and deactivation
4.x.1
Description

Traffic produced when the server is experiencing the difficulty would be identified in the 3GPP network for the purpose of flexible charging strategies to improve user experience.
4.x.2
Pre-conditions

3GPP network supports CATS and can identify the application or its associated traffic. Such as 3GPP network PGW gets service ID from PCRF when service activated in the 3GPP network.
"Application A" operates normally between the UE and the application server. However, a virus attacks or disaster starts happening.
If "Application A" server indicates to the 3GPP network that it is getting overwhelmed with requests.  CATS will be activated in the system when the network traffic load exceeds a certain threshold.
4.x.3
Service Flows
3GPP network should initially create charging data record associated with the event that CATS is activated, and the CATS ID, "Application A" service ID should be contained in the initial charging data record.
When virus attack stops or disaster gradually disappears, "Application A" server indicates to the 3GPP network that it is getting normal (there are fewer service requests experienced by the"Application A" server), CATS gets deactivated in the system when the network traffic load is below a certain threshold.
3GPP network should create charging data record associated with the event that CATS is deactivated, also with the CATS ID, "Application A" service ID contained in the last charging data record.

4.x.4
Post-conditions

Traffic produced from CATS activated to CATS deactivated is recorded with CATS ID and service ID. Through this use case, traffic which affected  user experience is identified in the 3GPP network for MNO ‘s flexible charging strategy.
4.x.5
Potential Requirements
The 3GPP network shall be able to detect that an application on a third party server, or the third party server as a whole, is not responding to traffic sent to it.
The 3GPP network shall be able to control traffic from UE-based applications to the affected application on the third party server or to the third party server as a whole while not affecting traffic to other applications on the third party server or to other third party servers functioning normally, or from other UE-based applications.
The 3GPP network should be able to receive an indication from the third party server when normal operation resumes.
The 3GPP network should be able to identify charging data records produced whilst  CATS is activated and  provide the possibility  to  offer different treatment.
