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Conclusion and Recommendations


This study demonstrates that when spoofed call detection mechanisms are available and deployed such as the approach developed by the IETF Stir WG work, there will be a need for user control of spoofed call detection. This need arises both from several aspects of spoofed call detection:

· User reporting false positive and false negative spoofed call detection results
· Differing user needs regarding the sophistication level of control of spoofed call detection as well as differing UE MMI capabilities
· Increasing penetration of support for spoofed call detection mechanisms by network operators

· Opportunities to allow users to personalize how spoofed call detection interacts with MMTEL capabilities such as treatments for calls detected as spoofed calls

In conclusion this study recommends that when a spoofed call detection mechanism is standardized by 3GPP, that a service providing user control of spoofed call detection should also be considered for standardization considering the following points:

·  Definition of what aspects of user interaction with spoofed call detection mechanisms should be standardized 
· Specification of the interaction between this potential new service and MMTEL services

· Consider both what classes of devices that should be supported by this potential new service as well as several scenarios of network adoption levels of spoofed call detection deployments
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