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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
This document covers requirements for Mission Critical Push To Talk (MCPTT) service (represented by the term, MCPTT service). The specifications contained within this document can also form the basis for a non-mission critical push to talk service (called a PTT service).
1
Scope

The present document …

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
The Telecommunications Industry Association's TIA-102 series on Land Mobile Communications Radio Standards (APCO Project 25)
[3]
TIA-603-D, “Land Mobile FM or PM Communications Equipment Measurement and Performance Standards”
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Affiliated MCPTT Group Member: An MCPTT Group Member who has indicated an interest in the group and is allowed to receive and/or transmit Group Communications from/to the particular MCPTT Group. An MCPTT User may simultaneously be an Affiliated MCPTT Group Member of more than one MCPTT Group.

Broadcast Group Call: A group call where the initiating MCPTT User expects no response from the other MCPTT Users, so that when his transmission is complete, so is the call. The target MCPTT Users may be a subset of all of the system users, or it may be all of the system users.


Floor control: This is the arbitration system in an MCPTT service that determines who has the authority to transmit (talk) at a point in time. This functionality is used in MCPTT Private Calls and MCPTT Group Calls.
Group-Broadcast Group: A collection of groups defined by the MCPTT Administrator (e.g. representing a particular organizational structure) and intended to be the recipients of Broadcast Group Calls. 
Group Regroup: The temporary combining of a multiplicity of groups into a single group.
Imminent Peril call: A call prioritized in the event of immediate threat to any human life such as resulting from an authorized user’s observation of or engagement in a situation involving imminent peril to the general public (e.g., forest fire about to encircle campers, tanker truck ready to explode near a school, casualties at scene of a car bombing).  Imminent peril is an urgent call and highlights the potential of death or serious injury.

In-progress Emergency: An emergency condition for a group that has been accepted by the MCPTT service, but has not yet been cancelled by an authorized user.

In-progress Imminent Peril: An Imminent Peril Group Call was granted and it has not yet been cancelled by an authorized user.

Location: The current physical location (i.e., co-ordinates plus estimated accuracy and timestamp) of the MCPTT UE that can be cross-referenced to a map.

Losing audio: Audio of an overridden talker that is not dismissed, but instead allowed to be routed to suitable authorized receivers.

MCPTT Emergency Alert: A notification from the MCPTT UE to the MCPTT service that the MCPTT User has an emergency condition.

MCPTT Emergency Group Call: A group call processed with a very high level of priority. If required, in-progress group calls are pre-empted in order to provide the resources for the Emergency Group Call.
MCPTT Emergency State: A heightened condition of alarm for an MCPTT User indicating a need for immediate assistance due to a personal life-threatening situation.

MCPTT Group: A GCSE Group being used for MCPTT.

MCPTT Group Member: An MCPTT User who has been authorized to participate in Group Communications of a particular MCPTT Group. An MCPTT User may simultaneously be a group member of one or more MCPTT groups.

MCPTT Request: The action taken by an MCPTT User to request the right to transmit voice on an MCPTT Session.
MCPTT Session: An MCPTT Session is an audio communication session established between MCPTT Users.
MCPTT User: A user, identified by a subscription to an MCPTT service, who has a UE with the capability to participate in MCPTT services.
Participant: An MCPTT User who is currently receiving and/or transmitting in an MCPTT Group Call or a Private  (1:1) Call.

Participant type: Functional category of the participant (e.g. Normal, Supervisor, Dispatch, Supervisor Dispatch), typically defined by the MCPTT Administrators. At any moment in time in a call, a participant is of only one type.

Personality Provisioning: The ability to implement into an MCPTT UE the characteristics indicative of a specific agency’s user(s) with particular access to MCPTT Groups associated with that agency.  These characteristics may include Group IDs, Group ID alias, Talker ID, Talker ID alias, Group scanning lists, and other parameters that are required by an MCPTT User when using the MCPTT service.
Pre-emption: The act of terminating on-going calls in order to free up resources for a higher priority call request.
Project 25 RFSS: A Project 25 Radio Frequency (RF) Subsystem as defined in the TIA-102 specifications.


Receiving MCPTT Group Member: An Affiliated MCPTT Group Member who is currently receiving Group Communication from an MCPTT Group.
Selected MCPTT Group: The MCPTT Group that a particular MCPTT Group Member uses for transmission. An MCPTT Group Member may have zero, one or multiple Selected MCPTT Groups.
System Call: A special case of a Broadcast Group Call that is transmitted to all users in a dynamically defined geographic area.

Talker ID: An application layer identity that uniquely identifies the current speaker and may represent either an MCPTT User or, in P25 systems, a subscriber unit.
Top of Queue: When resources are not available to grant a call request, groups with “top of queue” priority are queued and are allocated system resources prior to any lower priority call requests.

Transmitting MCPTT Group Member: An Affiliated MCPTT Group Member who is currently transmitting a Group Communication to a Selected MCPTT Group.
User-Broadcast Group: A collection of users defined by the MCPTT Administrator (e.g. representing a particular organizational structure) and intended to be the recipients of Broadcast Group Calls.

User Regroup: The temporary combining of a multiplicity of users into a new group.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

P25
Project 25 

RFSS
Radio Frequency (RF) Subsystem as defined in the TIA-102 specifications (P25).

4
Push-to-Talk

4.1
Overview
A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g., traditionally by means of a press of a button).  The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical push to talk (PTT) service.

The MCPTT service is intended to support communication between several users (a group call), where each user has the ability to gain access to the right to talk in an arbitrated manner.  However, the MCPTT service also supports private calls between pairs of users.  The MCPTT service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users.  The MCPTT service also builds upon service enablers: GCSE_LTE and ProSe.

The MCPTT service allows users to request the right to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., floor control). When multiple requests occur, the determination of which user’s request is accepted and which users’ requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention).  MCPTT service provides a means for a user with higher priority (e.g., emergency condition) to override (interrupt) the current talker.  MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.

The MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call.  An MCPTT service user may join an already established MCPTT group call (late call entry).  In addition the MCPTT service provides Talker ID and user location determination features.

The users of an MCPTT service may have more stringent expectations of performance than the users of a commercial PTT service.  The MCPTT service can be used by non-mission critical users (e.g., utility companies and railways).

The relationship between MCPTT Users and MCPTT Groups is shown in Figure 4.1-1.
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Figure 4.1-1: User Categories for MCPTT Group
4.2
Floor Control

The floor control functionality in an MCPTT service shall determine at a point in time which participant(s) are allowed to transmit to other participant(s).

An authorized participant shall be able to request to transmit to an MCPTT Group or an individual participant.
Following a request to transmit, a participant that is allowed to transmit shall be given an indication that he is able to transmit to the MCPTT Group or an individual participant.
Following a request to transmit, a participant that is not allowed to transmit shall be given an indication that the request to transmit was rejected or queued.
Editor’s Note: De-queuing requirements are FFS 
Receiving participant(s) shall receive the audio from one transmitting participant. 

The MCPTT service shall provide a mechanism for participants, participant types, urgent transmissions (e.g., Distress Call) to override an active MCPTT transmission of a transmitting participant.
When an authorized participant overrides an MCPTT transmission, the MCPTT service shall provide a means of notifying the overridden talker(s) that the transmission has been overridden.  
The MCPTT service shall indicate whether the overridden participant may continue to transmit or should become a receiving participant.
The MCPTT service shall enable MCPTT Administrators to create a priority hierarchy for determining what participants, participant types, and urgent transmission shall be granted a request to override an active MCPTT transmission.
The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.
When an authorized participant overrides an MCPTT Group transmission, it shall be possible for authorized participants to listen to both the overriding and overridden MCPTT Group transmissions dependent on configuration.
When an authorized participant overrides an MCPTT transmission, an MCPTT Administrator shall be able to configure which MCPTT Group transmission a participant(s) receives, overriding and/or overridden.
The floor control functionality shall ensure that there is a single transmitting participant when there are simultaneous requests to transmit within the same call. 
The transmitting participant shall be determined by the relative floor control priorities of the participants and call types.

A transmitting participant can indicate to the MCPTT service that he no longer wants to transmit and therefore audio will stop being transmitted to the receiver participant(s) until an authorized participant sends a subsequent request to transmit.

The floor control functionality shall have a configurable limit for the length of time that a participant can transmit from a single request to transmit.
Editor’s Note: Call set up and termination criteria requirements are FFS
4.3
General Group Call

The MCPTT service shall provide a mechanism by which a UE can make a 1-to-many MCPTT transmission to any MCPTT Group(s) for which it is authorized.
The MCPTT service shall provide a mechanism by which an MCPTT User can determine the currently defined MCPTT Groups for which he is authorized.
The MCPTT service shall provide a mechanism by which an MCPTT UE can determine the currently defined MCPTT Groups for which it is authorized.
The MCPTT service shall provide a mechanism by which an authorized MCPTT User can determine which MCPTT Groups have at least one other MCPTT User affiliated.

The MCPTT service shall provide a mechanism by which an MCPTT UE can determine the MCPTT Groups which are currently transmitting for which it is authorized.
The MCPTT service shall provide a mechanism by which an authorized MCPTT User can determine which MCPTT Groups are active.
The MCPTT service shall provide a mechanism by which an authorized MCPTT UE can determine what MCPTT Groups have at least one active receiving member.
The MCPTT service shall provide a mechanism by which an authorized MCPTT UE can determine that a number (N1) of receiving members are present for an MCPTT group.
The MCPTT service shall provide a mechanism by which an authorized MCPTT UE can determine that a particular receiving member(s) is present for an MCPTT group.
The MCPTT service shall provide a mechanism by which an MCPTT Administrator, from any location, may define the membership of an MCPTT Group.
The MCPTT service shall allow the MCPTT Administrator to designate specific MCPTT Groups to be inaccessible to other users, including dispatchers or supervisors.
MCPTT Groups shall be able to be limited to a number of MCPTT Group members selected by the MCPTT Administrator.
The MCPTT service shall present users with alphanumeric identifiers (with a minimum length of N3) (i.e., Alias ID) for the users of the UEs or for the MCPTT Groups.
The MCPTT service shall support an MCPTT User’s ability to affiliate to a multiplicity of MCPTT Groups.
The MCPTT service shall provide a notification, for example audio and/or visual, to a user that there are no members on an MCPTT Group being used/monitored by the user and that the user is the only user affiliated to that MCPTT Group.
The MCPTT service shall provide, upon request, the list of affiliated members on an MCPTT Group to an authorized user regardless of the user’s affiliation.
The MCPTT service shall provide, upon request, the list of affiliated members on an MCPTT Group to an authorized UE.
The MCPTT service shall provide, upon request, the complete list of members of an MCPTT Group to an authorized user.
The MCPTT service shall provide, upon request, the complete list of members of an MCPTT Group to an authorized UE regardless of the UE’s membership.
Editor’s Note: It is for further study (FFS) to reconsider the above four requirements.
The MCPTT service shall provide a mechanism to prioritize, dynamically and in real-time, MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).
The MCPTT service shall provide a mechanism to prioritize, dynamically and in real-time, MCPTT Groups in relation to other traffic (with respect to transport and presentation).
The MCPTT service shall provide a mechanism to organize MCPTT Groups into a hierarchy(ies). 
The MCPTT service shall provide a mechanism to prioritize MCPTT Group Calls based on the priorities associated with elements of call (e.g., service type, requesting identity, and target identity).
The MCPTT service shall be capable of requiring that all MCPTT Users, affiliated to the MCPTT Group and who are also in a given geographical area, acknowledge receipt of an MCPTT Group transmission call setup request before the audio transmission will proceed.

The MCPTT service shall be capable of requiring that a subset of affiliated MCPTT Group members acknowledges receipt of the MCPTT Group transmission call setup request before the audio transmission will proceed.

An MCPTT User currently affiliated to an MCPTT Group shall be able to acknowledge receipt of an MCPTT Group transmission call setup request, if requested to do so by the MCPTT service.

The MCPTT service shall be capable of allowing an MCPTT Group transmission call setup request to proceed without prior acknowledgement by any MCPTT User of that MCPTT Group.
4.3.1
Broadcast Group Call
The MCPTT service shall support Broadcast Group Calls from authorized MCPTT Users as determined by the MCPTT Administrator.

The MCPTT service shall only allow the initiating MCPTT User to transmit on a Broadcast Group Call, unless overridden.

The MCPTT service shall support automatic affiliation of the MCPTT UE to a Group-Broadcast Group or User-Broadcast Group.

The MCPTT service shall support Broadcast Group Calls to a dynamically defined geographic area.

4.3.1.1
Group-Broadcast Group (e.g., announcement group)

The MCPTT service shall provide for the creation of Group-Broadcast groups with up to B1 levels of group hierarchy.

The MCPTT service shall be configurable to associate one or more Group-Broadcast Groups with any other non-Broadcast Group.

A Broadcast Group Call transmitted on a Group-Broadcast Group shall have priority over Group Calls on its subordinate groups.

The MCPTT service shall optionally support termination of all, or a subset of, subordinate group calls upon initiation of a Broadcast Group Call transmitted on a Group-Broadcast Group.

4.3.1.2
User-Broadcast Group (e.g., System Call)

The MCPTT service shall provide for the creation of User-Broadcast Groups with up to B2 levels of user hierarchy.

A Broadcast Group Call transmitted on a User-Broadcast Group shall have priority over Group Calls involving users within the user hierarchy.

The MCPTT service shall optionally support termination of all group calls that are not MCPTT Emergency Group Calls involving those users within the user hierarchy upon initiation of a Broadcast Group Call transmitted on a User-Broadcast Group.

4.3.2
Late Call Entry

The MCPTT service shall support late call entry.
The MCPTT service shall provide the Talker ID, Alias ID, MCPTT Group and, if available, Public Safety Entity Name of the user who is talking (i.e., whose UE is transmitting) to UEs that enter the call late.
The MCPTT service shall provide the Talker location information to UEs that are late entering a call in progress.
4.3.3
Dynamic Group Management (i.e., Dynamic Regrouping)
Group Regroup and User Regroup shall be manageable by suitably authorized MCPTT Users.

The temporary group formed by Group Regroup or User Regroup operations shall persist until torn down by a suitably authorized MCPTT User.

The priority of the temporary group formed by a Group Regroup or User Regroup shall be established by the creator of the group within bounds established by MCPTT Administrators.

The temporary group formed by Group Regroup or User Regroup operations shall support all of the calling features of any other MCPTT Group, except the ability for a Group Regroup to be included in another Group Regroup.

4.3.3.1 Group Regrouping

The MCPTT service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a “Group Regroup”).

The MCPTT service shall provide a mechanism so that the creator of a Group Regroup can specify whether the newly created group is two-way (i.e., allows for responses from the members of the group), or one-way (i.e., can only be transmitted on by the creator of the group).

The MCPTT service shall notify MCPTT Users when any of their affiliated groups are affected by a Group Regroup.

Broadcast Groups shall be able to be included in a Group Regroup.

4.3.3.2 User Regrouping

The MCPTT service shall provide a means for combining a multiplicity of MCPTT Users into a new, temporary group (i.e., to perform a “User Regroup”).

The MCPTT service shall notify MCPTT Users when they are affected by a User Regroup.

The MCPTT service shall automatically affiliate the MCPTT Users included in a User Regroup with the temporary group.

4.3.4
Call Monitoring

The MCPTT service shall allow a UE to be receiving or transmitting in one MCPTT Group while simultaneously monitoring additional MCPTT Groups.
The MCPTT service shall provide a mechanism for an authorized UE to prioritize the order in which multiple MCPTT Groups are monitored by the UE.
The MCPTT service should provide a mechanism for an MCPTT Administrator and/or authorized user to prioritize the order in which multiple MCPTT Groups are monitored by the UE.
The MCPTT service shall, provide multiple Talker IDs for display on UEs when multiple MCPTT Groups are monitored.
The MCPTT service should provide a mechanism for an MCPTT Administrator and/or authorized user to order the MCPTT Groups being monitored by the UE.
The MCPTT service shall provide a mechanism to configure the number (N4) of calls to be simultaneously received by a UE, authorized by an MCPTT Administrator and/or authorized user.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that a UE can simultaneously receive.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to receive MCPTT Group transmissions from any member(s) within their authority without noticeable impact or knowledge of the user.
The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE to initiate an MCPTT call and begin transmitting (unit monitoring (UM)) for UEs within their authority.  This action may occur with or without any notification to the UE or user of the UE.
The MCPTT service shall provide a mechanism for a Public Safety Entity to record all MCPTT Group transmissions (including call audio, talker ID, talkpath ID, location of initiating party, and potentially other META data) by their organization.
The MCPTT service shall provide a mechanism to deliver encrypted MCPTT Group transmissions to a recording interface.
4.4
Private (individual; 1-to-1; 1:1) Call

The MCPTT service shall provide a means by which a UE can make a 1-to-1 MCPTT transmission to any user for which it is authorized.
The MCPTT service shall provide a mechanism for an MCPTT Administrator/Supervisor to configure which users, within their authority, can place an MCPTT Private Call.
The MCPTT service shall provide a mechanism for an MCPTT Administrator/Supervisor to configure which UEs, within their authority, can place an MCPTT Private Call.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized UE, a set of UEs under the same authority to which an MCPTT Private Call can be made. 
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized participant, a set of participants under the same authority to which an MCPTT Private Call can be made.
Editor’s Note: The relationship between the authorizations of UEs vs. User is FFS.
The MCPTT service should provide a mechanism to query whether a particular UE is present on the network.
The MCPTT service should provide a mechanism to query whether a particular UE is capable of participating in an MCPTT Private Call.
The MCPTT service should provide a mechanism to query whether a particular user is capable of participating in an MCPTT Private Call.
Editor’s Note: Potential privacy issues should be considered FFS.
The MCPTT service shall provide a mechanism (i.e., callback request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) is to place a call to the calling party.
The MCPTT service shall provide a UE receiving an MCPTT Private Call callback request with an indication of which user called and when.
Editor’ Note: Private call set up modes requirements are FFS.
Editor’ Note: Discrete listening requirements are FFS.
Editor’ Note: Call override capabilities are FFS.
Editor’ Note: Performance specifications are FFS.
4.5
Audio MCPTT Call performance

4.5.1
MCPTT Access time and Mouth-to-ear latency

4.5.1.1
General

For MCPTT subscribers, one of the most important performance criteria is the MCPTT Access time (KPI 1). The MCPTT Access time is defined as the time between when an MCPTT User request to speak (normally by pressing the MCPTT control on the UE) and when this user gets a signal to start speaking. This time does not include confirmations from receiving users.

The MCPTT Access time (KPI 1) does not include any MCPTT Session establishment procedure. This is the common scenario within Public Safety, meaning that MCPTT Sessions are long lived sessions during several working hours. The End-to-end MCPTT Access time (KPI 2) is defined as the time between when an MCPTT User requests to speak (normally by pressing the MCPTT control on the UE) and when this user gets a signal to start speaking, including MCPTT Session establishment and acknowledgement from first receiving user before voice can be transmitted.  A typical case for the End-to-end MCPTT Access time is a one-to-one MCPTT session request where the receiving user’s client accepts the call automatically.

The Mouth-to-ear latency (KPI 3) is time between an utterance by the transmitting user, and the playback of the utterance at the receiving user’s speaker. Figure 4.5.1.1-1 illustrates the MCPTT Access setup time and Mouth-to-ear latency.
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Figure 4.5.1.1-1: Illustration of MCPTT Access time and Mouth-to-ear latency

4.5.1.2 
Requirements

The MCPTT service shall provide the MCPTT Access time and Mouth-to-ear latency specified in this section to all members of an MCPTT Session regardless of group size and/or user density.  
Note: This is to ensure the all users experience the same performance regardless of e.g. the audio is transferred over unicast or multicast delivery.

The MCPTT service shall be capable of providing the performance specified herein for all MCPTT Users in the Group Call when there is not a transcoder in the bearer path.

The KPIs defined in this section shall apply in a LTE network under traffic load not exceeding [70%] of each network nodes capacity.

On networks with QOS services, the KPIs defined in this section shall apply when the total sector loading of the serving sector by MCPTT Users with equal or greater priority than the subject MCPTT User is less than [70%].

The KPIs defined in this section shall apply when the transmitting MCPTT User is registered and affiliated with the MCPTT service.

The KPIs defined in this section shall apply when the receiving MCPTT User is registered and affiliated with the MCPTT service.

The KPIs, except KPI 2, defined in this section shall apply when the call under consideration is setup without acknowledgement from the receiving UEs.

When there are transcoding functions in the bearer path of the MCPTT service, the performance provided by the MCPTT service shall be no more than [40] ms greater than the performance specified herein when there are no transcoding functions in the bearer path.
The MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [95]% of all MCPTT request.

For MCPTT Emergency Group Calls and Imminent Peril Calls the MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [99]% of all MCPTT request.
The MCPTT service shall provide an End-to-end MCPTT Access time (KPI2) less than[1000] ms when the MCPTT Session has not been established prior the initiation of the MCPTT request.

Editor’s Note: Actual KPI values may require reconsideration. 
The MCPTT service shall provide a Mouth-to-ear latency (KPI 3) that is less than [300] ms for [95]% of all voice burst.  
There shall be no (0 ms) initial lost audio at receiving user. 

Note: In the case of Late Call Entry initial loss of audio is acceptable see section 4.5.2.1.
There shall be no (0 ms) trailing lost audio at the end of the voice burst at receiving user. 
4.5.2
Late Call Entry performance
4.5.2.1
General 
An MCPTT User is able to join or leave already ongoing MCPTT Sessions. Late Call Entry is the activity when an affiliated user joins an MCPTT Session in which other users are already active. The Late Call Entry time (KPI 4) is the time to enter an ongoing MCPTT Session measured from the time that the user decides to monitor such an MCPTT Session, to the time when the UE’s speaker starts to play the audio. The performance requirements for Late Call Entry time only applies to when there is ongoing voice transmitted at the time the user makes the Late Call Entry. 
Editor’s Note: Late call entry requirements for encrypted calls is FFS.
In a Late Call Entry there might be an initial lost audio of the voice burst sent to the new receiving user. Figure 4.5.2.1-1 illustrates the Late Call Entry time
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Figure 4.5.2.1-1: Illustration of Late Call Entry time
4.5.2.2
Requirements 
The KPIs defined in this section shall apply in an LTE network under traffic load not exceeding [70] % of each network nodes capacity.
The maximum Late Call Entry time (KPI 4) shall be less than [400] ms for [95] % of all MCPTT ciphered/unciphered transmissions.
For Late Call Entry, a period of Initial lost audio may be acceptable.
Editor’s Note: Actual KPI values may require reconsideration.
4.5.3
Audio / Voice Quality

The MCPTT service shall provide a mechanism to accommodate ongoing Encoder/Decoder (codec) improvements within LTE.

Average MOS LQO shall be greater than or equal to 2.7 measured according to P.862 standard for PESQ (ref. (a)).

Average MOS LQO shall be greater than or equal to 2.7 measured according to P.863 standard for Personal Objective Listening Quality Analysis (POLQA) (ref. (b)).

MOS LQO shall achieve the noise reduction performance of TIA-102.BABG (ref. (c)) Table 3-1.

MOS LQO shall achieve a noise reduction performance for 3GPP adaptive multi-rate wideband (3GPP AMR-WB: See 3GPP TS 26.190 Speech Codec and TS 26.194 VAD) that is equal to or greater than that specified for P25 full rate and half rate voice codecs in TIA-102. BABG.

References included in the above requirements

a. Perceptual evaluation of speech quality (PESQ). s.l. : International Telecommunications Union, February 2001. (NORMATIVE). ITU Recommendation P.862.

b. http://www.itu.int/rec/T-REC-P.863/en  ITU-T Recommendation P.863: Perceptual objective listening quality assessment

c. Enhanced Vocoder Methods of Measurement for Performance. TIA. March 2010. (NORMATIVE).  TIA-102.BABG.

4.6
MCPTT Priority Requirements
The MCPTT service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.
MCPTT service shall support multiple pre-emptive priorities.

The MCPTT service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e., to facilitate local management of the service and its resources).

The MCPTT service shall support groups with the right to pre-empt other MCPTT calls.

In case of resource shortage a call made in a group with pre-emption rights shall be given resources to complete this call by pre-empting lower priority calls. [Editor’s note: A call that requires the use of pre-emption of resources shall still satisfy the call setup requirements.]

MCPTT service shall support queuing and retention by priority. 

The MCPTT service shall support “top of queue” priority.

The MCPTT service shall support a number (N) of users at the “top of the queue” priority, within an agency’s priority levels.

Editors Note: “top of queue” priority is FFS.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.
4.6.1
Call types based on Priorities
4.6.1.1
MCPTT Emergency Call
4.6.1.1.1 MCPTT Emergency Group Call Requirements

The MCPTT service shall support MCPTT Emergency Group Calls from authorized MCPTT Users.

The MCPTT service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls and other MCPTT Emergency Group Calls.


The MCPTT service shall be capable of requesting increased priority for all participants of an MCPTT Emergency Group Call.

The MCPTT service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls and other MCPTT Emergency Group Calls.


The MCPTT service shall provide the talker ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to MCPTT Users affiliated with the group.

The MCPTT service shall remove the emergency priority associated with the group when an In-progress Emergency on that group is cancelled.

[Editor’s Note: The interaction of MCPTT Emergency call and imminent peril call is FFS]

The MCPTT Users affiliated with the group shall be notified when their group call transitions to an In-Progress Emergency. 

The MCPTT service may inform affiliated group members that an MCPTT Emergency Group Call was requested but resources were not available for the call to be granted.

The MCPTT service shall maintain knowledge of the MCPTT User(s) that initiated the MCPTT Emergency Group Call(s) until the In-Progress Emergency is cancelled. 

The MCPTT service shall maintain an In-Progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-Progress Emergency condition is cancelled. 

4.6.1.1.2  MCPTT Emergency Group Call Cancellation Requirements

The MCPTT service shall support cancellation of an In-progress Emergency by an authorized MCPTT User.

The MCPTT service shall support cancellation of an In-progress Emergency when criteria established by the MCPTT Administrator are met.

The MCPTT service shall support cancellation of an In-progress Emergency by the MCPTT Emergency Group Call initiator.

The MCPTT service shall notify affiliated members of the group of the cancellation of the In-Progress Emergency and the identity of the cancelling user.

4.6.1.2
Imminent Peril Call
4.6.1.2.1 Imminent Peril Group Call Requirements

The MCPTT service shall support Imminent Peril Group Calls from authorized MCPTT Users

The MCPTT service shall ensure that Imminent Peril Group Calls have the priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Group Calls, and other Imminent Peril Group Calls.


The MCPTT service shall be capable of requesting increased priority for all participants of an Imminent Peril Group Call.

The MCPTT service shall be capable of changing a group call in progress to an Imminent Peril Group Call.

Imminent Peril Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except MCPTT Emergency Group Calls, System Calls, and other Imminent Peril Group Calls.


The MCPTT service shall provide the talker ID of the initiator of an Imminent Peril Group Call and an indication that it is an Imminent Peril Group Call to MCPTT Users affiliated with the group.

The MCPTT service shall remove the Imminent Peril priority associated with the group when an In-progress Imminent Peril on that group is cancelled.

[Editor’s note: The interaction of emergency call and imminent peril call is FFS.]

The MCPTT Users affiliated with the group shall be notified when their group call transitions to In-Progress Imminent Peril.

The MCPTT service shall maintain knowledge of the MCPTT User(s) that initiated the Imminent Peril Group Call.

The MCPTT service shall maintain an In-Progress Imminent Peril condition for a group from the time the initial Imminent Peril Call was requested until the In-Progress Imminent Peril condition is cancelled. 

Editor’s Note: Whether imminent peril and MCPTT Emergency Group Calls can be generalized is FFS.

4.6.1.2.2 Imminent Peril Group call cancellation Requirements

The MCPTT service shall support cancellation of an In-progress Imminent Peril by an authorized MCPTT User.

The MCPTT service shall support cancellation of an In-progress Imminent Peril by the Imminent Peril Group Call initiator.

The MCPTT service shall support cancellation of an In-progress Imminent Peril when criteria created by the MCPTT Administrator are met.

4.6.1.3 MCPTT Emergency Alert 

4.6.1.3.1  Requirements

The MCPTT service shall support an MCPTT Emergency Alert capability.

The MCPTT service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

The MCPTT service may allow UEs that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.

The MCPTT Emergency Alert shall contain the following information: location, talker ID and group ID (e.g., current or configured, as appropriate).

The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert.

The MCPTT User shall be notified that the MCPTT Emergency Alert was received by the MCPTT service.

The MCPTT service shall be configurable on how the user is notified (visual, audio, or not at all (i.e., silent)).

The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

The MCPTT service shall maintain knowledge of the MCPTT Emergency State of the UE, until cancelled.

Until the MCPTT Emergency State is cancelled on the UE, all transmissions by the MCPTT User for any call (group or private) will be an MCPTT Emergency Group Call.

The MCPTT UE shall be configurable as to which group will be used for the emergency communications.

The MCPTT UE shall be able to immediately affiliate to the configured group.

The MCPTT service shall be able to inform an MCPTT UE of active MCPTT Emergency Alerts after successful registration/authentication with the MCPTT service.

4.6.1.3.2
MCPTT Emergency Alert Cancellation Requirements

The MCPTT UE shall provide a means for cancelling the MCPTT Emergency State that can only be done locally by an authorized user of that MCPTT UE.

The MCPTT service shall support MCPTT Emergency Alert cancellation by authorized MCPTT UE.

The MCPTT service shall distribute MCPTT Emergency Alert cancellation to all affiliated members of the group identified in the cancellation.

The MCPTT service shall allow authorized users to cancel any MCPTT UE’s MCPTT Emergency Alert from the system. 

4.7
Talker ID

The MCPTT service shall provide Talker IDs to participants on a dedicated basis.
The MCPTT service shall provide a mechanism for the Talker ID of a user to be associated with that user’s authentication.
The MCPTT service shall provide a mechanism such that each MCPTT participant has a globally unique Talker ID.
The MCPTT service shall ensure that each Talker ID has an alphanumeric identifier (with a minimum length of N3) (i.e., Alias ID) assigned by an MCPTT Administrator and/or authorized user.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure the Alias IDs.
The MCPTT service shall provide the Talker ID, Alias ID, MCPTT Group, and, if available, Public Safety Entity Name for display by the UE.
All UEs shall provide a configurable capability to display the Talker ID, Alias ID, MCPTT Group, and Public Safety Entity Name.
4.8
Personality Management
The MCPTT service shall provide a mechanism for MCPTT UE personality provisioning by an MCPTT Administrator and/or authorized user.

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to perform personality provisioning within their authority.

Editor’s note: Following the agreed definition of MCPTT Administrator requirements 1 and 2 should be merged.

The MCPTT service shall be able to dynamically modify one or more characteristics within the MCPTT UE while in use by the MCPTT User.

The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate that new or updated personality characteristics are to be installed by the MCPTT UE for immediate use by the MCPTT User.

The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate a particular time and date when new or updated personality characteristics are to be installed by the MCPTT UE for use by the MCPTT User.

The Personality Provisioning characteristics shall be construed to be sensitive user information and shall be provided end-to-end confidentiality when transferred between the MCPTT service and MCPTT UE.
4.9
Location
The MCPTT service shall be capable of providing the location information of the current talker to an authorized user, subject to privacy restrictions.

Editor’s note: Additional triggers for providing location need to be considered.

An authorized MCPTT User shall be able to restrict the MCPTT UE from supplying location information to the MCPTT service. 

The MCPTT service shall support conveyance of precise location information provided by the MCPTT UE.

The MCPTT service shall support conveyance of location information provided by 3GPP/LTE location services.

The MCPTT service shall provide for the flexibility to convey future formats of location information.

The MCPTT service shall provide a means for an authorized user to restrict the dissemination of his location information.

The MCPTT service shall provide a means for MCPTT Administrators to manage the privacy of location information for MCPTT Users within their authority.

The MCPTT service shall provide end-to-end confidentiality of location information.

The MCPTT service shall provide authentication of messages carrying location information.
4.10
Security
The MCPTT service shall employ open cryptographic standards, subject to applicable local policy (e.g., Federal Information Processing Standards (FIPS) 140-2).

The MCPTT service shall allow for update to new cryptographic operations and methods without obsoleting existing operations and methods, or requiring upgrade of all user equipment simultaneously.

The MCPTT service shall allow for the coexistence of a multiplicity of cryptographic suites. The definition and identification of cryptographic suites and algorithms may not all be within the scope of 3GPP.

Note: A “cryptographic suite” is a consistent collection of cryptographic operations (e.g., encryption and message authentication) spanning the totality of required cryptographic operations for MCPTT.  That is, if MCPTT requires a stream cipher, a message authentication code, and a secure hash, then counter-mode AES-256, CMAC with AES-256 as an underlying cipher, and SHA-512 would constitute a cryptographic suite for MCPTT

The MCPTT service shall provide a means to support confidentiality of all traffic.

The MCPTT service shall provide the MCPTT User with a mechanism to perform a single authentication for access to all authorized features.

The MCPTT service shall provide a means by which an authorized MCPTT UE is allowed access to selected MCPTT features prior to MCPTT User authentication.

The MCPTT service shall require authentication of the MCPTT User before service access to all authorised MCPTT features is granted.  The MCPTT service features available are based on the authenticated user identity(s). 

The MCPTT service shall provide a means by which an MCPTT UE can require authentication of the MCPTT service.

Subject to regulatory constraints, the MCPTT service shall provide a means to support confidentiality, message integrity, and source authentication for some information exchanges (e.g., personality management, kill commands) that have the potential to disrupt the operation of the target UE.

The MCPTT service shall provide a means to support end-to-end security for all media traffic transmitted between MCPTT UEs. Such end-to-end security shall be supported both within and without network coverage and regardless of whether the traffic is transmitted directly or via the network infrastructure.
Subject to regulatory constraints, the MCPTT service shall provide a cryptographic key management service(s).
The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.

The cryptographic key management service(s) shall ensure that cryptographic keys are confidentiality protected, integrity protected and authenticated when delivered over-the-air.

The MCPTT service shall support lawful interception.
Editor’s Note: It is FFS if the above requirement is appropriate in this sub-clause.

The MCPTT service shall support suspending or disabling of access from an MCPTT UE or an MCPTT User to the MCPTT service.
Editor’s Note: It is FFS if this is appropriate in this sub-clause and/or needs further elaboration.

The security solution for the MCPTT service shall minimise the impact of a compromised MCPTT UE on other MCPTT UEs.
4.11
Operational
4.12
Deployment
4.13
Other

4.13.1
Interactions between MCPTT Group and MCPTT Private

The MCPTT service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT Group call while simultaneously receiving transmissions from an MCPTT Private Call.
The MCPTT service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT Private Call while simultaneously receiving transmissions from other MCPTT group calls.
The MCPTT service shall provide a mechanism to prioritize, dynamically and in real-time, the call presentation of MCPTT Groups in relation to MCPTT Private Calls.
4.13.2  XX

An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.

The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.

Note: this is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.

Note: it is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.
5
Interworking with non-LTE MCPTT systems
5.1
Overview
5.2
Project 25
The MCPTT service shall enable interworking with the TIA-102 specifications (P25).
Interworking between the MCPTT service and P25 shall be capable of interworking with a multiplicity of independently administered Project 25 Radio Frequency Subsystems (RFSS).

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Emergency Group Calls and P25 emergency calls.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized P25 subscriber units and consoles to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support Group Regrouping that includes both MCPTT Groups and P25 groups.

Interworking between the MCPTT service and P25 shall support User Regrouping that includes both MCPTT Users and P25 subscriber units.

Interworking between the MCPTT service and P25 shall support interworking of Group-Broadcast Group Calls and P25 announcement group calls.

Interworking between the MCPTT service and P25 shall support interoperable Talker IDs and P25 Talker IDs.

Interworking between the MCPTT service and P25 shall support interoperable PTT One-to-one Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted PTT One-to-one Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and P25 shall support conveyance of losing audio from P25 subscriber units and consoles to authorized MCPTT Users.

5.3
TETRA
5.4
Legacy Land Mobile Radio
The MCPTT service shall enable interworking with the TIA-603 Standard.
Interworking between the MCPTT service and TIA-603 Standard shall be capable of interworking with a multiplicity of independently administered systems based on the TIA-603 Standard.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT Group calls between MCPTT Users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized MCPTT User to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized TIA-603 subscriber unit or console to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT One-to-one Calls between MCPTT Users and TIA-603 subscriber units or consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and TIA-603 Standard support conveyance of losing audio from TIA 603 subscribers units and consoles to suitably privileged MCPTT Users.
6
Off-Network
6.1
Overview
6.2
Creation
6.3
During

6.4
Performance
6.5
Off-network and On–network
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All MCPTT Users


MCPTT Group Members: MCPTT Users who have been authorized to participate in an MCPTT Group.


Affiliated MCPTT Group Member: An MCPTT Group Member who has indicated an interest in the group and is allowed to receive and/or transmit Group Communications from/to the particular MCPTT Group. An MCPTT User may simultaneously be an Affiliated MCPTT Group Member of more than one MCPTT Group.



