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Abstract: A list of requirements for Off network.
The following requirements are based on the public safety and TIA TR 8.8 requirements.

There is no ordering associated with these requirements.  The numbers are present to ease the discussion.  These numbers will be removed when added to the TS.  Later all requirements  in the TS will be numbered according to the chair’s updated procedures (S1-140116) used on ProSe TR 22.803

Suggest to add these requirements in the Off-Network section of the draft TS 22.179.

Note 1:  See addtional requirements for Off-Network into SA1 WG Dublin in contributions S1-142065 and S1-142066.

Note 2: Common Off-Network and On-Network MCPTT requirements are defined in section 7.0 and apply whether the MCPTT Service is in use Off-Network or On-Network (See contributions S1-142051, S1-142067 and S1-142068).
3.1 Definitions

Off-Network Late Call Entry: An MCPTT User operating Off-Network that was not a participant at the beginning of a call moves into communication range of an active MCPTT Communication for which it is authorized and joins the call. 
Off-Network MCPTT Group: A ProSe Group or GCSE Group being used for MCPTT.
Off-Network MCPTT Service: The collection of functions required to provide MCPTT using ProSe Direct Mode transport.

6.0 Off Network 
6.1. Overview

The following MCPTT Requirements are specific to the MCPTT Service when operating Off-Network.  Common MCPTT Requirements are defined in section 7.0 and apply whether the MCPTT Service is in use Off-Network or On-Network.   
6.2 Off-Network Floor Control 

Note: Add Requirements for Off-Network Floor Control here.
6.3 Off-Network General Group Call 

1. The Off-Network MCPTT Service shall provide a means by which an Off-Network MCPTT UE can make a 1-to-many MCPTT transmission to any Off-Network MCPTT Group(s) within communication range for which it is authorized.
2. The Off-Network MCPTT Service shall support a number (N) of Off-Network MCPTT Groups as authorized by the MCPTT Administrator. 
3. The Off-Network MCPTT Service shall provide a mechanism for an MCPTT Administrator/and-or authorized user to pre-configure an alphanumeric identifier (i. e., Alias ID) for the Off-Network MCPTT Groups

4. The Off-Network MCPTT Service shall provide a mechanism for an MCPTT Administrator/and-or authorized user to pre-configure a number of Off-Network MCPTT Groups for use by a UE. 

5. The MCPTT Service shall provide a mechanism for an authorized user to move MCPTT Groups off network for use with Off-Network MCPTT Communications. 

6. The Off-Network MCPTT Service shall provide a mechanism for an authorized user to dynamically create Off-Network MCPTT Groups.
6.4 Off-Network Late Call Entry  
1. An MCPTT UE operating Off-Network shall be capable of transmitting the Talker ID, Alias ID, Off-Network MCPTT Group and, if available, Public Safety Entity Name of the user who is talking (i.e., whose UE is transmitting) to MCPTT UEs operating Off-Network that enter the call late.
2. An MCPTT UE operating Off-Network shall be capable of transmitting the Talker location information of the user who is talking (i.e., whose UE is transmitting) to MCPTT UEs operating Off-Network that are late entering a call in progress.
6.5 Off-Network Dynamic Group Management

Note: Add Requirements for Off-Network Dynamic Group Management here
6.6 Off-Network Call Monitoring 
1. The Off-Network MCPTT Service shall allow an authorized MCPTT UE to be receiving or transmitting in one MCPTT Group that is within communication range while simultaneously monitoring additional MCPTT Groups within communication range. 
2. The Off-network MCPTT Service shall provide a mechanism for an MCPTT UE to monitor (determine the list of) the active MCPTT Groups within communication range for which it is authorized 
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