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Introduction

This contribution proposes ECIP use cases to allow the calling party to experience an enhanced called information presentation.

Discussion

When users make phone call to public services or enterprise hotlines, they are probably looking for information. It is helpful if they get useful information as soon as they initiate the call. The called party may also have the requirement to identify themselves so that they are aiming at the right customers.
Customized Alerting Tone (CAT) already realizes some of the requirements, but it can’t support picture, so information sharing of official logo, pictures, etc cannot be satisfied.
Proposal

It is proposed to add the following in ECIP TR 22.8xx:
***** 1st CHANGE *****
X
Use cases

x.1
Calling party use cases 

x.1.1
Description

This use case proposes that the calling party shall be able to experience the information customized by the called party when initiating a call. The information can be number, name, logo, portrait, signature, introduction etc. The content can be text, picture, voice, music and video.
The content can be played during the call, and this service should not negatively affect the conversation between the calling and the called party. 
x.1.2
Pre-conditions
The user (calling/called party) shall be able to subscribe to the service, activate the service, update the settings.
The service user (calling/called party) can set different rules for each call. The rule of the calling party has higher priority than the rule of the called party.

x.1.3 
Potential requirements

The calling party shall be able to save the content set/sent by the called party.

The personal information (e.g. name, portrait, etc), and the information of public services or enterprise (e.g. name, logo, etc) to be displayed shall be pre-stored in the network, and authenticated to avoid fraud. 
The system shall be able to set limitations on file type, file size, etc. for storing the personal/public information.
The service provider shall be able to charge the subscriber for this service according to different charging mode (e.g. service monthly fee, fee of purchasing, fee of setting, fee of multimedia).
The calling party should be able to reject the service based on rules e.g. time, the identity of the called party.
***** END OF CHANGES *****
