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Abstract:
This use case concentrates on the information exchange between an MTC Server - considered an entity outside the 3GPP System - and the EPC of the 3GPP System. The MTC server hosts an M2M service provider’s Service Enablement Framework (specified outside of 3GPP, e.g. by ETSI M2M or oneM2M) which communicates with its counterpart in the MTC Device.
It is proposed to add the use case to section 4 (Use Cases) of the SEES TR.
Begin of changes
4
Use cases

4.1
M2M service enablement related use cases

4.1.1
M2M service provider setting via MTC Server various parameters for communication with is MTC devices
4.1.1.1
Description

This use case concentrates on the information exchange between an MTC Server - considered an entity outside the 3GPP System - and the EPC of the 3GPP System. The MTC server hosts an M2M service provider’s Service Enablement Framework (specified outside of 3GPP, e.g. by ETSI M2M or oneM2M) which communicates with its counterpart in the MTC Device. 

While it must be possible that this communication can be implemented entirely ‘over the top’ of 3GPP (i.e. only the user plane (IP connectivity) of the 3GPP network is used), it can be beneficial to expose specific 3GPP services to the Service Enablement Framework to enhance this communication. For these services a 3GPP operator can charge the M2M service provider.

Such services may include e.g.

· Broadcast/multicast certain M2M data to a group of MTC devices

· Providing QoS and Prioritization for individual M2M sessions to/from individual devices.
· Scheduling of suitable M2M traffic to a different time – e.g. in case of high network load

These services require information exchange between the MTC Server and an entity in the 3GPP network (e.g. MTC-IWF).

4.1.1.2
Pre-conditions
An M2M Service provider is running a Service Enablement Framework (SEF) with several M2M services on his MTC server. These services use MTC devices, operated by M2M Service provider. The MTC Server interfaces with the 3GPP network of one or more 3GPP operators. The MTC Server knows the external identities of all its MTC Devices – e.g. through pre-provisioning – and thus can address them.

The following situations may occur: 

4.1.1.2.1
For the broadcasting/multicasting case

· An automotive service alerts vehicles around where a traffic accident has just happened.  The alerted vehicles could go slow or go another route to prevent a second accident and to avoid the expected traffic jam

· The M2M service provider wants to send M2M data from the MTC server to all (or a sub-group) of his MTC devices. For this group of MTC devices a MBMS multicast-group is already configured in the 3GPP System.

· Ordinary unicast messaging mechanism is inadequate here. The alert messages need to be delivered in a timely manner to all the relevant vehicles within a specific region. Moreover the underlying communication network would have to route a large number of unicast messages with very short delay.
· The automotive service provider has just received indication of an accident in a certain geographic region

4.1.1.2.2
For the QoS / Prioritization case case

· Another application service is provided by a hospital for persons with a high risk of heart attacks. They wear MTC devices that inform the hospital (the MTC Server) in case the patient shows of symptoms of a heart attack.
· In that event the MTC server needs to establish a reliable session with high QoS (low latency) with the MTC device for further off-line diagnostics and for providing first aid.

· Session establishment should occur immediately, even if the network is congested (e.g. in some cases it might even be necessary to pre-empt other sessions).

4.1.1.2.3
For the scheduling case

· An M2M service, running on the MTC Server, sends different kinds of M2M data to the MTC device. Depending on the service, transmission of the data is more or less urgent.

· If the 3GPP network experiences high load (e.g. in a congestion case) M2M data transmission may be delayed. This delay may or may not be acceptable for specific data transmissions.

· The M2M Server needs to be aware that some traffic might be delayed.

· If the data transmission to the MTC device is very urgent the MTC server may increase the priority of that message and send it (possibly at a higher cost).

· If data transmission is less urgent then, depending on the estimated time of mitigation of the congestion situation, the M2M service may try sending the data at a later time or cancel the transmission.
4.1.1.3
Service Flows
4.1.1.3.1
For the broadcasting/multicasting case
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Figure x Service Flow – sending broadcast to a group of MTC devices
1. The MTC Server issues a broadcast request to the 3GPP network, indicating the data to be broadcasted, the multicast group to be addressed, the geographic area in which broadcast/multicast should occur and potentially additional information (e.g. requirements for retransmission, confirmation request by MTC device ..).
2. From the indicated geographic area the 3GPP Network calculates MBMS broadcasting area (the cells) in which the broadcast should occur

3. The 3GPP Network broadcasts the data to the multicast group in the MBMS broadcasting area.

4.1.1.3.2
For the QoS / Priority case
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Figure x Service Flow – QoS and Priority for M2M sessions
1. The MTC Device sends an alarm message to the MTC Server. This message is transferred in the 3GPP network with high priority (e.g. allowing session establishment even in situations of high traffic / congestion)
2. The MTC Server requests session establishment with the MTC device with high priority and sufficient QoS

3. The session between MTC Server and MTC device is established.

4.1.1.3.3
For the scheduling case
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Figure x Service Flow – Support for transmission scheduling 
1. The 3GPP Network indicates to the M2M Server a situation in which M2M data transmission may be delayed in a specific area. Potentially an estimate can be given when the congestion is expected to be mitigated.
2. The M2M application on the MTC Server assesses how M2M traffic to its devices in that area is impacted and schedules traffic accordingly

3. Traffic to the affected MTC devices is initiated by the MTC server according to that schedule.

4.1.1.4
Post-conditions

- none
4.1.1.5
Potential requirements

The 3GPP Network shall be able provide a standardized 3rd party interface to the MTC Server to:

· Enable the MTC Server to request broadcast of M2M data to a specified group of MTC devices in a specified geographic area.

· Enable the MTC Server to request setting up data sessions to MTC devices with specified QoS and Priority.

· Indicate to the M2M Server a situation in which M2M data transmission may be delayed in a specific area. Potentially an estimate can be given when the congestion is expected to be mitigated

End of changes
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