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Abstract: ACDC use case: further clarification on interaction with other forms of access control – ACB. "ACB bypass per MNO preference" requirement is here proposed.
Introduction
A high-level requirement on interaction with other forms of access control is mentioned in use cases 2 and 3, while there were comments we could clarify further this aspect. NTT DOCOMO has a non-negotiable requirement on interaction of ACDC with ACB, which might be called the "ACB bypass" requirement. Understanding others' view as well, "ACB bypass per MNO preference" requirement is here proposed.
Proposal
To add a new use case as follows:

A.B
Use Case X – interaction with other forms of access control - ACB
A.B.1
Description

The use case addresses the operational condition of some percentage of UEs being ACDC capable, while remaining UEs are only capable of legacy forms of access control, such as ACB, i.e. they are pre-release 13. ACDC controls can co-exist with ACB and other legacy forms of access control.  ACDC controls can be gradually adjusted as a function of penetration of ACDC capable UEs, to obtain the overall desired effect of controlling access from the ensemble of all UEs in the system.
When considering an access barring mechanism that bars certain flows and allows certain flows, people tend to think about the barring side. But we need to be reminded that ACDC is a feature focusing on the "allowing" side.
Use cases are shown in Clauses 4.2 and 4.3, too. To draw your attention once again, one essential example is found in Japan's market. As S1-135073 shows, Japan's Ministry of Internal Affairs and Communication (MIC) expresses that 'We would like to ask once again for the cooperation of all in times of large-scale disaster by making practical use of "disaster message services,"' encouraging Japanese general public to use them and treating them in parallel in the same importance as priority calls and emergency calls for use in times of disaster.
MIC also expresses that 'will coordinate with telecommunications businesses to promote easier-to-use and easier-to-connect "disaster message services"'. Operators need to offer and promote such services. In doing so, they need to understand (1) the relative degree of preferred handling of such services: priority calls first, emergency calls second, disaster message services third, the rest fourth. And they need to pay attention as much as possible to (2) fairness among users who have either UE with ACDC or UE without ACDC.

Consider a big disaster occurs. Not applying ACB to the field where many UEs are still not ACDC-capable would cause network to break down and priority calls and emergency calls to stop. From a standpoint of (1), in order to secure priority calls and emergency calls, ACB is invoked. From a standpoint of (1) again, in an attempt to give DMB relative preference for UE with ACDC, ACDC is invoked, too. If both ACDC and ACB affected initiation of DMB from a UE with ACDC, that initiation would end up being treated in the same or less preference compared to video uploading from a UE without ACDC. From a standpoint of (1) and (2), that is not desirable; ACB needs to be bypassed.
NOTE:
Per MNO preference the system can choose not to give exemption of ACB, too.
A.B.2
Pre-conditions

The system is populated with a sufficient percentage of UEs capable of ACDC (Release 13 or later), to make ACDC controls worthwhile.
Note:  What is considered as sufficient percentage of ACDC penetration is largely an operator defined threshold.
Alice is a student who stays at the university. Alice's UE is with ACDC capability, which is set that DMB belongs to the disaster category and the UE does not apply ACB to access attempts which ACDC has allowed.

Bob is a student who stays at the university. Bob's UE is without ACDC capability.

A disaster occurs in the university area. This causes mobile communication traffic in the local RAN nodes to drastically increase.  This is partially due to increased human activity (e.g., residents, workers, and passers-by calling their friends and family, police and fire brigades), but also some network capacity is lost (e.g. micro- and femto-cells, and backhaul links are destroyed).
A.B.3
Service flows
To counter this increase in traffic volumes and to combat congestion and large number of access attempt threatening to overwhelm the system, ACDC is imposed in affected cells. 
The network indicates in the disaster area that ACDC is currently activated to the disaster category. At the same time, the network indicates that ACB is currently activated.
Alice's UE receives both these messages. Alice tries to inform her parents by uploading her status via DMB. Since DMB is allowed in ACDC and ACB is exempted, the UE decides to initiate DMB as usual.
Bob's UE receives messages of ACB. Bob tries to inform his parents by uploading his status via DMB. Since ACB is effective, the UE decides not to initiate DMB. Bob tries again to access to DMB and, after several attempts, successfully contacts his families via DMB to indicate his safety.
A.B.4
Post-conditions
Alice successfully contacts her families via DMB to indicate her safety.

Bob successfully contacts his families via DMB to indicate his safety, although he needs to wait for a moment.
A.B.5
Potential requirements

The requirements derived from this use case are:
-
The system shall be able to simultaneously apply ACDC with other forms of access control, such as ACB, allowing for gradual adjustment in ACDC network control behaviour commensurate with level of penetration of ACDC capable UEs in the system.
-
The system, based on operator's policy of the serving network, shall be able to control whether or not UE is set such that the UE does not apply ACB to access attempts which ACDC has allowed.
