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Abstract: The present contribution discusses a use case text proposal that addresses support for a limited backhaul connection. The use case encompasses an Isolated E-UTRAN derived from both infrastructure eNBs and MCPs.
1 Introduction

This document presents a use case text proposal intended for inclusion in TR22.897 [1].

In forming an Isolated E-UTRAN it may be possible to retain a limited backhaul connection between the Isolated E-UTRAN and EPC. This use case considers a limited backhaul connection that permits the exchange of security-control plane signalling with the EPC. The user plane traffic is routed locally in the Isolated E-UTRAN.
2 Text proposal
~ ~ ~ START OF TEXT PROPOSAL ~ ~ ~
x.1 A limited backhaul connection use case with an infrastructure-derived Isolated E-UTRAN
x.1.1 Description
Following an outage in the E-UTRAN it may be possible to create an Isolated E-UTRAN from infrastructure eNBs in which limited (i.e. available bandwidth supports only signalling and low speed data) backhaul connectivity may still be retained. This connectivity is able to assist in the creation and operation of the Isolated E-UTRAN.

x.1.2 Pre-conditions
Public Safety Officers A and B are at an incident. Each Public Safety Officer has a UE which is communicating via the infrastructure network.
x.1.3 Service Flows
There is an outage in the E-UTRAN which results in the backhaul for a single eNB to become disconnected. This eNB previously served Public Safety Officers A and B.

The single eNB (now isolated from the infrastructure network following the loss of the backhaul connection) begins operation as an Isolated E-UTRAN.
A limited backhaul connection is retained in the Isolated E-UTRAN. The limited backhaul connection permits the exchange of security-control plane signalling with the EPC; the user plane traffic is routed locally in the Isolated E-UTRAN. Officers A and B are able to utilize low speed communication services but are not able to use higher speed communication services through the infrastructure.
Public Safety officers C and D arrive on the scene and are authenticated. 
x.1.4 Post-conditions
Public Safety Officers A and B retain their security context established prior to the network outage in the E-UTRAN.

x.1.5 Potential Requirements
The UEs are required to indicate to their respective Public Safety Officers that they are working within an Isolated E-UTRAN with limited bandwidth to users and services outside the E-UTRAN
The isolated eNB is required to detect the loss of backhaul connection and transition to infrastructure-derived Isolated E-UTRAN operation.

The infrastructure-derived Isolated E-UTRAN is required to retain the security context for UEs originally provided directly by the E-UTRAN and now by the E-UTRAN via the limited backhaul of infrastructure-derived Isolated E-UTRAN. The infrastructure-derived Isolated E-UTRAN is required to admit any further authorised UEs to the system.
The infrastructure-derived Isolated E-UTRAN is required to use the limited backhaul connection to exchange security-control plane signalling with the EPC and route locally the user plane traffic within the Isolated E-UTRAN.
x.2 A limited backhaul connection use case with an MCP-derived Isolated E-UTRAN
x.2.1 Description
Following the creation of an Isolated E-UTRAN from a deployment of MCPs there may exist the possibility of deploying a limited backhaul connection. This connectivity is able to assist in the creation and operation of the Isolated E-UTRAN.

x.2.2 Pre-conditions
Public Safety Officers A and B are at an incident.

There is no network coverage due to a widespread network outage in the E-UTRAN.

Public Safety Officers A and B are in proximity; their respective UEs are able to perform ProSe Group Communication provided by ‘direct mode’ ProSe.

x.2.3 Service Flows
Isolated E-UTRAN coverage is subsequently established using a single MCP that is deployed to provide coverage at the location of the incident.

A limited backhaul connection permits the exchange of security-control plane signalling with the EPC; the user plane traffic is routed locally in the Isolated E-UTRAN.
Public Safety Officers A and B are in coverage of the Isolated E-UTRAN and are then served by the Isolated E-UTRAN. Officers A and B are able to utilize low speed communication services but are not able to use higher speed communication services through the infrastructure.

Public Safety officers C and D arrive on the scene and are authenticated. 
x.2.4 Post-conditions
Public Safety Officers A and B obtain their security context from the EPC via the Isolated E-UTRAN.

x.2.5 Potential Requirements
The UEs are required to indicate to their respective Public Safety Officers that they are working within an Isolated E-UTRAN, with limited bandwidth to users and services outside the E-UTRAN.

The MCP-derived Isolated E-UTRAN is required to obtain the security context for UEs from the EPC via the limited backhaul of the Isolated E-UTRAN. The MCP-derived Isolated E-UTRAN is required to admit any further authorised UEs to the system.
The MCP-derived Isolated E-UTRAN is required to use the limited backhaul connection to exchange security-control plane signalling with the EPC and route locally the user plane traffic within the Isolated E-UTRAN.

~ ~ ~ END OF TEXT PROPOSAL ~ ~ ~
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