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1. Introduction

This contribution is proposed to clarify additional security requirement. Comparing the requirements in the TR 22.803 to the general security features provided by the EPS we propose the additional requirement.
· Propose the requirement in 6.4 for security policy 
2. Proposal
It is proposed to change the following to TR 22.803 V1.0.0 (FS_ProSe)
******  Start change ******
6.4
Additional Security Requirements

The system shall ensure that ProSe is secure.
The system shall ensure that ProSe Discovery respects privacy.
The system shall ensure the validity of the ProSe Discovery information provided to the discoverer.
The system shall be able to provide security comparable to that provided for the current 3GPP system for ProSe Communications, reusing existing 3GPP security mechanisms whenever possible and appropriate. 
The system shall be able to restrict ProSe Discovery information to the ProSe-enabled UEs that have been authorized.
Security policy shall be under control of network operator. 
The system should ensure that no ProSe-enabled UE can enable malicious attacks by fake UE.
Editor’s Note: Between which parties authorization is required (user/device/application/operator etc.) is FFS.
******  End change ******

