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Background
SIP Digest is an authentication mechanism used in Common IMS. It was specified by SA3 in TS 33.203 for stage 2 and by CT1 in TS 24.229 for stage 3 to accommodate the need (at that time expressed by TISPAN and CableLabs) to allow non-3GPP IMS User Equipments to authenticate to the IMS domain, particularly when a UICC is not present. 
Currently, both specifications require the inclusion of an Authorization header in the initial SIP REGISTER message. The Authorization header in the initial SIP REGISTER message is used to carry the private identity IMPI. If no IMPI is present in the initial SIP REGISTER message the I-CSCF and the S-CSCF need to derive an IMPI in a canonical way from the public identity IMPU for use on the Cx interface to the HSS. This implies certain restrictions on the handling of IMS identities. In particular, the restriction implies that only one private identity can be associated with a public identity by the I-CSCF and the S-CSCF in registrations. Furthermore, the mandatory inclusion of the Authorization header in the initial SIP REGISTER message for SIP Digest is currently used by the S-CSCF for the so called “Coexistence mechanism”, i.e. as part of a set of rules specifically designed to determine, in cooperation with the HSS, on a case by case basis, the correct IMS authentication scheme (e.g. IMS AKA versus SIP Digest) to be applied.    

Problem description: 
Recently, CableLabs expressed to CT1 the need to allow IMS User Equipments to be authenticated by means of SIP Digest even if they do not include an Authorization header in the initial REGISTER message, i.e. contrary to what is required by the current specifications. This scenario might occur when connecting private SIP networks to the IMS core over cable access, however no discussion paper explaining this need was presented,but SA3 understand that the context was for connection of PBX’s in corporate networks 

Based on the Cablelabs need, CT1#62 meeting discussed a couple of alternative solutions at a Stage 3 level, one tailored to cover only the case raised by CableLabs, the other with a potentially wider applicability, namely covering all non-3GPP accesses. 
Then, since (regardless of the chosen approach) this new functionality would also impact the above-mentioned “Coexistence mechanism”, that is described within TS 33.203 and that would need to be properly adjusted, SA3 was involved. 
Two CRs (again one tailored to cover the CableLabs access only, the other generally applicable to non-3GPP accesses) were submitted to the SA3#58 meeting for the Stage 2 level. SA3 decided, however, that, prior deciding on technical solution alternatives, the solution to be implemented in stages 2 and 3 would have to be tailored on the requirement, if and when such a requirement was agreed and detailed by SA1. 
During SA3#58 meeting there was not a clear understanding about the practical business scenarios, nor if those business scenarios should be addressed by 3GPP, or not. 

Moreover, it has to be further investigated if the proposed general approach would be backward compatible, i.e. not preventing business scenarios that are allowed/supported by the current IMS specifications. 
So, in order to understand the way forward on this specific topic, SA3 would therefore like to ask SA1 whether the addition of this functionality is considered appropriate and, if so, in which form. More in detail, SA3 would like to raise the following questions:  
1. Does SA1 believe it would be useful to add functionality to SIP Digest authentication in IMS such that also the case where no Authorization header is included in the initial REGISTER message sent to the IMS is accommodated by 3GPP IMS specifications?  
2. If the answer to question 1 is positive, can SA1 clarify up to what extent this new SA1 requirement shall/should be accommodated within the 3GPP specifications? For instance, the following aspects might be relevant for the upcoming SA3 activity on this specific topic: 

a. Is this new requirement intended to apply only for the CableLabs access? 
b. If this new requirement is NOT intended to be restricted to CableLabs, for which non-3GPP accesses is it intended to apply and for which ones it shall NOT apply? 
Actions:

SA1 is kindly asked to provide feedback about whether the addition of the functionality under discussion is considered appropriate and, if so, in which form. 
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