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Discussion and Proposal:
In 5.2.1, a category of user data was identified. Considering that user authentication data and service configuration data are different from the four types of user data listed previously, it is proposed in this paper to count them in. Besides, user content data is clarified for better feasibility.
5.2.2
User Subscription Data
Before a user can enjoy a service, he may need to subscribe the service first. The subscription data relates to the necessary information the mobile system ought to know to perform the service. User identities (e.g. MSISDN, IMSI, IMPU, IMPI), service data (e.g. service profile in IMS) , and transparent data (data stored by Application Servers for service execution)  are the examples of the subscription data. This kind of user data has a lifetime as long as the user is permitted to use the service and may be modified during the lifetime.

User data may be accessed and configured via various means, e.g. customer service, web interface, UE. Some type of user data may be of very temporary nature such as data for Presence service.
The subscription data is composed of different types such as authentication data, configuration data, etc. Different type of data may require different levels of security.


5.2.5
User content Data
Some applications may have to store content defined by the user and that here may be quite large (e.g. Photos, videos) 

User content data can reach very high volume (e.g. Hundreds of Mbytes and more), and the size required to store them may largely vary over time. They generally do not require the real time constraints as user profile data may require.
Storage of user data content is not typically subject of UDR. UDC on user content data can be achieved by converging them with links or references, such as URLs, to other entity.



