3GPP TSG SA1 meeting #41
S1-082360
Sophia Antipolis, 21 – 25th July 2008

Source: 
AT&T, Vodafone, Verizon, T-Mobile
Title: 
OA&M Requirements for HNB/HeNB
Agenda Item: 
9.5
Document for:
Discussion/Approval
1.
Introduction

The purpose of this document is to look at major use cases foreseen by a number of operators for the deployment of Home NodeB (HNB) and Home eNodeB (HeNB): those of large-scale home deployment and eventual physical integration with a broadband modem. These use cases lead to some OA&M requirements for H(e)NBs that will enable operationally efficient management and deployment for operators.

2.
Discussion



Scale and Management

The deployment of H(e)NBs in a cellular network creates a number of operational challenges for wireless operators. In particular, the number of H(e)NBs in a network could be well in excess of the total number of cells in a macro-cellular network today, possibly by two orders of magnitude, and the availability of the H(e)NBs could well be below that of a macro-cellular network due to a number of reasons outside the wireless operator’s control. These include the user switching the H(e)NB off, loss of power in the home, congestion on the home backhaul or failure of the home broadband connection. With respect to the above points, H(e)NBs can be considered similar to Customer Premises Equipment (CPE) such as wireless and/or broadband modems in the home.

Large scale deployment of H(e)NBs will also require management of hundreds of thousands of private IP addresses.

Consequently, the management solution for H(e)NBs will require a number of mechanisms including

· configuration and provisioning

· activation

· discovery of security and access gateways

· load balancing across gateways 

· fault-reporting 

· statistical reporting

· recovery mechanisms 

The OA&M tools for H(e)NBs must be capable of handling these functions, with the possible scale of handling tens of thousands of H(e)NBs simultaneously in the case of an area power failure.  

We note that the broadband industry has already developed standards to handle these OA&M issues for CPEs, and there are widely deployed systems based on them.  A particular case is TR-069 CPE WAN Management Protocol [1] developed by the DSL Forum (now Broadband Forum), and which has gained significant support within the HNB community. We believe it makes sense to re-use existing mechanisms such as these. Extensions to TR-069 are also currently being developed to assist in the wireless-specific aspects of fault reporting.  

Commonality and Efficiency

A major use case for the deployment of H(e)NBs is the physical integration of   H(e)NBs with a broadband modem such as DSL or Cable Modem. Such modems in use by broadband wireline operators today already contain a management function. If this function is trusted by the cellular operator, then maximum operational efficiency can be gained by enabling its re-use for management of the H(e)NB. Thus there should be maximum commonality of procedures between broadband modem and H(e)NB management.

3.
Proposal 

Based on the use cases described above, it is proposed to include the following requirements in a new section under 4.2 of TS 22.220.

Start of 1st Modfication
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4.2 
Common requirements for Home NodeB/eNodeB 

4.2.1
HNB and HeNB Installation, identification and location requirements

-     HNB/HeNB shall have a unique equipment identity.

-
All the HeNB serving the same CSG share the same identity called CSG Identity.

-
It shall be possible to support at least 125 million CSG Identities within a PLMN.

· The radio transmitter of a HNB/HeNB shall not be activated until configured and authorised by the operator.

-    When installing, provisioning, configuring or re-configuring an HNB/HeNB the network operator shall be able to:

-
verify the node's identity. 

-
obtain the geographical location as determined by the HNB/HeNB system.

-
The network operator shall be able to determine that the HNB/HeNB is installed and operated in accordance with all relevant regulatory requirements. 

· The network operator shall be able to configure the settings of the HNB/HeNB. In the case where the HNB/HeNB has detrimental impact on the network operator’s allocated spectrum usage, the HNB/HeNB can be set to out-of-service by the network operator.

4.2.2
OA&M Requirement
Editors note: The following definitions need to be checked with definitions used at SA5
· HNB/HeNB shall support the automatic discovery of a operator’s remote managementsystem.

· It shall be possible to make use of the operator’s remote management system to carry out OA&M functions for HNB/HeNB. The management connection between HNB/HeNB and the operator's remote management system shall be end-to-end secure.
· HNB/HeNB shall support OA&M procedures which allow the network operator to remotely configure the HNB/HeNB, deploy software upgrades and perform general OA&M tasks. The OA&M procedures shall be as closely aligned as possible with those that are commonly used in broadband access networks such as defined in [x].
4.2.3
Access Control requirements

-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the invited member or guest shall be obtained before being added to the subscriber group. 

End of 2nd Modfication

