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******* FIRST CHANGE ******
3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Ad-hoc Network: An Ad-hoc Network is a dynamically organized network of mobile terminals that are able to communicate with each other via some means (e.g. using IEEE 802.15 or WLAN in ad-hoc mode). An Ad-hoc Network may contain terminals that are capable of connection to a variety of access systems.  In the context of AIPN, it is assumed that every terminal in the Ad-hoc Network is under the control of a separate user, each able to independently access the AIPN. The Ad-hoc Network routes their consolidated traffic towards the AIPN, to an Access system through one or more terminals in the Ad-hoc Network.  The Ad-hoc network may change the terminal carrying the consolidated traffic change dynamically according to rules set up by the users.  The Ad-hoc network may move throughout the geographic coverage area. (See Annex E)

All-IP Network (AIPN):  A collection of entities that provide a set of capabilities for the provision of IP services to users based on IP technology where various access systems can be connected. The AIPN provides a set of common capabilities (including mobility, security, service provisioning, charging and QoS) which enable the provision of services to users and connectivity to other external networks.  An AIPN requires one or more connected access systems to allow users to access the AIPN.

Access system: An entity or collection of entities that provides the user the capability to connect to the AIPN.

AIPN operator: An operator of an AIPN. It is assumed that the AIPN operator will also be a network/PLMN operator as defined within [1].
IP service: a service using an IP bearer provided by an IP service provider. For IP services data traffic is routed according to the IP addresses of the sender and receiver(s). 
IP service provider: a service provider that provides IP services. This may or may not be a network operator e.g. the operator of an IMS would be an IP service provider according to this definition.

IP service subscriber: a subscriber to an IP service provider that uses IP services.
Moving Network: A Moving Network is a group of user devices (terminals) that move together, for example, as part of vehicular network. The user devices (terminals) are interconnected in a way that their consolidated traffic towards the AIPN is routed through a well-defined system (gateway). The elements of the consolidated traffic may originate from PAN and Ad-hoc Networks within a Moving Network. (See Annex E)

Personal Network:  A Personal Network, in the context of AIPN, consists of more than one device (terminal or server provided by the AIPN operator) under the control of one user providing access to the AIPN. These devices are interconnected by the AIPN such that the user perceives a continuous secure connection regardless of their relative locations. The user controls the PN using facilities provided by the AIPN. (See Annex E) 

Personal Area Network:  A Personal Area Network (PAN), in the context of AIPN consists of more than one device (terminal) controlled by, and physically close to, the same user (person). All the devices within a PAN use the same USIM.  These devices are connected together using internal PAN means.  The user obtains services from the AIPN using his multiple devices which all access the users USIM through the PAN to gain access to the AIPN. The user controls the PAN directly. (See Annex E)
Seamless:
A user experience that is unaffected by changes in the mechanisms used to provide services to a user.
Note:
The determination of whether something satisfies the requirement for being seamless or not is dependent on the user's (e.g., human end-user, protocol, application, etc.) perception of the service being received and not necessarily the technology used to provide the service.

Seamless Service: services provided across access systems and terminal capabilities. Provisioning of this service is continued between and within access systems and between terminals with minimal degradation in the service as seen by the user.
Seamless session: A session that is maintained during a change in access system, with no perceivable interruption from a user perspective, while adapting to the capabilities of each access system.
End-user mobility: The ability for the subscriber to communicate using the device or devices of his/her choice 

Terminal mobility: The ability for the same UE to communicate whilst changing its point of attachment to the network. This includes both handovers within the same access system, and handover from one access system to another. 

Session mobility: The ability for a communication session to be moved from one device to another under the control of the user.
For further definitions see [1].
******* SECOND CHANGE ******
5.1.1.7
Enhanced services

-
Support for advanced application services
-
Support for group communication services, e.g. voice group call, instant group messaging, and multicast delivery. In some cases, a group may include a large number of participants.
-
Provision of seamless services (e.g. transparent to access systems, adaptable to terminal capabilities, etc) 

Users should be able to move transparently and seamlessly between access systems and to move communication sessions between terminals.


An AIPN will be able to adapt services as much as possible to the capabilities of the user's terminal, allowing the user to access services independently of which terminal they are using. 

Note: 
this may not be feasible in all cases (e.g. some services will require "minimum terminal capabilities" to be able to be accessed, with these "minimum capabilities" being service dependent), but an AIPN will be designed to enable this property in as many cases as possible.

…
******* THIRD CHANGE ******
5.1.1.12
Quality of Service
-
AIPN operators should be able to guarantee QoS within their networks.

-
The QoS mechanisms used by an AIPN should be able to guarantee end to end QoS for a unicast and multicast traffic when all network segments (including access, core network and inter-connecting networks) are able to provide the requested QoS.
Note:
Business agreements for QoS guarantees between the parties (e.g. operators, national- and international carriers, corporate customers) are today regularly based on static agreements. These types of agreements may need to be re-considered in order to reflect the advanced means to guarantee QoS between AIPNs.
******* FOURTH CHANGE ******
6.2.6
Enhanced Quality of Service

Though existing 3GPP systems guarantee end-to-end QoS for a session between 3GPP systems, a similar function is also needed for AIPNs. However, within an AIPN, this functionality shall be enhanced to be enable guarantee of end-to-end QoS across a variety of different access systems. Also, it is required that the continuation of QoS provision be possible whilst moving within an AIPN including when moving across access systems during handover. It is also required to provide QoS control for multicast (e.g. user-to-multicast) traffic.
The QoS ensuring methods have to consider cost aspects. Therefore, it is very important to support a variety of QoS ensuring methods, cost effective and adapted to the operator needs. Different operators have different cost structures, i.e. multiple QoS ensuring methods may need to be supported in the end-to-end path. This may be also valid in a single operator case due to different cost structures of the different network parts.
 Recommended requirements:
-
It shall be possible to guarantee end-to-end QoS for a user-to-user or multicast (e.g. user-to-multicast) session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 

-
Interworking between different QoS ensuring methods in the end-to-end path has to be supported.  
QoS considerations need to be taken into account in handover decisions:

-
It shall be possible for AIPN to guarantee end-to-end QoS without modification when the terminal or session moves from one access system to another, if the target access system supports the required QoS.
-
It shall be possible for AIPN to guarantee end-to-end QoS, with QoS modification, when the terminal or session moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS. 
-
It should be possible for AIPN to provide mobility for a terminal or session between an access system that provides QoS and one that does not. However, in this case, seamless experience is not guaranteed, the terminal/application/user may need to be notified via some means and the network may need to adjust service setting for the session(s) accordingly to the change (e.g. charging adjustments, etc).
-
It shall be possible for an AIPN to guarantee QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another (e.g. for multimedia streaming with adaptation to the conditions of each recipient). 
-
It shall be possible for an AIPN to guarantee QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another, when the target access system for this terminal does not support the required QoS.
-
It shall be possible for an AIPN to guarantee QoS of a multicast session with QoS modification to one of the terminals, when this terminal moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS. The QoS of the other terminals of the multicast session are unaffected by the modification of QoS of the terminal moving from one access system to another.
-
It shall be possible for an AIPN to control guarantee of QoS of a multicast session with QoS modification to all of the terminals, when one of the terminals moves from one access system to another, if the target access system for this terminal has a QoS mechanism but can not be guaranteed to support the required QoS (e.g. for a gaming application where the conditions are to be equal for each of the players).
******* FIFTH CHANGE ******
7.1.2
Impact to specifications in Rel-7

The following table lists the requirements in each of the subsections and indicates the relevant existing SA1 Technical Specifications. These requirements should be analysed and captured within SA1 Technical Specifications as appropriate.
	Clause
	Recommended requirement
	Relevant Existing SA1 Technical Specification

	5.1.1.4
	-
An AIPN shall incorporate naming and addressing schemes that address a given user or session. 

-
The AIPN shall support end-user mobility.

-
The AIPN shall support terminal mobility. 

-
The AIPN shall support session mobility.
	TS 22.101

TS 22.129

TS 22.228

	5.1.1.6
	-
The AIPN should provide a means to enable access system selection based on a range of criteria e.g. user preferences, service requirements of applications, network conditions or other AIPN operator-defined criteria.
	TS 22.011

	5.1.1.15
	-
An AIPN should support Identity Federation and Single Sign On for the end user. This would allow automatic authentication of the user to a multitude of service providers once the user has been authenticated by the AIPN.
	TS 22.101 (possibly)

	5.2.1.4
	-
An AIPN mobility solution must support UTRAN and GERAN based systems as possible access systems besides supporting alternative existing accesses such as WLAN and other emerging new technologies. 

-
An AIPN mobility solution must be able to co-exist with the current 3GPP PS core network in a cost-efficient way.

-
An AIPN mobility solution should support seamless terminal mobility across various access systems.
	TS 22.101

TS 22.129

	6.2.1
	-
 An AIPN shall provide the following features:

-
Ability to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-multicast traffic models

-
Optimized routing of IP traffic, in particular for user-to-user traffic.

-
Efficient usage of radio resources (e.g. signalling optimization, compression), including selection of access system, based on the provided service.
	TS 22.101

TS 22.105

	6.2.1.1
	-
An AIPN shall enable the accommodation of a vast number of users and terminals.

-
Based upon industry trends IP technology shall be applied to the addressing and routing technology within an AIPN to enable accommodation of a vast number of users and terminals.
	TS 22.101

TS 22.105

	6.2.2
	-
An AIPN shall support accommodation of several access systems (existing and future).

-
An AIPN shall support service provision across different access systems.

-
An AIPN shall support adaptation of service provision across different access systems.
	TS 22.101

TS 22.105

TS 22.011

	6.2.2.1
	-
An AIPN shall enable use of the multiple access systems 

-
It should be possible to reach over multiple access systems simultaneously.

-
It should be possible to provide access system-aware services.

-
An AIPN shall provide support for access system selection based on combinations of AIPN operator policies, user preferences and access system conditions.
	TS 22.101

TS 22.105

TS 22.011

	6.2.3.1
	-  An AIPN should provide open interfaces to AIPN services such as MM in order to ease the terminal mobility across different access systems.
	TS 22.101

TS 22.129

TS 22.234

	6.2.3.2
	-
An AIPN must work with mobility mechanisms used by the specific networks it connects, including legacy mobility mechanisms of the current 3GPP PS core network. 
	TS 22.101

TS 22.129

TS 22.234

	6.2.3.3
	-
 An AIPN must support procedures related to frequent terminal mobility between AIPN nodes. 

-
Whenever feasible, the AIPN mobility solution must support seamless user experience for all services provided by the AIPN. 

-
The mobility solution must scale with the number of terminals and size of the AIPN. 

-
An AIPN shall be able to support access systems with very limited or no mobility management procedures.
	TS 22.101

TS 22.129

TS 22.234

	6.2.4
	-
 The IP session control mechanisms of AIPN shall be enhanced from the functionalities of IMS to provide session mobility, session adaptation to terminal capability and session control for user to multicast.

-  Users shall perceive continuous service whilst ensuring the efficient use of wireless resources and the effective usage of power resources within mobile terminals.
	TS 22.101

TS 22.228

	6.2.5.1
	-
An AIPN shall be able to provide guaranteed QoS for services and use AIPN resources with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points. 
	TS 22.105

	6.2.5.2
	-
AIPN shall be able to support different levels of QoS according the type of the IP traffic.

-
Mechanisms should be available to the AIPN operator to enable AIPN congestion for the lower QoS class IP traffic to be avoided when a large amount of AIPN resource is used to handle higher QoS class traffic. A possible method to achieve this could be by using dynamic load balancing among the AIPN entities.
	TS 22.105

	6.2.6
	-
It shall be possible to guarantee end-to-end QoS for a user-to-user or multicast (e.g. user-to-multicast) session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.

-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 

-
Interworking between different QoS ensuring methods in the end-to-end path has to be supported. 

-
It shall be possible for systems for which it is feasible to guarantee end-to-end QoS continuously even when the terminal moves, and the access system connection changes during communication i.e. the same communication is maintained across changes in access system connection.
-
It shall be possible for an AIPN to guarantee QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another (e.g. for multimedia streaming with adaptation to the conditions of each recipient). 
-
It shall be possible for an AIPN to guarantee QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another, when the target access system for this terminal does not support the required QoS.
-
It shall be possible for an AIPN to guarantee QoS of a multicast session with QoS modification to one of the terminals, when this terminal moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS. The QoS of the other terminals of the multicast session are unaffected by the modification of QoS of the terminal moving from one access system to another.
-
It shall be possible for an AIPN to control guarantee of QoS of a multicast session with QoS modification to all of the terminals, when one of the terminals moves from one access system to another, if the target access system for this terminal has a QoS mechanism but can not be guaranteed to support the required QoS (e.g. for a gaming application where the conditions are to be equal for each of the players).
	TS 22.105

	6.2.7
	Personal Networks:

- AIPN shall support a wide variety of service capabilities with the different USIMs from the same AIPN operator (e.g. twin USIMs) associated with a single user.

- AIPN shall provide a connection between the terminal devices of a Personal Network that is reliable and provides adequate protection to the users data to give confidence that his data is adequately protected.

Personal Area Networks:

- The AIPN shall support multiple simultaneous sessions originated from one or several devices using the same SIM authority.

Ad-hoc Networks:

- The AIPN shall accept consolidated and distributed traffic from a group of users arriving through various access routes.

- The AIPN shall be able to re-route traffic to ad-hoc network devices via another gateway.

- The AIPN shall support changes in the access route for the consolidated traffic from an Ad-Hoc Network.  These changes may take place with no warning to the AIPN.

- Elements of the consolidated traffic from an Ad-Hoc Network may originate from a PAN.

- Accurate charging records shall be created and maintained for the originating terminal when the traffic routed through a terminal belonging to another subscriber.

Requirements for devices (terminals):

Gateway device (terminal) must be able to route and forward packets to other devices in the ad-hoc network

Ad-hoc network UEs must be able to discover 'near by' gateway devices  

Some type of incentives must be created for devices to act as gateways (e.g. a reward scheme whereby a gateway can "earn" something)

Moving Networks:

Use Case 1:

-
The AIPN shall support a point of access to the access system that has full mobility throughout the geographic region that uses the 3GPP access system for backhaul.

Use Case 2

-
The AIPN shall accept consolidated traffic from a 3GPP terminal mounted in a vehicle with a router.

-
The AIPN shall support changes in the alternate access route as the wireless access router moves throughout the service region.

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic created is routed through a Wireless Access Router.

Use Case 3:

-
The AIPN shall support a mobile router connected directly to the AIPN using an alternate access route, e.g. via satellite.

-
The AIPN shall support 'handovers' of whole moving network; i.e. it must be able to continuously “route traffic” for AIPN nodes of a moving network to a mobile router travelling as part of the moving network

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic routed through a Mobile Router.
	TS 22.011

Note3

	Note 1:
The introduction of aspects relevant to Technical Specifications not under SA1 responsibility is to be determined by the appropriate 3GPP TSG WG.

Note 2:
The content of the column entitled 'Relevant Technical Specification' is non-exhaustive, i.e. the introduction of requirements for an AIPN into Technical Specifications other than those stated may be considered if appropriate.

Note 3:      No SA1 Technical Specification appropriate to fully capture these requirements.


******* SIXTH CHANGE ******
Annex A (Informative):
Mapping of AIPN Motivations to Key Aspects of an AIPN 

This annex contains a matrix mapping the AIPN Motivations and Drivers (Chapter 4) to the Key Aspects of an AIPN (Chapter 5).
	
	Key Aspects of an AIPN

	
	Common IP-based network
	Support of  different access systems
	Convergence towards IP technology
	Advanced mobility management
	Session management
	Access system selection
	Enhanced services
	Enhanced network performance
	Network extensibility/composition
	Network management
	Security and privacy functionality
	Quality of Service
	Terminal and User identification
	Flexible future development
	Identity federation

	Motivations and Drivers
	User related and Social Drivers
	Consumer trend demanding diversification of mobile services
	Х
	Х
	Х
	Х
	Х
	Х
	Х
	Х
	
	
	
	Х
	Х
	
	X

	
	
	Human need to be able to interact with his personal environment
	
	
	
	
	
	
	Х
	
	
	
	
	
	Х
	Х
	

	
	
	Social behaviour and the need to understand one's environment
	
	
	
	Х
	Х
	Х
	Х
	X
	
	
	Х
	X
	
	
	

	
	
	The social trend of increasing differences in income within societies
	
	
	
	
	
	
	Х
	
	
	
	
	Х
	
	
	

	
	
	The need to satisfy user experience of ‘early-adopters’
	
	
	
	Х
	
	
	Х
	Х
	
	
	
	
	
	
	

	
	Drivers from a Business Perspective
	Mobile industry anticipating PS traffic to surpass CS
	Х
	
	Х
	
	
	
	
	Х
	
	
	
	
	
	
	

	
	
	Desire of AIPN operators to encompass various access systems that are not specified by 3GPP
	Х
	Х
	Х
	Х
	
	Х
	Х
	
	
	
	
	
	
	Х
	X

	
	
	Marriage of IT- and telecom world
	Х
	
	Х
	
	
	
	
	
	Х
	
	
	
	
	
	X

	
	
	Need for increased system efficiency leading to substantial cost reduction
	Х
	Х
	Х
	
	
	
	
	Х
	
	Х
	
	
	
	Х
	

	
	
	Trend of the industry to align along the structure: access / transport / control / services
	
	
	
	
	
	
	
	
	Х
	
	
	
	
	Х
	

	
	
	Fixed/Mobile network convergence
	
	Х
	
	
	
	
	
	
	Х
	
	
	
	
	
	

	
	Drivers from a Technology Perspective
	Evolution of next generation radio access systems (3GPP specified)
	Х
	Х
	
	Х
	
	Х
	Х
	Х
	
	
	
	
	
	
	

	
	
	Progress of broadband wireless IP-based networks (non-3GPP specified)
	Х
	Х
	
	Х
	
	Х
	Х
	Х
	
	
	
	
	
	
	

	
	
	Progress in ad-hoc networking for user defined services.
	
	
	
	
	
	
	
	Х
	Х
	
	Х
	
	
	
	

	
	
	Dawning of new, radio based services 
	
	
	
	
	
	
	Х
	Х
	Х
	
	
	
	Х
	
	

	
	
	Reconfigurable Radio 
	
	Х
	
	Х
	
	Х
	
	Х
	
	
	
	
	
	
	

	
	
	Web services
	
	
	
	
	
	
	Х
	
	
	
	
	
	
	
	X

	
	
	Multi-access
	
	Х
	
	Х
	
	Х
	Х
	
	
	
	
	
	
	
	

	
	
	Progress of advanced Traffic Engineering Technologies
	
	
	
	
	
	
	
	Х
	
	
	
	Х
	
	
	


Note1:
This matrix maps the sub-clauses of chapters 4.2 and 5.1.1 of this Technical Report. In some cases the sub-clause headings have been abbreviated to improve readability.
******* END OF CHANGE ******
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