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Introduction

The contribution intends to debate the relation of OSA and GUP.

Background

Abstract of Open Service Architecture:

OSA specifies User Data Management to allow secure access to user profile information. OSA assumes the User Profile as a logical set of information provided by SCS and VAS. Physical information distribution is not described in OSA. The content of the UP is not defined in OSA. The OSA Framework functions restrict the applications’ access to the User Profile Management (UPM) functions. UPM functions check the application’s rights to make these actions regarding each separate part of the user profile. Depending on the authorisation, the User Profile Management functions may permit the VAS to read from and/or to add to and/or to modify the User Profile or parts of it.

Abstract of Generic User Profile

The objective of specifying the 3GPP Generic User Profile is to provide a conceptual description to enable harmonised usage of the user-related information located in different entities. The specification of the GUP shall also allow extensibility to cater for future developments.

The 3GPP Generic User Profile is the collection of User-related data which affects the way in which an individual user experiences services where a community of entities share this data. The 3GPP Generic User Profile can be stored in the home network environment and additionally storage can be extended to the UE and/or Value Added Service Provider equipment.

The 3GPP Generic User Profile will be accessed and managed by different stakeholders such as the user, subscriber, value added service provider and network operator by a standardised access mechanism. The 3GPP Generic User Profile allows intra-network usage (i.e. data exchange between applications within a mobile operator’s network) and inter-network usage (between mobile operator’s network and value added service providers) as illustrated in Figure 1.

The 3GPP Generic User Profile may be also be used by different applications in a standardised way.

The 3GPP Generic User Profile will help to create and manage the user data in each entity and on the other hand to make it easier to find all user related data as a whole in the home network environment.

Technically the 3GPP Generic User Profile provides an architecture, data description and interface with mechanisms to handle the data.

Discussion

· Both mechanism grants secure access to the user profile, but GUP limit the access to the “generic part” of the user profile data while OSA may grant access to all parts of the User profile. 

· The security aspects of GUP are focused on the subscribers privacy issues she can apply to GUP components and GUP data elements.

· The security aspects of OSA are focused on the correct authentication of applications to authorise them using service capabilities inside the network.

· GUP is intended to be used by any application.

· OSA is intended to be used by 3rd party applications, but not limited to them.

· GUP consider UE requirement, constrains and demands.

· The design of OSA is network centric.

· OSA provides request/response facilities to the user profile.

· GUP provides management facilities, including synchronisation, to applications working with the user profile.

· Etc…

Possible relation of OSA and GUP

· 3rd party applications have to use OSA.

· The OSA UPM may use GUP.

· GUP applications may use OSA, except 3rd party GUP application.

The diagram below shows a possible relationship:
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