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During their last meeting SA agreed on the WID “Study of subscriber and operator relationship in IMS and related ISIM requirements for Rel 6”, SP-020625. The objective is to further develop and analyse a number of scenarios based on S1-0201773 as a basis for technical feasibility and service requirements, including the context of the scenarios. 

Proposal 

Telia kindly propose to include the following scenario in the new TR regarding “IMS subscriber and operator relationship”.

Proposed text:

X.1 Description

The scenario includes two actors, which together assumes three roles. The “green” company operates the IMS domain and also the 3GPP Access domain. The blue company operates a “non-3GPP-access system” domain. 

Note! The word domain is used here to indicate an administrative domain. These domains may/ or may not correspond to technical domains specified by the 3GPP.

· The customer has a subscription with the green company. The subscription allows access to the green company’s IMS domain (and possibly only to that domain). 

· The customer has some sort of a business agreement with the blue company. The agreement allows access to the blue company’s access domain. 
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X.2
Requirements summary

· The blue company authenticates its customer and authorizes access to its domain. (Anonymous access may be plausible depending on the exact circumstances, which are left outside the scope of the scenario.) 

· The blue company manages its own subscriptions.

· The blue company has the billing relationship with its customer.

· Accessing IMS from the blue company’s domain should not in itself degrade the security level of the IMS domain.

· The blue company’s access may for example be of the type xDSL, LAN, WLAN.

· The green company authenticates its customer and authorizes access to its domain.

· The green company has the billing relationship (prepaid/post-paid) with its customer. 

· The green company should be able to ensure the user’s privacy when the IMS is accessed from the blue company’s domain.

· The scenario envisages that the green company have the mechanisms for providing lawful interception, also when the IMS is accessed from the blue company’s domain.

X.3
Charging implications 

The blue company charges its customer for using the access. (The tariff may be e.g. flat rate, or based on received/generated traffic volume.)

The green company charges its customer for using the IMS, the fee may include charges incurred by IMS interworking, e.g. the customer initiate a session to another person residing on another IMS domain (“A-party pays”). 

X.4
Security

The scenario prescribes that accessing the IMS from the blue company’s domain will not in itself degrade the level of security (compared to accessing the IMS from the green company’s access).   

X.5 
Privacy implications

Ideally, the green company should be able to ensure the user’s privacy when the IMS is accessed from the blue company’s domain. The green company should at least have the mechanisms for denying access to its IMS from access domains it doesn’t consider secure enough.

X.6
Regulatory aspects

In some countries regulations only require lawful interception on “telephony networks” and not “data networks” but the situation can be expected to change. The green company could be subject to facilitate lawful interception and the scenario prescribes that it has the means to do so, also for sessions over the blue company’s access.

X.7
Roaming

No issue identified. 

7
Miscellaneous 

The scenario assumes that the company having the billing relationship with the customer is also the owner of the UICC(s) (in the case a UICC is used for accessing a domain).

In the scenario it can be envisaged that users wants to register with their IMS service from various terminal equipments over different accesses at the same time. Some sessions they may want to receive on specific terminal equipment, e.g. “heavy” multimedia sessions, and other session they may want to receive with their mobile phone. The scenario has bearing on UE functional split. It may be envisioned that the service applications, including IMS related applications, reside on the terminal equipment. 













