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This paper considers areas to be covered by the requirements section of scenario 2. It includes some examples of aspects to be considered within these areas. 

The purpose is to:

· Raise a number of issues regarding the specific requirements of scenario 2 so as to provide background for discussion.

· Propose a structure for section 6.2 in the technical report concerning Scenario 2 (and possibly other scenarios as well) 

1-
Background 

WLAN connectivity is primarily meant for getting IP connectivity for accessing local IP based services and Internet services. However the question that we raise here is whether this scenario should consider the service as being an IP over WLAN connectivity service or WLAN only connectivity service. The figure beneath illustrates these two possibilities. Service Access Point 1 (SAP 1) represents the service offered by WLAN to IP, whereas SAP2 represents the IP connectivity service.

In the following we assume that the basic service is a general connectivity service, which we call I-WLAN access service. We also address some general issues regarding the requirements set upon this service.








1.2 Terminology 

Interworking WLAN (I-WLAN) : WLAN that Interworks with UMTS system.

UMTS/WLAN system: The combination of an I-WLAN and its companion UMTS system

I-WLAN Domain: Set of WLAN network resources administrated by a single administration. 

Home domain: Administration that owns the I-WLAN subscriber

Visited Domain: Administration not owning the subscriber but which allows this subscriber to access its I-WLAN resources.

I-WLAN access service: This is defined as WLAN connectivity service 

I-WLAN Profile: I-WLAN service subscription information of a particular I-WLAN user
Billing (ref 21.905): A function whereby CDRs generated by the charging function are transformed into bills requiring payment.

Charging (ref 21.905): A function whereby information related to a chargeable event is formatted and transferred in order to make it possible to determine usage for which the charged party may be billed.

2 Discussion on service and operational Requirements of scenario 

2.1- Service aspects 

In this part one must specify whether and under which conditions a user may be registered simultaneously on UMTS and I-WLAN. In the case of I-WLAN access service being an IP over WLAN service, one has to decide which IP version(s) should be mandated or made optional.

In addition one should also consider the subscription management aspects related to the I-WLAN service. 

2.2- Access Control

The I-WLAN access service should be authorised per user and it should be possible to charge for the I-WLAN resources used. In this scenario the UMTS access control principles should be reused for controlling the access to this service to allow for commonality in how the service is accessed. 

User and operational requirements for registration must be defined. This includes specific mechanisms of registration, e.g. SIM based Authentication, as well as general requirements on registration latency, and ease of use. One should also define the capability for the user to de-register, and for the operator to terminate I-WLAN connections.

Service differentiation may be applicable to I-WLAN as it is for UMTS. However, differentiation may be based on other aspects. Some examples may be that differentiation is done in terms of location, in terms of bandwidth or/and in terms of Internet services that can be accessed. E.g. basic subscribers may not be allowed to establish IP VPN tunnel to their corporate Intranet to access their home domain resources. Service differentiation will affect how the authorisation of access requests will be done and on the specifics of the subscription profile.

2.3- Security

Security is a critical issue as including another access platform may lead to additional security threats. Though it is not necessarily the role of SA1 to define the security requirements one should provide some high level requirements.  The following is meant for illustration purposes only:

· The access security level applied to an I-WLAN should be similar to that applied to UMTS.

· The interworking of WLAN and UMTS shall not degrade the applied security level for the UMTS network and its subscribers. 

Note that this may impact registration aspects addressed in 2.2

2.4 - Roaming aspects

Roaming requirements need to be specified. In specific one should consider whether means should be provided to allow I-WLAN subscribers of an UMTS operator to roam into I-WLAN of other UMTS networks. 

2.5- Terminal aspects

WLAN network cards and inbuilt WLAN transceivers are expected to be widespread. Thus one should consider whether standard WLAN device might be used when accessing a WLAN network that interworks with UMTS.  

2.6- Naming and addressing

The format to be used for the identifications of the users and terminals accessing WLAN should be considered. One should also consider which identifications are public or private.

2.7- Charging, Accounting, billing

One should consider in this section whether all charging principles of UMTS are applicable to WLAN and whether they are the only possible charging principles applicable to WLAN.

2.8 - Lawful Interception

UMTS/WLAN systems shall comply with national legislations.
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