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1. Overall Description:

In CN1 19bis meeting, there were contributions to show two different ways of the integration of RSVP and SIP signalling to complete a QoS-Assured Precondition session establishment.  

The major difference shown in the flows between the two approaches is when the originating UE sends the COMET to the terminating UE. Also note, in both approaches, it is assumed that GGSN is not RSVP aware.

In mobile originating procedure, the originating UE sends the COMET message to the terminating UE with the indication that the all QoS preconditions or part of the preconditions have been satisfied. In N1-011357, the COMETmessage is sent after local PDP Context has been activated successfully and RSVP procedures for both directions have been completed, in other words, the COMET is sent to confirm that all the preconditions have been achieved. In N1-011381, the COMET is sent immediately after the local PDP Context has been activated successfully and the originating UE finishes its own RSVP signalling successfully, in other words, to confirm that half of the preconditions have been achieved.

In mobile terminating procedure, corresponding to the case that COMET is sent after a the bi-directional QoS reservation has finished, the terminating UE will continue the SIP session establishment procedure by sending the 180 Ringing when it receives the COMET message from originating UE, as is also shown in N1-011357.

In the case that COMET message is sent after the unidirectional QoS reservation procedure has completed (originating UE ( terminating UE), upon the terminating UE completing its own RSVP setup (terminating UE ( originating UE), it combines the information received from the COMET sent by originating UE and gets the conclusion that all the preconditions are met, then it will continue the SIP session establishment by sending 180 Ringing to the originating UE, this terminating procedure is shown in N1-011383.

2. Actions:

To SA2 group

ACTION: During the discussion, no technical issues were raised concerning the applicability or compatibility of both solutions towards the usage of RSVP with the “many-folks” draft.  There was discussion on whether RSVP from the terminal was something which was required for consideration within 3GPP Rel-5. Before deciding whether to accept those contributions or not, CN1 would kindly ask SA2 to respond to the following issues: 

· Whether RSVP is still a valid option to be considered in 3GPP Rel 5?

· CN1 is interested to understand what SA2 was intending in regards to the QoS preconditions.

· Advise CN1 on SA2’s understanding of the applicability of the “many-folks” signalling regarding uni-directional and bi-directional QoS reservation indication.

The dates for the next CN1 meetings are:

· CN1#20
15th – 19th October 2001

Brighton, U.K.

· CN1#20bis
13th.--15th. Nov 2001

Seattle, USA

CN1 thanks S2 for any feedback that may be provided.
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Introduction

As agreed in last CN1-CN3-CN4 joint meeting in Dresden, QoS end-to-end flows examples (MO and MT) shall be shown in 24.228. This contribution is attempting to give the example flows based on MO without Service-based Local Policy case. 

This document presents an example of a realization that demonstrate the QoS interaction with the SIP signalling flows in the case that there is end-to-end RSVP, and the SIP signalling is used to convey the information on the successful completion of both the uplink and downlink streams.

This is a realization of 3G TS 23.207 v5.0.0, section 6.3.2. This contribution is in line with the approved CR to 23.228, S2-012332: "A minimum requirement to meet the QoS preconditions defined for a media stream in a certain direction, is that a satisfactory PDP context is established at the local access for that direction".
Proposal

It is proposed to add a new clause in Annex A-X 7.y End-to-End QoS and Signalling Call flows. This clause contains two  subclauses 7.y.3 Mobile Originating,  without Service-Based Local Policy, with RSVP end-to-end, the COMET shows the bidirectional resource reservation and 7.y.4, Mobile Terminating,  without Service-Based Local Policy, with RSVP end-to-end, the COMET shows the bidirectional resource reservation.

7.y End-to-End QoS and Signalling Call Flows 

7.y.3 Mobile Originating, without Service-based Local Policy, RSVP end to end
The flows in Figure 7.y.3-1 show an example of the QoS interaction during a session setup. Because the S-CSCF is not involved in QoS interaction, it is not shown in the flow in the sake of clarity, but it is assumed that the S-CSCF is the next entity of the P-CSCF shown in this flow. 

This example is appropriate for a SIP QoS Assured session . It is assumed that both the UAC and UAS have chosen to use RSVP as the additional QoS reservation protocol, which means both the UAC and UAS establish satisfactory PDP context on their respective accesses, and also perform a bidirectional ("sendrecv") resource reservation. The usage of RSVP is one of the possible mechanisms for satisfy the QoS requirements.

The diagrams show the alternative where the GGSN is not RSVP aware. However, the scenario where the GGSN is RSVP aware is also possible.

Note:  The diagram is roaming independent. This diagram provides the flows for SIP session signalling, PDP context establishment, and resource reservation (RSVP). 
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Figure 7.y.3-1 Interaction between SIP/SDP, GPRS and RSVP, Mobile origination

1.
INVITE (UE to P-CSCF) – see example in Table 7.y.3-1

The originating UE determines the complete set of codecs that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. The UE also requires to establish preconditions QoS for both directions in QoS Assured mode. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, it is assumed that originating UE is capable of sending two simultaneous video streams, either H261 or MPV format, and two simultaneous audio streams, either AMR, G726-32, PCMU, or G728.


UE sends the INVITE request, containing an initial SDP, to the P-CSCF. 

Table 7.y.3-1: INVITE (UE to P-CSCF)

INVITE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <sip:user1_public1@home1.net>;privacy=off

Anonymity: Off 

From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=video 3402 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

SDP
The SDP contains the full set of codecs supported by UE#1. The originating UE requests also to establish preconditions in QoS Assured mode, but it does not request confirmation of the establishment of the QoS preconditions from the terminating side.

2.
100 Trying (P-CSCF to UE) – see example in Table 7.y.3-2



P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.y.3-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.

INVITE (P-CSCF to S-CSCF) – see example in Table 7.y.3-3
 The P-CSCF remembers (from the registration procedure) the request routing for this UE. This becomes  the Request-URI in the request. This next hop is the S-CSCF within the home network of UE#1.


P-CSCF adds itself to the Record-Route header and Via header.


P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.


For this example, assume the network operator disallows H261 video encoding.


The INVITE request is forwarded to the S-CSCF.

Table 7.y.3-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf1.visited1.net 

Route: sip:user2_public1@home2.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Content-Type: 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=video 3402 RTP/AVP 99

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

4.
100 Trying (S-CSCF to P-CSCF) – see example in Table 7.y.3-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table 7.y.3-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5.
183 Session Progress (S-CSCF to P-CSCF) – see example in Table 7.y.3-5

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response, per the S-CSCF to S-CSCF procedures. The destination indicates that it supports “Precondition” and requests a confirm from the originating side for QoS reservation.

Table 7.y.3-5: 183 Session Progress (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.visited2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

Remote-Party-ID: “John Smith” <sip:user2_public1@home2.net>;privacy=off;screen=yes

Anonymity: 

Require: 100rel

From: 

To: sip:user2_public1@home2.net; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=

c=IN IP6 5555::eee:fff:aaa:bbb

b= 

t=

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6543 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv confirm

m=audio 0 RTP/AVP 97 96 0 15

SDP
The SDP contains the set of codecs supported by UE#2. UE#2 supports the preconditions and requests that UE#1 sends a confirmation when the preconditions are met in the originating side.

6.
183 Session Progress (P-CSCF to UE) – see example in Table 7.y.3-6

P-CSCF forwards the 183 Session Progress response to the originating endpoint. 

Table 7.y.3-6: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID: 

Anonymity:

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=


7.
PRACK (UE to P-CSCF) – see example in Table 7.y.3-7

UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK message sent to UE#2.


For this example, assume UE#1 chooses AMR as the codec to use for the single audio stream.


UE includes this information in the PRACK request to P-CSCF.

Editor’s Note: The use of three-message codec negotiation (one round-trip to determine common capabilities, then originator picks the ones to use) is allowed by RFC2543, but will apparently not be supported by 2543bis. This inconsistency needs to be resolved.

Table 7.y.3-7: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net;tag=314159

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 128 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

SDP
The SDP contains  a single codec (AMR). UE#1 still indicates the need to establish the preconditions. in QoS Assured mode.

8.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.y.3-13

P-CSCF adds the Route header corresponding to the session. 


P-CSCF forwards the PRACK request to S-CSCF.

Table 7.y.3-8: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact:

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

9. 200 OK (S-CSCF to P-CSCF) – see example in Table 7.y.3-9

S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.y.3-9: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

10.
200 OK (P-CSCF to UE) – see example in Table 7.y.3-10

P-CSCF forwards the 200 OK response to UE.

Table 7.y.3-10: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

11.
GPRS: Active (Secondary) PDP Context (UE to SGSN)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. 

12.
GPRS: Create PDP Context (SGSN to GGSN)
The SGSN checks the user profile to authorize the requested QoS and also the available resource, if both are granted, it sends the corresponding Create PDP Context message to the GGSN.

13.
GPRS: Create PDP Context Resp (GGSN to SGSN)
The GGSN checks its own available resources; if enough resources are available it sends a Create PDP Context Response message back to SGSN.

14.
GPRS: Active PDP Context Accept (SGSN to UE)

 The SGSN sends an Activate PDP Context Accept message to UE.

Editor’s Note:  It is shall be possible that PDP Context activation starts immediately after flow 6 to save the time for call setup.

15.
 RSVP: PATH (UE#1 to UE#2)

After the PDP context establishment procedure is completed, UE#1 sends a RSVP PATH message to the UE#2. 

16.
RSVP: RESV (UE#2 to UE#1)
UE#2 answers with a RESV message to UE#1. 

17.
RSVP: RESV-CONF (UE#1 to UE#2)
UE#1 sends a RSVP RESV-CONF message to UE#2 if the RESV message (16) requested an optional confirmation.

18.
 RSVP: PATH (UE#2 to UE#1)

UE#2 sends an RSVP PATH message to UE#1. This message can arrive at any time. Particularly, it can arrive before the GPRS procedure to activate the (Secondary) PDP context has started (message 11).

19.  GPRS: Modify PDP Context  (UE to SGSN)

UE #1may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

20.

GPRS: Update PDP Context  (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS (this check will happen only if a higher QoS is requested) and also the available resource, if both are granted; it sends the corresponding Update PDP Context message to the GGSN.

21.

GPRS: Update PDP Context Resp (GGSN to SGSN)

The GGSN checks its available resource and accepts the PDP modification request, and sends a Update PDP Context Response message back to SGSN.

22.
  GPRS: Modify PDP Context Accept (SGSN to UE)

The SGSN sends a Modify PDP Context Accept message to UE. 

Note:  Steps 19 to 22 are optional. This procedure can happen if the existing PDP context doesn’t conform the QoS requirement of the RSVP, but this is an implementation issue. 

23.
  RSVP: RESV (UE#1 to UE#2)
UE#1 answers the RSVP path message with an RSVP RESV message to UE#2. This message cannot be sent until the PDP context has been establish (message 14 is received, and 22, if applicable).

24.
  RSVP: RESV-CONF (UE#2 to UE#1)
UE#2 sends a RSVP RESV-CONF message to UE#1 if the RESV message  (23) requested an optional confirmation.

25.
  COMET (UE to P-CSCF) – see example in Table 7.y.3-25
When the UE#1 finishes the QoS reservation for both the uplink and downlink direction, it sends the COMET request to the terminating endpoint, via the signalling path established by the INVITE request. The request is sent first to P-CSCF. The message contains the successful indication of the established QoS path.

Note that this message must be sent once message 16 (RSVP RESV) is received for the uplink reservation and message 23 (RSVP RESV) is sent for the downlink reservation.

Table 7.y.3-25: COMET (UE to P-CSCF)

COMET sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net;tag=314159

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 129 COMET

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendrecv

m=audio 0 RTP/AVP 97 96 0 15

SDP: 
The SDP indicates that the QoS resource reservation for both send and receive mode was successful at the originating side.

26.
COMET (P-CSCF to S-CSCF) – see example in Table 7.y.3-26

P-CSCF forwards the COMET request to S-CSCF.

Table 7.y.3-26: COMET (P-CSCF to S-CSCF)

COMET sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.visited2.net, sip: [5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

27.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.y.3-27

S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.y.3-27: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 0

28.
200 OK (P-CSCF to UE) – see example in Table 7.y.3-28

P-CSCF forwards the 200 OK response to UE.

Table 7.y.3-28: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

29.
180 Ringing (S-CSCF to P-CSCF) – see example in Table 7.y.3-29

As the COMET is used to send confirmation of  end-to-end QoS reservation in both directions, the destination endpoint determines that all the pre-conditions have been met. Then the destination continues with the session establishment by alerting the user and sending the 180 Ringing.

Table 7.y.3-29: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.visited2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

Remote-Party-ID: “John Smith” <sip:user2_public1@home2.net>;privacy=off;screen=yes

Anonymity: 

Require: 100rel

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9022

Content-length: 0

30.
180 Ringing (P-CSCF to UE) – see example in Table 7.y.3-30

S-CSCF forwards the 180 Ringing response to P-CSCF.

Table 7.y.3-30: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID: 

Anonymity:

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

31.
PRACK (UE to P-CSCF) – see example in Table 7.y.3-31


UE indicates to the originating subscriber that the destination is ringing. It responds to the 180 Ringing provisional response  with a PRACK request.

Table 7.y.3-31: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net;tag=314159

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 130 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9022 127 INVITE

Content-length: 0
32.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.y.3-32

P-CSCF adds a Route header, with the saved value from the previous response. P-CSCF identifies the proper saved value by the Request-URI.


P-CSCF forwards the PRACK request to S-CSCF.

Table 7.y.3-32: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
33.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.y.3-33

S-CSCF forwards the 200 OK response for PRACK to P-CSCF.

Table 7.y.3-33: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

34.

200 OK (P-CSCF to UE) – see example in Table 7.y.3-34


P-CSCF forwards the 200 OK response to UE.

Table 7.y.3-34: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

35.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.y.3-35
When the called party answers, the terminating endpoint sends a 200 OK final response to the INVITE request 

Table 7.y.3-35: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length: (...)

v=

o=

s=

c=

b= 

t=

m=

m=

m=audio 6543 RTP/AVP 97 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendrev

m= 

SDP: 
The SDP indicates that the QoS resource reservation for both send and receive mode was successful from the terminating endpoint side.

36.

200 OK (P-CSCF to UE) – see example in Table 7.y.3-36
P-CSCF forwards the 200 OK final response to the session originator. 

Table 7.y.3-36: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Type: 

Content-Length: (...)

v=

o=

s=

c=

b= 

t=

m=

m=

m=

a=

a=

a=

m= 

37.

ACK (UE to P-CSCF) – see example in Table 7.y.3-37
UE responds to the 200 OK with an ACK request sent to P-CSCF.

Table 7.y.3-37: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net;tag=314159

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 127 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-length: 0
38.

ACK (P-CSCF to S-CSCF) – see example in Table 7.y.3-38


P-CSCF forwards the ACK request to S-CSCF.

Table 7.y.3-38: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
7.y.4 Mobile Termination, without Service-based Local Policy, RSVP end to end
The flows in Figure 7.y.4-1 show an example of the QoS interaction during a session setup. Because the S-CSCF is not involved in QoS interaction, it is not shown in the flow in the sake of clarity, but it is assumed that the S-CSCF is the next entity of the P-CSCF shown in this flow. 

This example is appropriate for a SIP QoS Assured session . It is assumed  in this example that both the UAC and UAS have chosen to use RSVP as the additional QoS reservation protocol, which means both the UAC and UAS establish satisfactory PDP context on their respective accesses, and also perform a bidirectional ("sendrecv") resource reservation.
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Figure 7.y.4-1 Interaction between SIP/SDP, GPRS and RSVP, Mobile termination

1.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.y.4-1


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF.

Table 7.y.4-1: INVITE (S-CSCF to P-CSCF)

INVITE sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1. visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:user2_public1@home2.net

Record-Route: sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <sip:user1_public1@home1.net>;privacy=off

Anonymity: Off 

From: sip:user1_public1@home1.net;tag=171828

To: sip:user2_public1@home2.net

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 0 RTP/AVP 97 96 0 15

SDP
The SDP requests to establish preconditions in QoS Assured mode, but it does not request confirmation of the QoS preconditions from the terminating side.

2.
100 Trying (P-CSCF to S-CSCF ) – see example in Table 7.y.4-2


P-CSCF responds to the INVITE request with a 100 Trying provisional response.

Table 7.y.4-2: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.
INVITE (P-CSCF to UE) – see example in Table 7.y.4-3


P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.


P-CSCF determines the UE address from the value of the Request-URI and forwards the INVITE request to the UE. 

Table 7.y.4-3: INVITE (P-CSCF to UE)

INVITE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

t=

m=

m=

m=

a=

a=

a=

a=

m=

4.
100 Trying (UE to P-CSCF) – see example in Table 7.y.4-4


UE may optionally send a 100 Trying provisional response to P-CSCF.

Table 7.y.4-4: 100 Trying (UE to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5.
183 Session Progress (UE to P-CSCF) – see example in Table 7.y.4-5


UE#2 determines the complete set of codecs that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE request. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.


For this example, assume UE#2 supports both AMR and G726, but not G728 (codec 15)


UE responds with a 183 Session Progress response containing SDP back to the originator. This SDP may represent one or more media for a multimedia session. This response is sent to P-CSCF.

Table 7.y.4-5: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

Remote-Party-ID: “John Smith” <sip:user2_public1@home2.net>;privacy=off;screen=yes

Anonymity: 

Require: 100rel

From: 

To: sip:user2_public1@home2.net;tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6543 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15 

SDP
The SDP contains the subset of codecs supported by UE#2. UE#2 supports the preconditions and requests that UE#1 sends a confirmation when the preconditions are met in the originating side.

6.
183 Session Progress (P-CSCF to S-CSCF) – see example in Table 7.y.4-6


P-CSCF forwards the 183 Session Progress response to S-CSCF.

Table 7.y.4-6: 183 Session Progress (P-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:pcscf2.visited2.net,sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=

7.
PRACK (S-CSCF to P-CSCF) – see example in Table 7.y.4-7


S-CSCF forwards the PRACK request to P-CSCF. 

Table 7.y.4-7: PRACK (S-CSCF to P-CSCF)

PRACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Rack: 

Content-Type: 
Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

8.
PRACK (P-CSCF to UE) – see example in Table 7.y.4-8


P-CSCF forwards the PRACK request to UE.

Table 7.y.4-8: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Rack: 

Content-Type: 
Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

9.
200 OK (UE to P-CSCF) – see example in Table 7.y.4-9


UE acknowledges the PRACK request  with a 200 OK response.

Table 7.y.4-9: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10.
200 OK (P-CSCF to S-CSCF) – see example in Table 7.y.4-10


P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.y.4-10: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

11.
GPRS: Active (Secondary) PDP Context (UE to SGSN)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. 

12.
GPRS: Create PDP Context (SGSN to GGSN)
The SGSN checks the user profile to authorize the requested QoS and also the available resource, if both are granted, it sends the corresponding Create PDP Context message to the GGSN.

13.
GPRS: Create PDP Context Resp (GGSN to SGSN)
The GGSN checks its own available resources; if enough resources are available it sends a Create PDP Context Response message back to SGSN.

14.
GPRS: Active PDP Context Accept (SGSN to UE)

 The SGSN sends an Activate PDP Context Accept message to UE.

Editor’s Note:  It is shall be possible that PDP Context activation starts immediately after the reception of the PRACK for the 183 Session Progress, to save the time for call setup.

15. RSVP: PATH (UE#2 to UE#1)

After the PDP context establishment procedure is completed, UE#2 sends a RSVP PATH message to the UE#1.

16.
RSVP: RESV (UE#1 to UE#2)
UE#1 answers with a RESV message to UE#2. 

17.
RSVP: RESV-CONF (UE#2 to UE#1)
UE#2 sends a RSVP RESV-CONF message to UE#1 if the RESV message (16) requested an optional confirmation.

18.
 RSVP: PATH (UE#1 to UE#2)

UE#1 sends an RSVP PATH message to UE#2. This message can arrive at any time. Particularly, it can arrive after message 9 and before the GPRS procedure to activate the (Secondary) PDP context has started (message 11).

19.  GPRS: Modify PDP Context  (UE to SGSN)

UE #2may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

20.

GPRS: Update PDP Context  (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS (this check will happen only if a higher QoS is requested) and also the available resource, if both are granted; it sends the corresponding Update PDP Context message to the GGSN.

21.

GPRS: Update PDP Context Resp (GGSN to SGSN)

The GGSN checks its available resource and accepts the PDP modification request, and sends a Update PDP Context Response message back to SGSN.

22.

GPRS: Modify PDP Context Accept (SGSN to UE)

The SGSN sends a Modify PDP Context Accept message to UE. 

Note:  Steps 19 to 22 are optional. This procedure can happen if the existing PDP context doesn’t conform the QoS requirement of the RSVP, but this is an implementation issue. 

23.
RSVP: RESV (UE#2 to UE#1)
UE#2 answers the RSVP path message with an RSVP RESV message to UE#1. 

24.
RSVP: RESV-CONF (UE#1 to UE#2)
UE#1 sends a RSVP RESV-CONF message to UE#2 if the RESV message (23) requested an optional confirmation.

25.
COMET (S-CSCF to P-CSCF) – see example in Table 7.y.4-25


S-CSCF forwards the COMET request to P-CSCF. The SDP contains the indication that UE#1 has Assured QoS in for both the uplink and the downlink.

Table 7.y.4-25: COMET (S-CSCF to P-CSCF)

COMET sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendrecv

m=audio 0 RTP/AVP 97 96 0 15

SDP: 
The SDP indicates that the QoS resource reservation for both send and receive mode was successful at the originating side.

26.
COMET (P-CSCF to UE) – see example in Table 7.y.4-26


P-CSCF forwards the COMET request to UE.

Table 7.y.4-26: COMET (P-CSCF to UE)

COMET sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

27.
200 OK (UE to P-CSCF) – see example in Table 7.y.4-217


UE acknowledges the COMET request  with a 200 OK response.

Table 7.y.4-27: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

28.
200 OK (P-CSCF to S-CSCF) – see example in Table 7.y.4-28


P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.y.4-28: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 

29.
180 Ringing (UE to P-CSCF) – see example in Table 7.y.4-29


As the COMET is used to send confirmation of  end-to-end QoS reservation in both directions, the destination endpoint determines that all the pre-conditions have been met. Then the destination continues with the session establishment by alerting the user and sending the 180 Ringing.

Table 7.y.4-29: 180 Ringing (UE to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

Require: 100rel

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9022

Content-length: 0

30.
180 Ringing (P-CSCF to S-CSCF) – see example in Table 7.y.4-30


P-CSCF forwards the 180 Ringing response to S-CSCF. 

Table 7.y.4-30: 180 Ringing (P-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.visited2.net,sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

31.
PRACK (S-CSCF to P-CSCF) – see example in Table 7.y.4-31


S-CSCF forwards the PRACK request to P-CSCF.

Table 7.y.4-31: PRACK (S-CSCF to P-CSCF)

PRACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-length: 
32.
PRACK (P-CSCF to UE) – see example in Table 7.y.4-32


P-CSCF forwards the PRACK request to UE.

Table 7.y.4-32: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-length: 
33.
200 OK (UE to P-CSCF) – see example in Table 7.y.4-33


UE acknowledges the PRACK request with a 200 OK response.

Table 7.y.4-33: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

34.
200 OK (P-CSCF to S-CSCF) – see example in Table 7.y.4-34


P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.y.4-34: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

35.
200 OK (UE to P-CSCF) – see example in Table 7.y.4-35


When the called party answers the UE sends a 200 OK final response to the INVITE request (6) to P-CSCF, and starts the media flow(s) for this session.

Table 7.y.4-35: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-type: application/sdp

Content-length: (...)

v=

o=- 2987933615 2987933615 IN IP6 5555::eee:fff:aaa:bbb

s=

c=IN IP6 5555::eee:fff:aaa:bbb

b=

t= 

m= 

m= 

m=audio 6543 RTP/AVP 97 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendrev

m= 

SDP: 
The SDP indicates that the QoS resource reservation for both send and receive mode was successful from the terminating endpoint side.

36.
200 OK (P-CSCF to S-CSCF) – see example in Table 7.y.4-36


P-CSCF indicates the resources reserved for this session should now be committed, and sends the 200 OK final response to S-CSCF. 

Table 7.y.4-36: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.visited2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.visited1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-type:

Content-length:

v=

o=

s=

c=

b=

t= 

m= 

m= 

m=

a= 

a= 

a=

a= 

m=

37.
ACK (S-CSCF to P-CSCF) – see example in Table 7.y.4-37


S-CSCF forwards the ACK request to P-CSCF.

Table 7.y.4-37: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 0
38.
ACK (P-CSCF to UE) – see example in Table 7.y.4-38


P-CSCF forwards the ACK request to UE.

Table 7.y.4-38: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
3GPP TSG-CN1 Meeting #19bis
Tdoc N1-011381

Sophia-Antipolis, 2.-4. Oct 2001

Source:
Lucent Technologies

Title:
CR to 24.228: QoS flows in Mobile Originating (GGSN is not RSVP aware)

Agenda item:
8.8 

Document for:
APPROVAL / DISCUSSION 

Discussion
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7.2.5
Mobile Originating with End-to-End-RSVP (without Service-based Local Policy, GGSN is not RSVP Aware)
All flows below show an example of  QoS interaction during a session setup. Because the S-CSCF is not involved in QoS interaction, so it is not shown in the flow for simplify reason. This example is appropriate for a single-media session with QoS-Assured model. It is assumed in the example that both the UAC and UAS have chosen to use RSVP as the additional QoS reservation protocol which means both the UAC and UAS establishes satisfactory PDP contexts on their respective accesses, and also performs single-direction ("send") RSVP resource reservation.The usage of RSVP is one of the possible mechanisms for satisfy the QoS requirements, other mechanisms can also been used, etc. Diffserv.

Note:  The diagrams in this subsection depict the case when the GGSN is not RSVP aware, however, the alternative of GGSN  being RSVP aware is also possible.

Note:  It is assumed that MO#2 is used in this flow

This diagram provides the flows for SIP session signalling, PDP context establishment, and resource reservation (RSVP). 

[image: image1.wmf]UE

SGSN

P-CSCF

GGSN

11. GPRS:Activate

(Secondary)

PDP context

12.  GPRS: Create

PDP context

13. GPRS: Create

PDP response

1. INVITE

3. INVITE

2. 100 Trying

4. 100 Trying

5. 183 Session

Progress

6. 183 Session Progress

7. PRACK

8. PRACK

9. 200 OK (PRACK)

10. 200 OK  (PRACK)

14. GPRS:Activate

(Secondary) PDP

context accept

15. RSVP: PATH

16. RSVP: RESV

17. RSVP: RECV-CONF

18. RSVP: PATH

23. RSVP: RESV

19. GPRS: Modify

PDP context

20.  GPRS: Update

PDP context

21. GPRS: Update

PDP response

22. GPRS:Modify PDP

context accept

24. RSVP: RECV-CONF

25. COMET

28. 200 OK  (COMET)

26. COMET

27. 200 OK (COMET)

29. 180 Ringing

30. 180 Ringing

31. PRACK

32. PRACK

33. 200 OK (PRACK)

34. 200 OK  (PRACK)

36. 200 OK  (INVITE)

35. 200 OK (INVITE)

37. ACK

38. ACK

MO Network


1.
INVITE (UE to P-CSCF) – see example in Table 7.2.5-1

UE#1 determines the complete set of codecs that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.

For this example, assume UE#1 is capable of sending two simultaneous video streams, either H261 or MPV format, and two simultaneous audio streams, either AMR, G726-32, PCMU, or G728.

UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Editor’s Note: Certain fields in the SDP carry no information. In particular the “o=”, “s=” fields and “t=”. These are, however, mandatory fields within SDP.Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.

Table 7.2.5-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99

a=qos:mandatory sendrecv

a=rtpmap:98 H261

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE. The Display name is optional.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
a random starting number.

Contact:  
the IP address or FQDN of the originating UE.

SDP
The SDP contains a set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

2.
100 Trying (P-CSCF to UE) – see example in Table 7.2.5-2



P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.2.5-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.

INVITE (P-CSCF to S-CSCF) – see example in Table 7.2.5-3
P-CSCF remembers (from the registration procedure) the request routing for this UE. This becomes  the Request-URI header in the request. This next hop is the S-CSCF within the home network of UE#1.



P-CSCF adds itself to the Record-Route header and Via header.


P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.



For this example, assume the network operator disallows H261 video encoding.



The INVITE request is forwarded to the S-CSCF.

Table 7.2.5-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf1.home1.net

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000 

Request-URI: 
is the first component in the remembered Path header from Registration.

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the video media streams no longer list code 98 (H261).

Editor’s Note:  Modified text for this step is contained in Annex A.

4.
100 Trying (S-CSCF to P-CSCF) – see example in Table 7.2.5-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table 7.2.5-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5.
183 Session Progress (S-CSCF to P-CSCF) – see example in Table 7.2.5-5

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to 6), per the S-CSCF to S-CSCF procedures. The destination indicates that it supports “Precondition” and requests a confirmation from the originating side for QoS reservation.

Table 7.2.5-5: 183 Session Progress (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv confirm

m=audio 0 RTP/AVP 97 96 0 15
6.
183 Session Progress (P-CSCF to UE) – see example in Table 7.2.5-6

P-CSCF forwards the 183 Session Progress response to the originating endpoint. 

Table 7.2.5-6: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID: 

Anonymity:

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=a=

a=

a=

a=

m=

P-CSCF removes the Record-Route and Via headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf1.home1.net, sip:scscf2.home2.net, sip:pcscf2.home2.net

Editor’s Note:  Modified text for this step is contained in Annex A.

7.
PRACK (UE to P-CSCF) – see example in Table 7.2.5-7

UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK message sent to UE#2.


For this example, assume UE#1 chooses AMR as the codec to use for the single audio stream.


UE includes this information in the PRACK request to P-CSCF.

Table 7.2.5-7: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

Request-URI:  
takes the value of the Contact header of the received 183 Session Progress response.

Via: 
takes the value of either the IP address of RQDN of the originating UE.

From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:  
takes a higher value than that in the previous request.


The final selection of the media stream from the set of those supported by the terminating endpoint, given in the received 183 Session Progress response (14), is made by the originating UE and included in the SDP.

8.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.2.5-8
P-CSCF adds the Route header corresponding to the session. P-CSCF forwards the PRACK request to S-CSCF.

Table 7.2.5-8: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Request-URI:  
the first component of the saved Route header.

Route: 
saved from the 183 Session Progress  response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.

9.

200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.5-9


S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.2.5-9: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

10.

200 OK (P-CSCF to UE) – see example in Table 7.2.5-10


P-CSCF forwards the 200 OK response to UE.

Table 7.2.5-10: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

11.

GPRS: Active (Secondary) PDP Context (UE to SGSN)
The UE calculates the PDP Context QoS parameters needed for both downlink and uplink based on the SDP information. and sends an Activate (Secondary) PDP Context message to the SGSN with the  those QoS parameters. 

Editor’s Note:  In flow 11, the PDP Context QoS is based on the SDP parameters. The mapping between PDP Context and SDP is not standardized 

12.

GPRS: Create PDP Context (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS and also the available resource, if both are granted, it sends the corresponding Create PDP Context message to the GGSN.

13.

GPRS: Create PDP Context Resp (GGSN to SGSN)
The GGSN authorizes the PDP context activation request according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends a Create PDP Context Response message back to the SGSN.

14.

GPRS: Active PDP Context Accept (SGSN to UE)

The SGSN sends an Activate PDP Context Accept message to UE indicating the PDP Context has been activated and the QoS requirements have been authorized for both downlink and uplink

Note:  It is shall be possible that PDP Context activation starts immediately after flow 6 to save the time for call setup.

15.

RSVP: PATH (UE to Next Hop)

UE sends an RSVP PATH message to the next hop, through the GGSN with the QoS parameter required for its “send” direction. The GGSN does not process the RSVP PATH message 

Editor’s Note:  The mapping between PDP Context and RSVP is not standardized 

16.

RSVP: RESV (Terminating Side to UE)

The UE receives the RSVP RESV message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP RESV message. This message is originally sent by terminating UE to request the QoS reservation for the direction from originating UE to terminating UE. 

17.

RSVP: RESV-CONF (UE to Next Hop)

The UE sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

Editor’s Note:  The content of flow 11-17 is FFS.

18.

COMET (UE to P-CSCF) – see example in Table 7.2.5-18

At this point, the UE can determine that its end-to-end QoS for its “send” direction has been reserved successfully because it has used PDP Context Activation (secondary) procedure to guarantee the QoS from UE to GGSN and used RSVP to guarantee the QoS from GGSN to the terminating network. So when the UE finishes QoS reservation for its sending direction, it sends the COMET message with  “a=qos:success sendonly “ to the terminating endpoint to indicate this successful reservation for its “send” direction , via the signalling path established by the INVITE request. 

Table 7.2.5-18: COMET (UE to P-CSCF)

COMET sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

m=audio 0 RTP/AVP 97 96 0 15

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via: 
takes the value of either the IP address or FQDN of the originating UE.

From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

CSeq:  
takes a higher value than that in the previous request.


The SDP indicates that the resource reservation was successful.

19.
COMET (P-CSCF to S-CSCF) – see example in Table 7.2.5-19

P-CSCF forwards the COMET request to S-CSCF.

Table 7.2.5-19: COMET (P-CSCF to S-CSCF)

COMET sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 183 Session Progress response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.

20.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.5-20

S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.2.5-20: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

21.
200 OK (P-CSCF to UE) – see example in Table 7.2.5-21

P-CSCF forwards the 200 OK response to UE.

Table 7.2.5-21: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

22.   RSVP: PATH (Terminating Side to UE)

At the mean time when the originating UE is reserving the QoS, the terminating UE is also using RSVP to reserve the QoS. The UE receives a RSVP PATH message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP PATH message. The message carries the QoS parameters for the terminating UE’s “send” direction.

23.  
GPRS: Modify PDP Context  (UE to SGSN)

The UE may send a Modify PDP Context message to the SGSN with the necessary modification to PDP Context QoS parameters according to the received RSVP PATH message. 

24.

GPRS: Update PDP Context  (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS (this check will happen only if a higher QoS is requested) and also the available resource, if both are granted; it sends the corresponding Update PDP Context message to the GGSN.

25.

GPRS: Update PDP Context Resp (GGSN to SGSN)

The GGSN authorizes the PDP context modification according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

26.

GPRS: Modify PDP Context Accept (SGSN to UE)

The SGSN sends a Modify PDP Context Accept message to UE. 

Note:  Steps 23 to 26 are optional. This procedure can happen if the existing PDP context doesn’t conform the QoS requirement of the RSVP, but this is an implementation issue. This procedure if it is successful will only modify the downlink PDP Context QoS parameters. If this procedure fails, the existing PDP Context is still valid.

27.
 
RSVP: RESV (UE to Next Hop)
UE sends the RSVP RESV message to the next hop to reserve the QoS for its “receive direction”., through the GGSN.  The GGSN does not process the RSVP RESV message. 

28. 
RSVP: RESV-CONF (Terminating Side to UE)
The terminating UE sends RESV-CONF message to confirm that the QoS reservation has finished.  The use of the RESV-CONF message is optional.

Editor’s Note:  The sequence of the RSVP messages exchanged by UAs are independent, this diagram just shows one possible sequence. For example, flow 15 is earlier than flow 22 in this call flows, but the reverse sequence is also possible.

Editor’s Note:  The content of the flow 22-28 is FFS

29.
180 Ringing (S-CSCF to P-CSCF) – see example in Table 7.2.5-29

After the terminating UE successfully reserves the QoS for its “send” direction, and based on the confirmation (COMET) sent by originating party, the terminating UE can determine that all the pre-condition has been met (both directioin QoS has been reserved). Then it starts continue with the session transaction which is here to perform alerting. 

Table 7.2.5-29: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net

Require: 100rel

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip: [5555::eee:fff:aaa:bbb]

RSeq: 9022

Content-length: 0

30.
180 Ringing (P-CSCF to UE) – see example in Table 7.2.5-30

S-CSCF forwards the 180 Ringing response to P-CSCF.

Table 7.2.5-30: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

Editor’s Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

31.
PRACK (UE to P-CSCF) – see example in Table 7.2.5-31


UE indicates to the originating subscriber that the destination is ringing. It responds to the 180 Ringing provisional response (29) with a PRACK request.

Table 7.2.5-31: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 130 PRACK

Rack: 9022 127 INVITE

Content-length: 0
Request-URI: 
takes the value of the Contact header of the 180 Ringing response.

Via:  
takes the value of either the IP address or FQDN of the UE.
From:, To:, Call-ID: copied from the 180 Ringing response so that they include any revised tag parameters.

Cseq:  
takes a higher value than in the previous request.

32.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.2.5-32

P-CSCF adds the Route header corresponding to the session.


P-CSCF forwards the PRACK request to S-CSCF.

Table 7.2.5-32: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb] 
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-length: 
33.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.5-33

S-CSCF forwards the 200 OK response for PRACK to P-CSCF.

Table 7.2.5-33: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

34.

200 OK (P-CSCF to UE) – see example in Table 7.2.5-34


P-CSCF forwards the 200 OK response to UE.

Table 7.2.5-34: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

35.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.5-35
When the called party answers, the terminating endpoint sends a 200 OK final response to the INVITE request 

Table 7.2.5-35: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

36.

200 OK (P-CSCF to UE) – see example in Table 7.2.5-36
P-CSCF indicates the resources reserved for this session should now be committed, and forwards the 200 OK final response to the session originator. UE can start the media flow(s) for this session.

Table 7.2.5-36: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Length: 

P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

37.

ACK (UE to P-CSCF) – see example in Table 7.2.5-43
UE starts the media flow for this session, and responds to the 200 OK with an ACK request sent to P-CSCF.

Table 7.2.5-37: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 127 ACK

Content-length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request [3]

38.

ACK (P-CSCF to S-CSCF) – see example in Table 7.2.5-44


P-CSCF forwards the ACK request to S-CSCF.

Table 7.2.5-38: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:scscf2.home2.net, sip:pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 200 OK response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.
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Discussion

As agreed in last CN1-CN3-CN4 joint meeting in Dresden, QoS end-to-end flows examples (MO and MT) shall be shown in 24.228. This contribution is attempting to give the example flows based on MT without Service-based Local Policy case. 
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It is proposed that adding a new clause in Annex A-1 7.4.5 Mobile Terminating End-to-End QoS Flows and 7.4.5.1 Mobile Terminating with End-to-end RSVP  (Without Service-Based Local Policy, GGSN is not RSVP aware)

7.4.5 Mobile Terminating End-to-End QoS and Signalling Call Flows 

7.4.5.1
Mobile Terminating with End-to-End-RSVP (without Service-based Local Policy, GGSN is not RSVP Aware)
All flows below show an example of QoS interaction during a session setup. Because the S-CSCF is not involved in QoS interaction, so it is not shown in the flow for simplify reason. This example is appropriate for a single-media session with QoS-Assured model. It is assumed in the example that both the UAC and UAS have chosen to use RSVP as the additional QoS reservation protocol which means both the UAC and UAS establishes satisfactory PDP contexts on their respective accesses, and also performs single-direction ("send") RSVP resource reservation.The usage of RSVP is one of the possible mechanisms for satisfy the QoS requirements, other mechanisms can also been used, etc. Diffserv.

Note:  The diagrams in this subsection depict the case when the GGSN is not RSVP aware, however, the alternative of GGSN being RSVP aware is also possible.

Note:  It is assumed that MT#2 is used in this flow

This diagram provides the flows for SIP session signalling, PDP context establishment, and resource reservation (RSVP). 
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1.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-1


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE request to the P-CSCF.

Table 7.4.5.1-1: INVITE (S-CSCF to P-CSCF)

INVITE sip: pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net SIP/2.0/UDP  scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

Request-URI:
built from the registration information

Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the second audio stream shows a port number zero, which removes it from the negotiation.

2.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-2


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.5.1-2: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.
INVITE (P-CSCF to UE) – see example in Table 7.4.5.1-3


P-CSCF examines the media parameters, and removes any that the network operator decides not to allow on the network.


For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.


P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE.

Table 7.4.5.1-3: INVITE (P-CSCF to UE) 

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15


P-CSCF removes the Record-Route and Via headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf2.home2.net, sip:scscf1.home1.net,



sip:pcscf1.home1.net

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

Editor’s Note:  Modified text for this step is contained in Annex A.

4.
100 Trying (UE to P-CSCF) – see example in Table 7.4.5.1-4


UE may optionally send a 100 Trying provisional response to P-CSCF.

Table 7.4.5.1-4: 100 Trying (UE to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5.
183 Session Progress (UE to P-CSCF) – see example in Table 7.4.5.1-5


UE#2 determines the complete set of codecs that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE request. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.


For this example, assume UE#2 supports both AMR and G726, but not G728 (code 15)


UE responds with a 183 Session Progress response containing SDP back to the originator. This SDP may represent one or more media for a multimedia session. This response is sent to P-CSCF.

Table 7.4.5.1-5: 183 Session Progress (UE to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off

Anonymity: Off

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15 

Remote-Party-ID: identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party.

To: 
A tag is added to the To header.

Contact: 
identifies the IP address or FQDN of the UE.

SDP
The SDP contains the subset of codecs supported by UE. It requests a confirmation of the QoS preconditions for establishing the session

6.
183 Session Progress (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-6


P-CSCF forwards the 183 Session Progress response to S-CSCF.

Table 7.4.5.1-10: 183 Session Progress (P-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:pcscf2.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=


P-CSCF restores the Via headers and Record-Route headers from the branch value in its Via.

7.
PRACK (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-7


S-CSCF forwards the PRACK request to P-CSCF. 

Table 7.4.5.1-7: PRACK (S-CSCF to P-CSCF)

PRACK sip:pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

8.
PRACK (P-CSCF to UE) – see example in Table 7.4.5.1-8


P-CSCF forwards the PRACK request to UE.

Table 7.4.5.1-8: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Type: 
Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.

9.
200 OK (UE to P-CSCF) – see example in Table 7.4.5.1-9


UE acknowledges the PRACK request (14) with a 200 OK response.

Table 7.4.5.1-9: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10.

200 OK (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-10


P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.4.5.1-10: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

11.

GPRS: Active (Secondary) PDP Context (UE to SGSN)
After receiving the PRACK, the UE will stop the SIP transaction until end-to-end QoS for both directions have been achieved. The UE calculates the PDP Context QoS parameters needed for both downlink and uplink based on the SDP information in that PRACK and sends an Activate (Secondary) PDP Context message to the SGSN with the  those QoS parameters. 

Editor’s Note:  In flow 11, the PDP Context QoS is based on the SDP parameters. The mapping between PDP Context and SDP is not standardized 

12.

GPRS: Create PDP Context (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS and also the available resource, if both are granted, it sends the corresponding Create PDP Context message to the GGSN.

13.

GPRS: Create PDP Context Resp (GGSN to SGSN)
The GGSN authorizes the PDP context activation request according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends a Create PDP Context Response message back to the SGSN.

14.

GPRS: Active PDP Context Accept (SGSN to UE)

The SGSN sends an Activate PDP Context Accept message to UE indicating the PDP Context has been activated and the QoS requirements have been authorized for both downlink and uplink

15.

RSVP: PATH (UE to Next Hop)

UE sends an RSVP PATH message to the next hop, through the GGSN with the QoS parameter required for its “send” direction. The GGSN does not process the RSVP PATH message 

Editor’s Note:  The mapping between PDP Context and RSVP is not standardized 

16.

RSVP: RESV (Originating Side to UE)

The UE receives the RSVP RESV message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP RESV message. This message is originally sent by originating side UE to request the QoS reservation for the direction from terminating UE to originating UE. 

17.

RSVP: RESV-CONF (UE to Next Hop)
The UE sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

18.   RSVP: PATH (Originating Side to UE)

At the mean time when the terminating UE is reserving the QoS, the originating UE is also using RSVP to reserve the QoS. The UE receives a RSVP PATH message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP PATH message. The message carries the QoS parameters for the originating UE’s “send” direction.

Editor’s Note:  The sequence of the RSVP messages exchanged by UAs are independent, this diagram just shows one possible sequence. For example, flow 15 happens earlier than flow 18 in this call flows, but the reverse sequence is also possible.

19.  
GPRS: Modify PDP Context  (UE to SGSN)

The UE may send a Modify PDP Context message to the SGSN with the necessary modification to PDP Context QoS parameters according to the received RSVP PATH message. 

20.

GPRS: Update PDP Context  (SGSN to GGSN)

The SGSN checks the user profile to authorize the requested QoS (this check will happen only if a higher QoS is requested) and also the available resource, if both are granted; it sends the corresponding Update PDP Context message to the GGSN.

21.

GPRS: Update PDP Context Resp (GGSN to SGSN)

The GGSN authorizes the PDP context modification according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

22.

GPRS: Modify PDP Context Accept (SGSN to UE)

The SGSN sends a Modify PDP Context Accept message to UE. 

Note:  Steps 19 to 22 are optional. This procedure can happen if the existing PDP context doesn’t conform the QoS requirement of the RSVP, but this is an implementation issue. This procedure if it is successful will only modify the downlink PDP Context QoS parameters. If this procedure fails, the existing PDP Context is still valid.

23.
 
RSVP: RESV (UE to Next Hop)
UE sends the RSVP RESV message to the next hop to reserve the QoS for its “receive direction” through the GGSN.  The GGSN does not process the RSVP RESV message. 

24. 
RSVP: RESV-CONF (Terminating Side to UE)
The originating UE sends RESV-CONF message to confirm that the QoS reservation has finished.  The use of the RESV-CONF message is optional.

Editor’s Note:  The content of the flow 11-24 is FFS

25.

COMET (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-25

After the originating side UE receives the RSVP: RESV message or RECV-CONF message, it know its “send” direction QoS has been reserved, it will immediately send COMET message to the terminating UE. 

Note: In this call flows, the terminating UE finishes its RSVP signalling earlier than originating UE. But it is also possible that this sequence can be reversed. It is worth mention here that the COMET shall be sent right after originating UE finishes its RSVP signalling and this is independent with the sequence of the RSVP signalling of either UAs. 

S-CSCF forwards the COMET request to P-CSCF.

Table 7.4.5.1-25: COMET (S-CSCF to P-CSCF)

COMET sip:pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m-video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

m=audio 0 RTP/AVP 97 96 0 15

26.
COMET (P-CSCF to UE) – see example in Table 7.4.5.1-26


P-CSCF forwards the COMET request to UE.

Table 7.4.5.1-26: COMET (P-CSCF to UE)

COMET sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.

27.
200 OK (UE to P-CSCF) – see example in Table 7.4.5.1-27


UE acknowledges the COMET request (21) with a 200 OK response.

Table 7.4.5.1-27: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

28.

200 OK (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-28



P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.4.5.1-28: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

29.

180 Ringing (UE to P-CSCF) – see example in Table 7.4.5.1-29

Before proceeding with session establishment, the UE waits for two events. First, the resource reservation initiated in step #11 to 16 must complete successfully. Second, the resource reservation initiated by the originating endpoint must complete successfully (which is indicated by message #26 received by UE). The UE may now immediately accept the session (and proceed with step #35), or alert the destination subscriber of an incoming session attempt; if the latter it indicates this to the calling party by a 180 Ringing provisional response sent to P-CSCF.

Table 7.4.5.1-29: 180 Ringing (UE to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

Require: 100rel

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9022

Content-length: 0

30.

180 Ringing (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-30



P-CSCF forwards the 180 Ringing response to S-CSCF. 

Table 7.4.5.1-30: 180 Ringing (P-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2_1.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

31.

PRACK (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-31



S-CSCF forwards the PRACK request to P-CSCF.

Table 7.4.5.1-31: PRACK (S-CSCF to P-CSCF)

PRACK sip:pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-length: 
32.

PRACK (P-CSCF to UE) – see example in Table 7.4.5.1-32



P-CSCF forwards the PRACK request to UE.

Table 7.4.5.1-32: PRACK (P-CSCF to UE)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-length: 
Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.

33.

200 OK (UE to P-CSCF) – see example in Table 7.4.5.1-33



UE acknowledges the PRACK request (31) with a 200 OK response.

Table 7.4.5.1-33: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

34.

200 OK (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-34


P-CSCF forwards the 200 OK response to S-CSCF.

Table 7.4.5.1-34: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

35.

200 OK  (UE to P-CSCF) – see example in Table 7.4.5.1-35


When the called party answers, the UE sends a 200 OK final response to the INVITE request (6) to P-CSCF, and starts the media flow(s) for this session.

Table 7.4.5.1-35: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-length: 0

36.

200 OK (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-36

P-CSCF indicates the resources reserved for this session should now be committed, and sends the 200 OK final response to S-CSCF. 

Table 7.4.5.1-37: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf2.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net, sip:pcscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-length:

37.

ACK (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-37



S-CSCF forwards the ACK request to P-CSCF.

Table 7.4.5.1-37: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
38.

ACK (P-CSCF to UE) – see example in Table 7.4.5.1-38



P-CSCF forwards the ACK request to UE.

Table 7.4.5.1-38: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Content-length: 
Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.
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