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1 Introduction

Following the ad-hoc meeting on "UE in idle mode" which was held in Helsinki in February (i.e. cell selection and PLMN selection - CN1 was involved), some roaming situations are not yet covered by 3GPP R'99 specifications as explained in Tdoc NP-010109, “Not covered roaming situations”, France Telecom, when a 2G/3G operator has only one PLMN code for its networks.

The current specification enforces the network provider to use either different PLMN codes for each radio access technology, or to use different Location/Routing Areas for each radio access technology. The use of different PLMN codes for each radio access technology may be not possible in some countries where the regulator does not plan to allocate several PLMN codes to the same operator. The use of different Location/Routing Areas for each radio access technology could be used and the network could send a reject cause such as Location Area not allowed, but this cause currently does not trigger any PLMN selection until the MS enters a new Location Area.

2 Proposed solution.

· We should have a new LOCATION UPDATING REJECT cause: “Service not allowed”.

· On receipt on “Service not allowed” cause, the Mobile Station shall perform immediately a PLMN reselection.

· We should also have an “Allowed Service List” per PLMN for each subscriber registered in the HLR:

· In the HLR, it should be possible to have an Operator Controlled PLMN Selector list stored on the SIM/USIM card. the associated “Allowed Services List” for which the user has subscribed.

· Then current serving PLMN should be transmitted by the Core Network to the HLR when the Mobile Station enters a new LOCATION AREA. The HLR would then forward the “Allowed Services List” which is associated to the current serving PLMN.

· Then the networks accepts or not to offer the service according to the Allowed Services List by sending a LOCATION UPDATING ACCEPT, or a LOCATION UPDATING REJECT with the relevant cause.

· When a LOCATION UPDATING REJECT has been sent the network may add a "List of Allowed services" so that the MS reselects a suitable cell as soon as possible.

· Additionally and optionally, we may also have the “Allowed Service List” information in the SIM card:

· It is currently possible to have an Operator Controlled PLMN Selector list stored on the SIM/USIM card. This Selector lists may contain a list of preferred PLMNs in priority order. It should be possible to have an associated “Allowed Services List” for which the user has subscribed with each entry in the PLMN Selector list.

· The MS may derive its PLMN selection from the Allowed Services List.

· The Allowed Services in the current PLMN may be transmitted by the Mobile Station in the LOCATION/ROUTING UPDATING REQUEST : the MS has read the PLMN code on BCCH and forwards to the network the allowed RAT which are stored for this PLMN in the LOCATION UPDATING REQUEST.

· The network may compare the MS Allowed Services List and the registered NW Allowed Services List; it accepts or not to offer the service according to the Allowed Service Lists by sending a LOCATION UPDATING ACCEPT, or a LOCATION UPDATING REJECT with the relevant cause

· We add a new LOCATION UPDATING REJECT cause: “Service not allowed”.

· On receipt on “Service not allowed” cause, the Mobile Station shall perform immediately a PLMN reselection.

· When a new roaming agreement is signed, the registered NW Allowed Services List should be updated in the HLR; the MS Allowed Services List may also be updated in the HLR, e.g. by SIM Toolkit.

· When such information is not present, the minimum set of services should be regarded as the default value (e.g. phase 2+ services in the PS domain, phase 2 services in the CS domain).

3 Short description of the solution (add extra sheet and drawing(s) where necessary).

The Allowed Services List is retrieved from the HLR.
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1)
The MS sends a Routeing/Location Area Update Request to the new CN. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the CN.

2) Security functions may be executed. Ciphering mode shall be set if ciphering is supported.

3) The CN informs the HLR of the change of SGSN by sending Update Location to the HLR, the serving PLMN code is provided to the HLR.

4) The HLR shall send Insert Subscriber Data (IMSI, GPRS Subscription Data…) with the registered NW Allowed Services List to the CN. The CN may validate the MS's presence in the (new) RA/LA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA/LA, the CN rejects the Routeing/Location Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If the available service is not allowed for the user, the CN rejects the Routeing/Location Area Update Request with the reject cause “Service not allowed”. If all checks are successful then the CN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

5) The CN acknowledges the Insert Subscriber Data message

6) The HLR may acknowledge the Update Location by sending Update Location Ack (IMSI) to the CN

7) The CN sends the Routeing/Location Area Update Accept or Reject with the relevant cause:

8) If due to roaming restrictions the MS is not allowed to be attached in the CN, or if subscription checking fails, then the new SGSN rejects the routeing area update with an appropriate cause: if the available service is not allowed for the user, the reject cause “Service not allowed” is sent to the MS. The CN may also indicate the type of service for which the MS should a suitable cell. When the MS reçeives the cause "service not allowed" it may indicate in the message "Location updating reject" the type of allowed services in a "List of Allowed services". The MS shall then immediately perform a PLMN selection without re-selecting the same RAT on this PLMN; it shall try to camp on a cell (on the same or on another PLMN) which supports the type of service indicated in the "List of Allowed services".
Optionally, the Allowed service may be present in the SIM card.
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1)
The MS sends a Routeing/Location Area Update Request to the new CN. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the CN.

2)
The PLMN code has been decoded in the System Information sent in the cell, so that the MS can send the corresponding Allowed service retrieved for this PLMN in the SIM card.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". Ciphering mode shall be set if ciphering is supported.

4)
The CN informs the HLR of the change of SGSN by sending Update Location to the HLR.

5) The HLR shall send Insert Subscriber Data (IMSI, GPRS Subscription Data…) with the registered NW Allowed Services List to the CN. The CN may validate the MS's presence in the (new) RA/LA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA/LA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the CN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

6) The CN acknowledges the Insert Subscriber Data message

7) The HLR may acknowledge the Update Location by sending Update Location Ack (IMSI) to the CN

8) The CN sends the Routeing/Location Area Update Accept or Reject with the relevant cause:

9) If due to roaming restrictions the MS is not allowed to be attached in the CN, or if subscription checking fails, then the new SGSN rejects the routeing area update with an appropriate cause: if the available service is not allowed for the user, the reject cause “Service not allowed” is sent to the MS. The MS shall then immediately perform a PLMN selection.

4 Impacted specifications

4.1 TS 22.011

An allowed type of service should be defined in 22.011. The partial roaming scenario when the roamed-to network has a single PLMN code should be described. In a first step, the type of services could be 2G versus 3G.

4.2 TS 31.102

The addition of a list of “Allowed services” per PLMN on the USIM and the SIM is introduced.

4.3 TS 23.122

The text should be modified to ensure that the allowed type of service is taken into account during the PLMN selection.

4.4 TS 25.304

Modified to ensure that the list of allowed services is accounted for in selection procedures by introducing definitions of allowable and allowed PLMN that include Allowed services.

4.5 TS 05.08

Modified to ensure that the list of allowed services is accounted for in selection procedures by introducing definitions of allowable and allowed PLMN that include Allowed services.

4.6 TS 24.008

The addition of Service not allowed in this PLMN’ is added to Location Update Reject and Routing Area Reject messages.

4.7 TS 08.08 / TS 48.008

The addition of a new reject cause ‘Service not allowed’ in the Handover Reject message.

5 Advantages of the new solution

The proposed solutions permit to handle roaming restrictions, with respect of the allowed service, in a network with one PLMN code and different service types. It also ensures that when the requested service is not provided by the current network, the MS enters the PLMN selection process.

Moreover; compared to a solution based on the RAT, it keeps the Core Network independant from the type of Radio Access Technology, which is, to our mind, in the spirit of the current specification: the Core Network should not take care of the Radio Access Technology which is allowed, but rather of the type of service which is allowed to a given user. Indeed, the type of service which is supported by a RAN relies more on the interface between the BSS/GERAN/UTRAN and CN (A/Gb or Iu) than on the RAT. Besides that would allow a 3G subscriber to be offered 3G services in a GERAN. Therefore we recommend the implementation of the concept of allowed/not allowed type of service.
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