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1. Overall Description:

SA1 has set in OSA stage 1 (3GPP TS 22.127 v.4.0.0)  a new requirement for the terminal capabilities notifications. It is required that an application must be able to ask and receive a notification of the situation when the specified subscriber changes her terminal i.e. when the terminal capabilities change. 

TSG CN WG5 (OSA) has initially considered this requirement, but has identified that there are open issues regarding the network support for this feature. CN5 sees that those should be first solved before proceeding with the API definition. CN5 sees that it is difficult to get this API ready in 03/2001 timetable, although some initial drafting has been made already. CN5 is also aware that a discussion about keeping track of the subscriber's terminal capabilities has been initiated in December 2000 by T2 towards CN and SA plenaries (see attachments). 

2. Actions:

ACTION: 
TSG CN WG5 asks TSG SA WG2 to kindly consider the above comments and to give guidance if it would be feasible to get notifications via OSA API about terminal capabilities changes in Rel4 time frame. CN5 would also appreciate if SA2 could give advice about what kind of information could be available in different cases.

The next meeting of TSG CN WG5 takes place on 5th – 7th March in Antwerp.

3. Attachments:

N5-010051 Initial discussion on the terminal capabilities change notification feature 

(including T2-000594 and T2-000805)
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1. Introduction

The OSA in Rel99 has the Terminal Capabilities SCF which makes it possible to retrieve the terminal capabilities of at least some WAP capable terminals. The OSA stage 1 for Rel4 (22.127 v 4.0.0 chapter 11.1) extends the requirements and states that it shall be possible to send notifications to applications when:

<quote starts>

· The Terminal Capabilities are changed.

when a given user changes her terminal capabilities (e.g. from non MExE to a MExE capable terminal) and this event is armed by an application, that application shall be notified.

<quote ends>

CN5 discussed initially this requirement in CN5#8 and noticed this being a new requirement. There was not any further information available about the requirement details or the ways that this requirement could be implemented in the network. We would like to address this issue again in CN5#9 to progress the work. 

2. Discussion

The terminal capability retrieval issue is very complex from the network architecture point of view as well as from the detailed requirements point of view. T2 discussed this issue in their meeting 27th Nov – 1st Dec and produced a LS (T2-000805) which is attached to this document with the BT's initial document on this issue (T2-000594). CN plenary in December dealt with this LS, but noted that the issue is not ready for any decisions and saw that SA1 and SA2 should analyse the terminal capablities requirements and architecture still further.

The following interfaces are presented as an example of how this new feature could be defined. This is just to give the first idea of the possible definitions for the meeting to consider and give advice. 

Interface drafts:

	<<Interface>>

IpTerminalCapabilities

	

	getTerminalCapabilities(
terminalIdentity : in TpString, 


Result : out TpTerminalCapabilities) : TpResult

createNotificationSubscription( appTerminalCapabilities : in IpAppTerminalCapabilitiesRef, users : in TpAddressSet, assignmentId : out TpAssignmentIDRef) : TpResult

changeNotificationSubscription( assignmentId : in TpAssignmentID, addedUsers : in TpAddressSet, removedUsers : in TpAddressSet) : TpResult

destroyNotificationSubscription( assignmentId : in TpAssignmentID) : TpResult




Application side interface:

	<<Interface>>

IpAppTerminalCapabilities

	

	terminalCapabilityChangeReport( assignmentId : in TpAssignmentID, user : TpAddress, terminalCapability : out TpTerminalCapabilities) : TpResult

terminalCapabilityChangeReportError( assignmentId : in TpSessionID, users : TpAddressSet, cause : in TpTerminalCapabilitiesError) : TpResult




3. Proposal

Because there are quite a few open architectural issues, we suggest that CN5 would not define the new features for the Terminal Capabilities SCF  before those are clarified by the other WGs. We propose that a liaison statement would be sent to 3GPP SA2 (with SA1 as CC) to ask them to consider the network architecture and the possible ways to realise the requirements and to decide if it is feasible to get reports about user's terminal changes. 

Appendix: The Terminal Capabilities Data Definitions as extracted from 3G TS 29.198:

8.8
Terminal Capabilities Data Definitions

8.8.1
Interface Definitions

8.8.1.1
IpTerminalCapabilities

Defines the address of an IpTerminalCapabilities Interface.

8.8.1.2
IpTerminalCapabilitiesRef

Defines a reference to type IpTerminalCapabilities

8.8.2
Terminal Capabilities Data Definitions 

The constants and types defined in the following sections are defined in the org.threegpp.osa.termcap package.

8.8.2.1
terminalIdentity

Identifies the terminal.

	Name
	Type
	Documentation

	terminalIdentity
	TpString
	Identifies the terminal. It may be a logical address known by the WAP Gateway/PushProxy.


8.8.2.2
TpTerminalCapabilities

This data type is a Sequence_of_Data_Elements that describes the terminal capabilities. It is a structured type that consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	StatusCode
	TpBoolean
	Indicates whether or not the terminalCapabilities are available.

	TerminalCapabilities
	TpString
	Specifies the latest available capabilities of the user´s terminal.
This information, if available, is returned as CC/PP headers as specified in W3C [6] and adopted in the WAP UAProf specification [9]. It contains URLs; terminal attributes and values, in RDF format; or a combination of both.


8.8.2.3
TpTerminalCapabilitiesError

Defines an error that is reported by the Terminal Capabilities SCF.

	Name
	Value
	Description

	P_TERMCAP_ERROR_UNDEFINED
	0
	Undefined.

	P_TERMCAP_INVALID_TERMINALID
	1
	The request can not be handled because the terminal id specified is not valid.

	P_TERMCAP_SYSTEM_FAILURE
	2
	System failure.

The request cannot be handled because of a general problem in the terminal capabilities service or the underlying network.
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There are many situations where it may be necessary for the capabilities of a terminal to be understood by some element in the network.  It is not possible to store this information in the network and use O&M procedures to update it, for example when the user buys a new terminal, as the terminal purchase transaction may not be known to the operator, or the user may simply swap SIMs from one phone to another according to his/her needs.  Equally, the phone may be capable of more when "docked" into other equipment such as car kit, enhanced terminal etc.

The following is an attempt to produce a summary of the current status in the 3GPP system.

Now the radio network is capable of advising the core network and applications of certain basic features, according to the "classmark" as defined in TS 24.008.  These capabilities are outlined below:

· encryption algorithm

· power class

· Supplementary Service Screening Indicator

· Short Message Capability

· Voice Broadcast Capability

· Voice Group Call Service capability

· Certain elements of frequency band capability

· LCS value added location request notification capability

· ME prefers "default alphabet" over UCS2

· Support of SOLSA

· Network initiated MO CM connection request support

· Multiband support

· Positioning Method capability

· EDGE multislot capabilities

· EDGE RF capabilities

In addition to these, the MExE browser can advise the MExE service environment of the "UE" capabilities (note that some work is needed in MExE as there are a few places where things like "UE manufacturer" can be seen, when the UE may comprise several devices each of which has a different manufacturer).

The MExE API allows an application on the ME to determine the UE capabilities, according to the limitations of the ME operating system, and transmit them using standard WAP or HTML browser capability, or other non-standard communications capability as defined by the MExE applet author.

The USIM has additional capabilities where it can request information from the ME about the UE capabilities

Besides the above, we have been unable to identify any additional capabilities for providing the network with appropriate information for content adaptation to the UE.  In particular with a basic ME with no MExE capability it will be difficult to determine which devices are in use by the user and adapt the content appropriately.

Considering the scenario provided by Mark Cataldo at the recent SA Oxford Workshop, someone is on a video conference call and moves from mobile use to in-car use as a passenger.  In order to provide the best support for this it would be useful to have a richer set of menu options when entering the car.  This means detecting the connection of the phone to the car and advising the network of the new UE capabilities: external screen size, touch screen capability, that sort of thing.  The user would then talk to the SIP server using the external screen and not the ME itself.  In the light of the above simple investigation it seems we do not have the right capabilities in place to make this happen.

T2 is invited to discuss this and determine whether additional actions or communications are required as a result.
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1.  Introduction

It is seen to be necessary to have an information store in the 3GPP core network which "knows" about the capabilities of a given terminal at any one time.  This information store needs to be updated when the UE capabilities change, for example when a user changes ME, or when a user connected a TE to an MT.  In this way, service delivery can be optimised to suit the user's current environment.

2.  What can we do with today's information?

There are a number of things which can be achieved with information which is transferred over the radio interface today, information such as IMEI, 24.008 classmark, etc. already exists in the core network and if this information can be made available to a "capability store" inside the Network Operator's Domain then a Terminal Capability profile can already be built up to a certain extent..
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3.  What could we do to enhance today's information?

We could start by adding the capability for the ME to advise of a change in UE capability over the radio network to the Capability Store, and for the Capability Store to interrogate the current UE capabilities:
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IMPORTANT CONSIDERATIONS

· Network Loading and Bandwidth

It is essential that the loading on the network, in particular, over  the radio path is kept to a minimum. The existing IMSI ATTACH for indicating capability on registration and using or pre-empting the periodic location update timer mechanism to signal  changes to capabilities whilst attached could be candidates for further discussion. Any additional ‘over the air’ messages - signalling the ‘capabilities’  should be avoided if at all possible as additional signalling will only add to congestion and consume valuable bandwidth. Polling the mobile for capabilities is a very inefficient mechanism as it introduces latency in addition to un necessary network signalling traffic.

· Charging

Any additional signalling to indicate capabilities is likely to cause concern to network operators about charging.

· Security

It will be necessary to ensure that the transmission of capability information is secure. E.g encrypted

· Privacy

There may well be situations where a ‘mobile user’ or ‘class of  mobile user’ may not wish their ‘capabilities’ to be made known to the network – even if there is some guarantee that such information in their case is confidential

4. What do we need to do to enable this in the standards?

For the first picture, we need a way to get the information already known to the Core Network nodes out of the Core Network and into the Operator Service Layer.  There needs to be a standardised interface between the Core Network and the Capability Store, also OSA needs to be able to transport this information and consideration needs to be given  to the MMS Relay and Management interfaces.

For the second picture we also need to touch the radio interface, to allow the ME to send information about changes in its capabilities through the Core Network to the Capability Store.  Ideally, transport of this information should be identified separately from normal user traffic so it can be charged at a different rate (e.g. free).  The Capability Store should also be able to interrogate the ME should this be required.

The Capability Store should already know that the ME is switched on, in coverage and that it has updated the network about its location.  The relevant radio interfaces by which the ME can be access should also be known (e.g. GPRS, CS data, SMS etc.).  In fact, this is a part of the "current capability information".

5. What kinds of information should the Capability Store know about the UE?

The following is an example list and should not be taken to contain high-priority capabilities or be in any way complete.

· Screen capabilities (Colours, resolution, size)

· Memory / storage capacity (for downloading video/music/email attachments etc)

· Capability to stream / download video and still images

· Codec types (EFR, AMR, MPEG4, H.264, MP3  etc.)

· Device software/firmware release/version

· Calendar storage capacity

· Contacts storage capacity

· Notes storage capacity

· Devices’ Operating System

· Browser type (WAP 1.2/2.0,  HTML)

· MExE classmark

· USAT capabilities (release/version)

· Data rate capability

· SIP call control protocol

· Number of simultaneous PDP contexts supported

· Number of APN’s supported
CAPABILITY DEFINITION

The definition of ‘Capability’ is likely to require considerable discussion. UE specifications and service specifications  include many options. In  SMS for example, many potentially useful features have been introduced over many years but many of them are still not implemented. Even if they had been implemented in mobile phones, it is still not possible for a network operator  take advantage of this because not all mobile phones will have implemented the same features. A good example of this is SMS SIM memory capacity available which if implemented would result in a considerable reduction in SM traffic because the number of retries in the SC for SIM SMS memory capacity exceeded could be significantly reduced. Clearly, had a ‘capability ‘signalling mechanism been in place then a network operator would heve been able to take advantage of such optional features

The use of ‘classmark’ has also been discussed but a widely held view is that the classmark is not suitable because it conveys ‘capabilities’ of a category different from the capabilities being discusssed here.

6.  Other issues

Do we need profiling for different terminals?

- If a user has several "Capability Sets" each of which is in frequent use, e.g. ME+PDA, ME+carkit etc. should all of these be stored in the Capability Store and only the Capability Set index passed from ME to Capability Store, or should the delta between the previously-stored Capabilities and the current UE capabilities be sent every time there is a change of UE capability (e.g. user connects or disconnects PDA)?

� Contact matti.saarenpaa@nokia.com
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