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1
Introduction

The 5G system architecture (5GS Ph1) (UID: 740005 [1]) provides data connectivity and services and all of the features and functionality needed for deploying a commercially operational network.

The work covers both 5G architecture reference model and concepts for roaming and non-roaming scenarios in all aspects, including connectivity, reachability and mobility within 5GS, policy control and authentication, interworking between 5GS and EPS. 5G System includes connectivity via both 3GPP and untrusted non-3GPP access and support for enabling existing IMS services as defined in IMS specifications.
The following three stage 2 specifications are generated covering the architecture, high-level function description and message flows for above mentioned features: 

1)
System Architecture for the 5G System (TS 23.501 [5]): Specifies the overall system architecture reference model including network functions and description of high level functions.

2)
Policy and Charging Control Framework for the 5G System (TS 23.503 [7]): the architecture reference model and concepts for roaming and non-roaming scenarios for the policy and charging related control framework.

3)
Procedures for the 5G System (TS 23.502 [6]): as the companion specification to TS 23.501 and TS 23.503, specifies the Stage 2 procedures and Network Function Services for the 5G system architecture.
The WI aims to meet Service requirements defined by SA1 technical specification TS 22.261 [3], based on the conclusion of TR 23.799 (NextGen TR [4]).

The CT aspects on 5G System - Phase 1 (5GS_Ph1-CT, UID: 750025) are defined by the working groups CT1/CT3/CT4/CT6. It is a building block of 5G System Architecture - Phase 1. The work item provides the core network and terminal protocol aspects of the 5G system work based on the requirements work developed by SA1, architecture work developed by SA2, security requirements developed by SA3, and new radio access technologies developed by RAN WGs.
The following stage 3 specifications are generated:

TS 24.501
Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3

TS 24.502
Access to the 5G Core Network (5GCN) via non-3GPP access networks; Stage 3

TS 24.526
5G System –Phase 1, UE policy; CT WG1 Aspects
TS 23.527
5G System; Restoration Procedures; Stage 2
TS 29.500
5G System; Technical Realization of Service Based Architecture; Stage 3

TS 29.501
5G System; Principles and Guidelines for Services Definition; Stage 3

TS 29.502
5G System; Session Management Services; Stage 3

TS 29.503
5G System; Unified Data Management Services; Stage 3

TS 29.504
5G System; Unified Data Repository Services; Stage 3

TS 29.505
5G System; Usage of the Unified Data Repository services for Subscription Data; Stage 3

TS 29.507
5G System; Access and Mobility Policy Control Service; Stage 3

TS 29.508
5G System; Session Management Event Exposure Service; Stage 3

TS 29.509
5G System; Authentication Server Services; Stage 3

TS 29.510
5G System; Network Function Repository Services; Stage 3

TS 29.511
5G System; Equipment Identity Register Services; Stage 3

TS 29.512
5G System; Session Management Policy Control Service; Stage 3

TS 29.513
5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3

TS 29.514
5G System; Policy Authorization Service; Stage 3

TS 29.518
5G System; Access and Mobility Management Services; Stage 3

TS 29.519
5G System; Usage of the Unified Data Repository Service for Policy Data, Application Data and Structured Data for Exposure; Stage 3

TS 29.520
5G System; Network Data Analytics Services; Stage 3

TS 29.521
5G System; Binding Support Management Service; Stage 3

TS 29.522 
5G System; Network Exposure Function Northbound APIs; Stage 3

TS 29.531
5G System; Network Slice Selection Services; Stage 3

TS 29.540
5G System; SMS Services; Stage 3

TS 29.551
5G System; Packet Flow Description Management Service; Stage 3

TS 29.554
5G System; Background Data Transfer Policy Control Service; Stage 3

TS 29.561
5G System; Interworking between 5G Network and external Data Networks; Stage 3

TS 29.571
5G System; Common Data Types for Service Based Interfaces; Stage 3

TS 29.572
5G System; Location Management Services; Stage 3

TS 29.594
5G System; Spending Limit Control Service; Stage 3

The corresponding Security aspects of 5G System - Phase 1 are defined by SA3 (UID: 750016). The work also serves as the basis for related charging and management, i.e., Data Charging in 5G System Architecture Phase 1 (UID: 780035), Service Based Interface for 5G Charging (UID: 780034), Management and orchestration of 5G networks and network slicing (UID: 760066).
2
Description

2.1
Overall architecture

The specified features and functionality enable deployment of a complete, commercially operational 5G network. The overall non-roaming 5G system architecture is defined as Figure 2-1 [5].
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Figure 2-1: 5G System architecture

2.2
Features supported by 5G System

2.2.1
Service-based architecture

The 3GPP 5G system architecture is defined as service based. Such an architecture model is developed under the principles of modularity, reusability and self-containment. The architecture elements are defined as network functions (NFs) that offer their services via interfaces of a common framework to any consumers that are permitted to make use of these provided services. 
In the service based architecture (SBA) framework, the network repository function (NRF) provides support for NF/NF services management including registration, deregistration, authorization and discovery. 
The 5G core network is designed based on separation of Control Plane and User Plane. The services are defined for control plane in this release.
2.2.2
Basic access and connections

The system is defined with separate access and mobility function (AMF) and session management function (SMF), to provide flexible and modular access control, mobility and session management.
It includes features like supports customized Mobility Management, such as Mobile Initiated Connection Only (MICO), or support for RAN enhancement like RRC Inactive state.
For data connectivity services there is support of various PDU session types including IPv4, IPv6, IPv4v6, Ethernet and Unstructured. The system provides traditional Session and Service Continuity mode (SSC mode 1), where the IP anchor remains unchanged to provide IP address preservation and service continuity. The system also introduces new models such as SSC mode 3 (make-before-break) that achieves fast mobility and minimizes user experience impact.

The supports PS data off comparable to the feature in earlier generations and it provides Control Plane Load Control, Congestion and Overload control. This includes AMF Load balancing, AMF Load-rebalancing, TNL (Transport Network Layer between 5GC and 5G-AN) Load (re-)balancing, as well as AMF Overload Control, SMF Overload Control.
A Unified Access Control allows for categorizing each access attempt into one access category. The network can restrict the UE access on a per-access category basis. Further there are NAS level Mobility Management Congestion Control, DNN based Congestion Control and S-NSSAI (network slice) based Congestion Control.
Steering of roaming of UEs in a VPLMN allows the HPLMN to provide and update a list of preferred PLMN/access technology combinations to the UE when roaming in a VPLMN. This is achieved by the use of the configuration in the USIM or providing it via NAS signalling.
The system defines a flow-based QoS framework, including reflective QoS. Availabe means include standardized packet marking that informs QoS enforcement functions what QoS to provide without any QoS signaling. While the option with QoS signaling offers more flexibility and QoS support for finer granularity. Furthermore, symmetric QoS differentiation over downlink and uplink is supported with minimal control plane signaling by the newly introduced Reflective QoS.
2.2.3 Network slicing

End-to-end Network slicing is a major characteristics of the 5G System. It is supported by every deployed PLMN to the extent necessary to interoperate with other PLMN. Network slicing includes support of logically isolated network slices across all the PLMN. The operator can decide based on business scenario how many network slices to deploy and also what functions/features are shared across multiple slices. 
Slice/service types are defined in standard and enable inter PLMN operation with reduced coordination effort between operators. Further there are Operator-defined slice/service types enabling more differentiation among network slices with same Slice/service Type. UEs may use multiple Network Slices simultaneously including Network Slice Selection policies in the UE linking applications to Network slices. It is designed with RAN+CN Capability and Business-level-rules-based availability of Network Slices per Tracking area.

Network slicing also supports roaming scenarios.  Network Slicing Interworking with EPS (with or without (e)DECOR) is enabled.
2.2.4
Edge Computing
Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.
To enable this, the 5G Core Network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. Some of Edge computing related features are listed as below:
· Support concurrent (e.g. local and central) access to a data network, an architectural enabler for low-latency services

· Application influence on traffic routing.

· Support of URLLC (Ultra Reliable Low-Latency) services

· Support for different Session and Service Continuity modes. 
· Support of Local Area Data Network.

2.2.5
Support virtualized deployment

A Network Function instance can be deployed as fully distributed, fully redundant, stateless, and fully scalable NF instance that provides the services from several locations and several execution instances in each location.

Support for resiliency of AMF (Access and Mobility Management Function), enablers for stateless AMF (i.e. ability to route UE’s service request, Periodic registration request to any AMF within a set of  AMFs), ability to handle AMF planned maintenance, AMF auto-recovery with no service disruption and/or adverse impact for the UE.
A Data Storage architecture enables Compute and Storage separation, based on Unified Data Repository (UDR). Unstructured Data Storage Function (UDSF) is introduced to store dynamic state data. 
2.2.6
Converged architecture to support non-3GPP access
The system defines converged core network architecture with common interfaces (N1, N2, N3) for 3GPP and untrusted non-3GPP accesses. The separated authentication function (AUSF) enables a unified framework for 3GPP and non-3GPP accesses. Seamless mobility among different access is also supported. Furthermore, the UE is identified by a single 5G-GUTI when it is registered via both 3GPP and non-3GPP access to the same or equivalent PLMN.
2.2.7
Policy framework
A policy framework for Session, Access and Mobility control, QoS and charging enforcement, as well as policy provisioning in the UE is supported. 

UE Route Selection Policy (URSP) is used by the UE to determine if a detected application can be associated with an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. Access Network Discovery & Selection Policy (ANDSP) is used by the UE for selecting non-3GPP accesses. URSP and ANDSP are delivered from PCF to UE through signalling.
A Network Data Analytics Function (NWDAF) is introduced and can, for example, provide data analytics support on network slicing load.
2.2.8
Specific Services support
Short message service is supported by SMS over NAS (including over non-3GPP access) using the Service-based interfaces within the Control Plane.
IMS services (including support for voice and for network HO based RAT fallback and EPS fallback when IMS services are not supported natively in 5GS by the deployment) are supported. This includes also support of existing IMS emergency services over 3GPP and non-3GPP access (including support for emergency services using RAT fallback and EPS fallback when these are not supported in 5GS)

In 5G phase 1, there are Location Services for regulatory services. The Location Service feature is optional and restricted to regulatory (emergency) services in this Release of the specification.
The 5G system supports Multi-Operator Core Network (MOCN) style of network sharing architecture, in which the RAN is shared by multiple core networks.
The public Warning System (PWS) is supported by either using Service-based interfaces between the CBCF and the AMF or using an Interworking function between the CBC and the AMF.
Multimedia Priority Services (MPS) are supported by MPS-specific exemptions for 5GS mobility management and 5GS session management.

Mission Critical Services (MCS) are supported by having a subscription in place for both 5G QoS profile and the necessary policies. Some standardized QoS characteristics are defined for MCS.

2.2.9
Interworking migration and roaming
Interworking is supported with E-UTRAN connected to EPC (with or without a signalling reference point between EPC and 5GC) for 3GPP. This is enabled by ePDGs connected to EPC and 5G System

There are Security Edge Protection Proxies (SEPP) to secure and hide topology for inter-PLMN interconnection.
2.2.10
Exposure framework
The Network Exposure Function (NEF) is defined to supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, Application influence of traffic routing and Policy/Charging capability. 
Each control plane NF also provide an Exposure service which can be invoked by any allowed consumers.
2.3
Protocol design for 5GC
The 5G System Architecture is defined as a Service Based Architecture, i.e. a system architecture in which the system functionality is achieved by a set of NFs providing services to other authorized NFs to access their services.
The services provided by 5G NFs are designed as a set of APIs based on the following protocol stack:
1) the transport layer protocol is TCP as specified in IETF RFC 793;
2) transport layer security protection is supported with TLS;
2)
the application layer protocol is HTTP/2 as specified in IETF RFC 7540;

3)
the serialization protocol is JSON as specified in IETF RFC 8259;
4)
the OpenAPI 3.0.0 is adopted as the Interface Definition Language.
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Figure 2.3-1: Service Based Interface Protocol Stack
To reduce the coupling between clients and servers, the RESTful framework is applied for the APIs design as follows:
1)
the REST-style service operations implement the Level 2 of the Richardson maturity model;
2)
Level 3 (HATEOAS) of the Richardson maturity model is optional.
OAuth2 (as specified in IETF RFC 6749) is used for authorization of NF service access, with the NRF acting as the Authorization Server. 

The Service Based Interfaces also support procedures for overload control and message prioritisation. 

PFCP (Packet Forwarding Control Protocol) is used over the N4 interface for the separation of Control Plane and User Plane in the 5GC. This is the same protocol as supported for CUPS in EPC, with a few extensions to support all the 5GC requirements (e.g. Ethernet traffic, QoS flows).

GTPv2 is used over the N26 interface for mobility between EPC and the 5GC. This is the same protocol as supported over S10 in EPC, with minimal extensions to support 5GS requirements (e.g. 5GS TAI, gNB ID). 

For 5G network interworking with external DNs (i.e. N6 interface), those protocols specified in 3GPP TS 29.061 (IP, non-IP, DHCP, RADIUS and Diameter protocols) are still applicable between the SMF/UPF and the external DNs with possible adaptation. In addition, the Ethernet traffic is also supported by the SMF/UPF for interworking with external DN.
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