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*****************************************1st Change *********************************************
6.x
Train Integrity monitoring data communication
6.x.1
Introduction

Train integrity encompasses the continuous verification of the train completeness, i.e. trains integrity status, for the time of mission. The safety system on-board the train and/or at the ground will apply the foreseen safety reaction when the train integrity status becomes undefined or is unknown.
Due to its safety relevance, train integrity information exchange requires a very high reliable communication as well as very low packet data latency.
6.x.2
Use case: Data communication for train integrity information exchange
6.x.2.1
Description

The FRMCS System will be used to exchange such train integrity information. Every train regardless the type of composition requires this kind of data communication in a fully automated train operation scenario.

The FRMCS Users in this case are the train integrity entities on-board of the train and the ground system. There several options to determine train integrity:

1.) Train integrity information will be only determined by the applicable entities at the train. For this approach train integrity entities are located at the front and the end of the train as well as on demand partially between the front and the end. The front entity supplies the train’s integrity status to the safety entity on-board the train responsible for Control Command Signalling. This scenario requires Off-network communication bearer services for multi-user communication.

2.) Train integrity information will be determined by the applicable entities at the train and the ground. Train integrity entities are distributed equally over the total length of a train. The ground (train) integrity entity will collect the reported train integrity information and compute the train integrity status of a particular train. This scenario requires On-network communication bearer services.

6.x.2.2
Pre-conditions

The FRMCS Users (train integrity entities) are authorised to initiate a train integrity data communication.
The FRMCS Users (train integrity entities) are authorised to use the train integrity application.
6.x.2.3
Service flows

Off-network communication

On demand by the FRMCS Users (train integrity entities), the FRMCS System establishes a communication between the authorised FRMCS Users at the train. The data communication for train integrity requires the QoS class which matches the application category of CRITICAL DATA (see chapter 12.10) within the FRMCS system. The FRMCS system establishes the bearer service required for the data communication within a setup time specified as NORMAL (see 12.10). 
The FRMCS System verifies if the FRMCS Users are authorised to use the train integrity application.

The FRMCS Users are exchanging continuously information about the train integrity until the end of the mission.
The entire train integrity communication will be recorded.
On-network communication

On demand by the FRMCS Users (train integrity entities), the FRMCS System establishes a communication between the authorised FRMCS Users at the train and the ground. The data communication for train integrity requires the QoS class which matches the application category of CRITICAL DATA (see 12.10) within the FRMCS system. The FRMCS system establishes the bearer service required for the data communication within a setup time specified as NORMAL (see 12.10). 

The FRMCS System verifies if the FRMCS Users are authorised to use the train integrity application.

The FRMCS Users are exchanging continuously information about the train integrity until the end of the mission.
The entire train integrity communication will be recorded.
6.x.2.4
Post-conditions

Train integrity information can be exchanged continuously between the involved FRMCS Users

The train approaches its final destination without any delay.

6.x.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-6.x.2-001]
	The FRMCS System shall allow authorised FRMCS Users to establish/terminate train integrity communication.
	A
	
	[Need analysis]

	[R-6.x.2-002]
	The FRMCS System shall allow authorised FRMCS Users to use train integrity monitoring.
	A
	
	[Need analysis]

	[R-6.x.2-003]
	The FRMCS System shall provide the necessary communication means to support train integrity monitoring.
	T
	
	[Need analysis]

	[R-6.x.2-004]
	The FRMCS System shall support train integrity monitoring in Off-network, On-network and a combination of On-network/Off-networkmode.
	T
	
	[Need analysis]

	[R-6.x.2-005]
	The FRMCS System shall provide the QoS class as defined for CRITICAL DATA (see 12.10) within the FRMCS System.
	A/T
	
	[Need analysis]

	[R-6.x.2-006] 
	The FRMCS System shall setup train integrity monitoring within the time specified as NORMAL (see 12.10).
	A/T
	
	[Need analysis]

	[R-6.x.2-007] 
	The FRMCS System shall allow arbitration for Train Integrity communication. 
	A
	
	[Need analysis]
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